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EXECUTIVE SUMMARY  

Euralarm's vision for a competitive European Security Industry 

While the EU is at an economic and political crossroads, the European security industry has an unmatched 

potential to contribute to recovery and foster economic growth. In this White Paper, Euralarm sets out the policy 

priorities and actions that are essential for enhancing the innovative strength and global competitiveness of the 

security industry in Europe and, consequently, for improving the security of all Europe's citizens. 

Security is clearly a sector where "more Europe" is necessary. Progress depends first and foremost on the shared 

recognition by EU Member States and the relevant public authorities that a European and international view often 

better serve the public interest, rather than relying solely on national or sub-national action. This recognition is both 

necessary and urgent. 

There is ample legal basis for the necessary EU-level policy action. Therefore, Euralarm urges policy makers to 

move swiftly and not to dismiss such action out-of-hand where it is clearly shown, as it's the case here, to be the best 

way of achieving objectives which are of public European interest. 

Three essential priorities for a Competitive European Security Industry and a Secure Society 

 

1. Developing a functioning internal European market for fire and security. 

This must be the first and foremost priority. It is the essential condition to allow the European security industry to 

fulfill i ts potential and compete successfully at European and global level. 

Euralarm calls for: 

Å The development of a coherent, efficient and comprehensive EU standardization framework for electronic fire 

and security products, systems and services. 

Å The adoption of a legally binding pan-Europe certification scheme for electronic fire and security products 

and services. 

Å The full implementation of the Services Directive in the area of electronic fire and security services and 

related activities. 

2. Ensuring the highest levels of security and fire safety for all 

Beyond the internal market and the security industrial policy, there are several areas where there is a clear opportunity 

for regulatory action to improve the safety and security of EU citizens. 

Euralarm calls for: 

Å The development of pan-European standards to ensure a common integrated solution for mass notification 

and public alert systems. 

Å The adoption of a European directive on hotel fire safety to ensure a uniform level of protection for travelers 

all across the EU. 

Å Public authorities to take into account fire safety and security needs when complying with new EU energy 

efficiency requirements in buildings. 

3. Fostering the competitiveness of the EU security industry in the global market 

Many of the major European players conduct a significant share of their business outside the EU and are facing fierce 

competition in the global sphere. It is of vital importance to the development of a vibrant and competitive European 

security industry that the global security market remains open and accessible. 

Euralarm calls for: 

Å The introduction of European legislation to regulate 3rd party liability limitation. Its absence weakens the 

EU's industrial base, hampers investment, and lowers the deployment of innovative security technologies and services 

in Europe. 

Å Ensuring that EU trade policies enhance international market access through mutual openness, recognition 

and standardisation for security products and services. 

 
 

 

Note: The English version of this document, WP-0101-1304-0101, is the approved Euralarm reference document. 

ʈɽɿʖʄɽ 

ʊʦʯʢʘ ʟʦʨʫ ɭʚʨʘʣʘʨʤ (Euralarm) ʱʦʜʦ ʢʦʥʢʫʨʝʥʪʦʩʧʨʦʤʦʞʥʦʾ ʻʚʨʦʧʝʡʩʴʢʦʾ ʽʥʜʫʩʪʨʽʾ ʙʝʟʧʝʢʠ 

ʋ ʪʦʡ ʯʘʩ, ʢʦʣʠ ɭʉ ʟʥʘʭʦʜʠʪʴʩʷ ʫ ʧʦʰʫʢʘʭ ʝʢʦʥʦʤʽʯʥʠʭ ʽ ʧʦʣʽʪʠʯʥʠʭ ʰʣʷʭʽʚ ʨʦʟʚʠʪʢʫ, ʻʚʨʦʧʝʡʩʴʢʘ 

ʽʥʜʫʩʪʨʽʷ ʙʝʟʧʝʢʠ ʤʘʻ ʫʥʽʢʘʣʴʥʠʡ ʧʦʪʝʥʮʽʘʣ ʩʧʨʠʷʥʥʷ ʚʽʜʥʦʚʣʝʥʥʶ ʪʘ ʧʨʠʩʢʦʨʝʥʥʶ ʝʢʦʥʦʤʽʯʥʦʛʦ ʟʨʦʩʪʘʥʥʷ. 

ʋ ʮʽʡ ɹʽʣʽʡ ʂʥʠʟʽ ɭʚʨʘʣʘʨʤ ʦʢʨʝʩʣʶʻ ʧʦʣʽʪʠʯʥʽ ʧʨʽʦʨʠʪʝʪʠ ʽ ʜʽʾ, ʥʘʜʟʚʠʯʘʡʥʦ ʚʘʞʣʠʚʽ ʜʣʷ ʧʦʩʠʣʝʥʥʷ 

ʽʥʥʦʚʘʮʽʡ ʪʘ ʟʘʛʘʣʴʥʦʾ ʢʦʥʢʫʨʝʥʪʦʩʧʨʦʤʦʞʥʦʩʪʽ ʽʥʜʫʩʪʨʽʾ ʙʝʟʧʝʢʠ ʚ ɭʚʨʦʧʽ ʡ, ʚʽʜʪʘʢ, ʜʣʷ ʧʽʜʚʠʱʝʥʥʷ ʨʽʚʥʷ 

ʟʘʭʠʱʝʥʦʩʪʽ ʚʩʽʭ ʻʚʨʦʧʝʡʩʴʢʠʭ ʛʨʦʤʘʜʷʥ. 

ʆʯʝʚʠʜʥʦ, ʱʦ ʙʝʟʧʝʢʘ - ʮʝ ʛʘʣʫʟʴ, ʜʝ ʧʦʪʨʽʙʝʥ ʙʽʣʴʰʠʡ ʚʧʣʠʚ ʟʘʛʘʣʴʥʦʻʚʨʦʧʝʡʩʴʢʠʭ ʧʽʜʭʦʜʽʚ. ʇʨʦʛʨʝʩ 

ʟʘʣʝʞʠʪʴ, ʧʝʨʝʜʫʩʽʤ, ʚʽʜ ʟʘʛʘʣʴʥʦʛʦ ʨʦʟʫʤʽʥʥʷ ʜʝʨʞʘʚʘʤʠ ɭʉ ʪʘ ʚʽʜʧʦʚʽʜʥʠʤʠ ʦʨʛʘʥʘʤʠ ʚʣʘʜʠ, ʱʦ 

ʟʘʛʘʣʴʥʦʻʚʨʦʧʝʡʩʴʢʝ ʽ ʛʣʦʙʘʣʴʥʝ ʙʘʯʝʥʥʷ ʫ ʮʽʡ ʩʬʝʨʽ ʥʝ ʨʽʜʢʦ ʢʨʘʱʝ ʚʽʜʧʦʚʽʜʘʻ ʛʨʦʤʘʜʩʴʢʠʤ ʽʥʪʝʨʝʩʘʤ, ʥʽʞ 

ʦʧʦʨʘ ʚʠʢʣʶʯʥʦ ʥʘ ʥʘʮʽʦʥʘʣʴʥʽ ʘʙʦ ʤʽʩʮʝʚʽ ʟʘʭʦʜʠ. ɺʠʟʥʘʥʥʷ ʮʴʦʛʦ ʻ ʥʝʦʙʭʽʜʥʠʤ ʽ ʪʝʨʤʽʥʦʚʠʤ. 

ɭ ʜʦʩʪʘʪʥʷ ʟʘʢʦʥʦʜʘʚʯʘ ʙʘʟʘ ʜʣʷ ʧʦʣʽʪʠʯʥʠʭ ʜʽʡ, ʥʝʦʙʭʽʜʥʠʭ ʥʘ ʟʘʛʘʣʴʥʦʻʚʨʦʧʝʡʩʴʢʦʤʫ ʨʽʚʥʽ. ʊʦʤʫ 

ɭʚʨʘʣʘʨʤ  ʟʘʢʣʠʢʘʻ ʫʩʽʭ, ʭʪʦ ʚʠʟʥʘʯʘʻ ʧʦʣʽʪʠʢʫ, ʜʽʷʪʠ ʰʚʠʜʢʦ ʽ ʨʽʰʫʯʝ ʫ ʯʽʪʢʦ ʚʠʟʥʘʯʝʥʠʭ ʥʘʧʨʷʤʢʘʭ, ʷʢʽ ʪʫʪ 

ʧʨʦʧʦʥʫʶʪʴʩʷ, ʦʩʢʽʣʴʢʠ ʮʝ ï ʢʨʘʱʠʡ ʩʧʦʩʽʙ ʜʦʩʷʛʥʝʥʥʷ ʮʽʣʝʡ ʚ ʽʥʪʝʨʝʩʘʭ ʻʚʨʦʧʝʡʩʴʢʦʾ ʛʨʦʤʘʜʩʴʢʦʩʪʽ. 

ʊʨʠ ʦʩʥʦʚʥʽ ʧʨʽʦʨʠʪʝʪʠ ʜʣʷ ʢʦʥʢʫʨʝʥʪʦʟʜʘʪʥʦʾ ʻʚʨʦʧʝʡʩʴʢʦʾ ʽʥʜʫʩʪʨʽʾ ʙʝʟʧʝʢʠ ʽ ʙʝʟʧʝʯʥʦʛʦ ʩʫʩʧʽʣʴʩʪʚʘ 

 

1. ʈʦʟʚʠʪʦʢ ʝʬʝʢʪʠʚʥʦʛʦ ʚʥʫʪʨʽʰʥʴʦʛʦ ʻʚʨʦʧʝʡʩʴʢʦʛʦ ʨʠʥʢʫ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ 

ʎʝ ʧʦʚʠʥʥʦ ʙʫʪʠ ʧʝʨʰʠʤ ʽ ʙʝʟʫʤʦʚʥʠʤ ʧʨʽʦʨʠʪʝʪʦʤ. ʎʝ - ʥʝʦʙʭʽʜʥʘ ʫʤʦʚʘ ʜʣʷ ʨʝʘʣʽʟʘʮʽʾ ʻʚʨʦʧʝʡʩʴʢʦʶ 

ʽʥʜʫʩʪʨʽʻʶ ʙʝʟʧʝʢʠ ʩʚʦʛʦ ʧʦʪʝʥʮʽʘʣʫ ʽ ʫʩʧʽʰʥʦʾ ʢʦʥʢʫʨʝʥʮʽʾ ʥʘ ʻʚʨʦʧʝʡʩʴʢʦʤʫ ʽ ʛʣʦʙʘʣʴʥʦʤʫ ʨʠʥʢʘʭ. 

ɭʚʨʘʣʘʨʤ  ʟʘʢʣʠʢʘʻ ʜʦ: 

- ʈʦʟʨʦʙʣʝʥʥʷ ʽʥʪʝʛʨʦʚʘʥʦʾ, ʝʬʝʢʪʠʚʥʦʾ ʽ ʫʩʝʙʽʯʥʦʾ ʨʘʤʢʦʚʦʾ ʧʨʦʛʨʘʤʠ ʻʚʨʦʧʝʡʩʴʢʦʾ ʩʪʘʥʜʘʨʪʠʟʘʮʽʾ ʜʣʷ ʩʬʝʨʠ 

ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ ʱʦʜʦ ʪʝʭʥʽʯʥʠʭ ʟʘʩʦʙʽʚ, ʩʠʩʪʝʤ ʽ ʧʦʩʣʫʛ. 

- ɿʘʪʚʝʨʜʞʝʥʥʷ ʦʙʦʚôʷʟʢʦʚʦʾ ʜʦ ʟʘʩʪʦʩʫʚʘʥʥʷ  ʟʘʛʘʣʴʥʦʻʚʨʦʧʝʡʩʴʢʦʾ ʩʠʩʪʝʤʠ ʩʝʨʪʠʬʽʢʘʮʽʾ ʪʝʭʥʽʯʥʠʭ ʟʘʩʦʙʽʚ ʽ 

ʧʦʩʣʫʛ ʜʣʷ ʩʬʝʨʠ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ. 

- ʇʦʚʥʦʛʦ ʚʧʨʦʚʘʜʞʝʥʥʷ ʉʝʨʚʽʩʥʦʾ  ɼʠʨʝʢʪʠʚʠ ʫ ʩʬʝʨʽ ʧʦʩʣʫʛ ʱʦʜʦ ʪʝʭʥʽʯʥʠʭ ʟʘʩʦʙʽʚ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʪʘ 

ʦʭʦʨʦʥʠ, ʘ ʪʘʢʦʞ ʩʫʤʽʞʥʠʭ ʚʠʜʽʚ ʜʽʷʣʴʥʦʩʪʽ. 

2. ɿʘʙʝʟʧʝʯʝʥʥʷ ʥʘʡʚʠʱʦʾ ʷʢʦʩʪʽ ʦʭʦʨʦʥʠ ʽ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʜʣʷ ʚʩʽʭ 

ʆʢʨʽʤ ʟʘʚʜʘʥʴ ʨʦʟʚʠʪʢʫ ʚʥʫʪʨʽʰʥʴʦʛʦ ʨʠʥʢʫ ʽ ʨʝʘʣʽʟʘʮʽʾ ʧʦʣʽʪʠʢʠ ʽʥʜʫʩʪʨʽʾ ʙʝʟʧʝʢʠ ʻ ʜʝʢʽʣʴʢʘ ʦʙʣʘʩʪʝʡ, ʜʝ 

ʯʽʪʢʦ ʧʨʦʩʪʝʞʫʻʪʴʩʷ ʤʦʞʣʠʚʽʩʪʴ ʨʝʛʫʣʷʪʦʨʥʠʤʠ ʜʽʷʤʠ ʧʦʣʽʧʰʠʪʠ ʙʝʟʧʝʢʫ ʛʨʦʤʘʜʷʥ ɭʉ. 

ɭʚʨʘʣʘʨʤ  ʟʘʢʣʠʢʘʻ ʜʦ: 

- ʈʦʟʨʦʙʣʝʥʥʷ ʟʘʛʘʣʴʥʦʻʚʨʦʧʝʡʩʴʢʠʭ ʩʪʘʥʜʘʨʪʽʚ ʟ ʤʝʪʦʶ ʟʘʙʝʟʧʝʯʝʥʥʷ ʽʥʪʝʛʨʦʚʘʥʦʛʦ ʨʽʰʝʥʥʷ ʫ ʩʬʝʨʽ 

ʦʧʦʚʽʱʝʥʥʷ ʥʘʩʝʣʝʥʥʷ ʽ ʩʧʦʚʽʱʝʥʥʷ ʧʨʦ ʥʘʜʟʚʠʯʘʡʥʽ ʩʠʪʫʘʮʽʾ. 

- ʇʨʠʡʥʷʪʪʷ ɭʚʨʦʧʝʡʩʴʢʦʾ ʜʠʨʝʢʪʠʚʠ ʱʦʜʦ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʛʦʪʝʣʽʚ ʟ ʤʝʪʦʶ ʛʘʨʘʥʪʫʚʘʥʥʷ ʦʜʥʘʢʦʚʦʛʦ ʨʽʚʥʶ 

ʟʘʭʠʩʪʫ ʜʣʷ ʪʫʨʠʩʪʽʚ ʚ ʫʩʽʭ ʢʨʘʾʥʘʭ ɭʉ. 

- ɺʨʘʭʫʚʘʥʥʷ ʦʨʛʘʥʘʤʠ ʚʣʘʜʠ ʥʝʦʙʭʽʜʥʦʩʪʽ ʟʘʙʝʟʧʝʯʝʥʥʷ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʽ ʦʭʦʨʦʥʠ ʫ ʧʨʦʮʝʩʽ ʚʠʢʦʥʘʥʥʷ 

ʥʦʚʠʭ ʚʠʤʦʛ ɭʉ ʱʦʜʦ ʝʥʝʨʛʝʪʠʯʥʦʾ ʝʬʝʢʪʠʚʥʦʩʪʽ ʙʫʜʽʚʝʣʴ. 

3. ɿʤʽʮʥʝʥʥʷ ʢʦʥʢʫʨʝʥʪʦʩʧʨʦʤʦʞʥʦʩʪʽ ʽʥʜʫʩʪʨʽʾ ʙʝʟʧʝʢʠ ɭʉ ʥʘ ʛʣʦʙʘʣʴʥʦʤʫ ʨʠʥʢʫ 

ɹʘʛʘʪʦ ʟ  ʧʨʦʚʽʜʥʠʭ ʛʨʘʚʮʽʚ ʻʚʨʦʧʝʡʩʴʢʦʛʦ ʨʠʥʢʫ ʚʘʛʦʤʫ ʯʘʩʪʢʫ ʩʚʦʛʦ ʙʽʟʥʝʩʫ ʤʘʶʪʴ ʟʘ ʤʝʞʘʤʠ ɭʉ ʪʘ 

ʩʪʠʢʘʶʪʴʩʷ ʟ ʫʤʦʚʘʤʠ ʞʦʨʩʪʢʦʾ ʢʦʥʢʫʨʝʥʮʽʾ ʥʘ ʛʣʦʙʘʣʴʥʦʤʫ ʨʽʚʥʽ. ɾʠʪʪʻʚʦ ʚʘʞʣʠʚʠʤ ʜʣʷ ʨʦʟʚʠʪʢʫ 

ʜʠʥʘʤʽʯʥʦʾ ʪʘ ʢʦʥʢʫʨʝʥʪʦʟʜʘʪʥʦʾ ʻʚʨʦʧʝʡʩʴʢʦʾ ʛʘʣʫʟʽ ʙʝʟʧʝʢʠ ʻ ʚʽʜʢʨʠʪʽʩʪʴ ʪʘ ʜʦʩʪʫʧʥʽʩʪʴ ʩʚʽʪʦʚʦʛʦ ʨʠʥʢʫ 

ʙʝʟʧʝʢʠ. 

ɭʚʨʘʣʘʨʤ  ʟʘʢʣʠʢʘʻ ʜʦ: 

- ʚʚʝʜʝʥʥʷ ɭʚʨʦʧʝʡʩʴʢʦʛʦ ʟʘʢʦʥʦʜʘʚʩʪʚʘ ʱʦʜʦ ʨʝʛʫʣʶʚʘʥʥʷ ʦʙʤʝʞʝʥʥʷ ʚʽʜʧʦʚʽʜʘʣʴʥʦʩʪʽ ʧʝʨʝʜ ʪʨʝʪʴʦʶ 

ʩʪʦʨʦʥʦʶ. ɺʽʜʩʫʪʥʽʩʪʴ ʪʘʢʦʛʦ  ʟʘʢʦʥʦʜʘʚʩʪʚʘ ʧʦʩʣʘʙʣʶʻ ʧʨʦʤʠʩʣʦʚʫ ʙʘʟʫ ɭʉ, ʧʝʨʝʰʢʦʜʞʘʻ ʽʥʚʝʩʪʠʮʽʷʤ ʽ 

ʧʨʠʟʚʦʜʠʪʴ ʜʦ ʩʢʦʨʦʯʝʥʥʷ ʚʧʨʦʚʘʜʞʝʥʥʷ ʚ ɭʚʨʦʧʽ ʽʥʥʦʚʘʮʽʡʥʠʭ ʪʝʭʥʦʣʦʛʽʡ ʪʘ ʧʦʩʣʫʛ ʫ ʩʬʝʨʽ ʙʝʟʧʝʢʠ. 

- ʨʝʘʣʽʟʘʮʽʾ ʪʦʨʛʦʚʦʾ ʧʦʣʽʪʠʢʠ ɭʉ, ʥʘʮʽʣʝʥʦʾ ʥʘ ʟʙʽʣʴʰʝʥʥʷ ʜʦʩʪʫʧʫ ʜʦ ʤʽʞʥʘʨʦʜʥʠʭ ʨʠʥʢʽʚ ʯʝʨʝʟ ʚʟʘʻʤʥʫ 

ʚʽʜʢʨʠʪʽʩʪʴ, ʚʠʟʥʘʥʥʷ ʪʘ ʩʪʘʥʜʘʨʪʠʟʘʮʽʶ ʫ ʩʬʝʨʽ ʧʨʦʜʫʢʮʽʾ ʽ ʧʦʩʣʫʛ ʟ ʙʝʟʧʝʢʠ. 
 

 

˽͙ͪͣͭ͊͜͟Υ ˢ͎͚ͤͫ͜͡Έ͊͟ ͍͔ͪͫ͜Ύ ͼΈ͎ͦͦ ͔͒ͦͯͣͤͭͯ͟Σ ²t- 0101-1304-лмлмΣ Ί ͫͻ͍͔͙͊ͤͣ͡ ͍͍͙͒ͦ͒ͦͣ͜͟ ͒ ͔ͦͯͣͤͭͦͣ͟ ͍̐ͪ͊͊ͪͣ͡. 
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1. OVERVIEW  
About this White Paper 

The ultimate European public interest in fire and security products, systems and services in the protection of 

life and property they provide. In responding to the growing demand for such protection in our home market and 

around the world, the security (or life safety) industry has much to contribute to European economic growth and 

employment, provided we remain competitive at the global level. 

Rapidly evolving digital and related technologies offer wide and growing scope for innovation, greatly 

enhancing the ability of fire alarm and security systems to protect life and property while more broadly transforming 

the ways in which civil protection services can be integrated and managed. 

The ability of European fire and security companies - particularly SMEs (Small & Medium Enterprises) - to 

remain competitive in the face of intense and growing global competition will depend crucially on overcoming 

entrenched internal European market fragmentation. 

This White Paper sets out Euralarm's view of the European policy priorities and action agenda essential for 

enhancing the security of Europe's citizens, which in turn depends on the future innovative strength and global 

competitiveness of the security industry in Europe. 

Our views take particular account of the European Commission Communication on an Action Plan for an 

Innovative and Competitive Security Industry
1
 and its accompanying Staff Working Document, "the overarching aim 

of which is to enhance growth and increase employment in the EU's security industry."
2
 Euralarm have been active 

participants in the consultations leading up to this Communication. We welcome its vision and look forward to raising 

its ambition to include systems and those security services that fall under the Services Directive. 

At the same time, we emphasize the Commission's sobering assessment of the competitiveness of European 

companies in the intrusion and fire alarm industry, and thus their ability to take advantage of a growing Global 

demand "... the market share of EU companies in the security sector could drop by one fifth from around 25% of the 

world market in 2010 to 20% in 2020, if no action is taken to enhance the competitiveness of the EU security 

industry". 

Our purpose here is not to duplicate the work of the Commission, but rather to build on it, and more 

particularly to highlight those issues and actions which we believe will be decisive for the future ability of the 

European security industry to enhance European public safety while contributing to European growth and 

employment. 

The need for a political change of course 

"The underlying problem faced by the EU security industry is that security policy is still very much a national 

prerogative, where Member States delegate a limited amount of authority to supra-national entities. 

 

 

 

 

 

 

 

 

1) COM(2012) 417 of 26 July 2012. 

2) http://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=COM:2012:0417:FIN:EN:PD  and  

http://ec.europa.eu/enterprise/policies/security/files/commission_staff_working_paper_-_security_industrial_policy_-

_com(2012)_417_final_en.pdf 

1. ʆɻʃʗɼ 
ʇʨʦ ʮʶ ɹʽʣʫ ʂʥʠʛʫ 

ʇʨʠʯʠʥʦʶ ʟʥʘʯʥʦʾ ʫʚʘʛʠ ʻʚʨʦʧʝʡʩʴʢʦʾ ʛʨʦʤʘʜʩʴʢʦʩʪʽ ʜʦ ʪʝʭʥʽʯʥʠʭ ʟʘʩʦʙʽʚ, ʩʠʩʪʝʤ ʪʘ ʧʦʩʣʫʛ ʟ ʦʭʦʨʦʥʠ ʽ 

ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʻ ʟʘʭʠʩʪ ʞʠʪʪʷ ʪʘ ʤʘʡʥʘ, ʱʦ ʟʘʙʝʟʧʝʯʫʻʪʴʩʷ ʥʠʤʠ. ʋ ʚʽʜʧʦʚʽʜʴ ʥʘ ʟʨʦʩʪʘʶʯʠʡ ʜʣʷ ʪʘʢʦʛʦ 

ʟʘʭʠʩʪʫ ʧʦʧʠʪ ʥʘ ʥʘʰʦʤʫ ʚʥʫʪʨʽʰʥʴʦʤʫ ʨʠʥʢʫ ʪʘ ʚ ʫʩʴʦʤʫ ʩʚʽʪʽ, ʽʥʜʫʩʪʨʽʷ ʙʝʟʧʝʢʠ (ʘʙʦ ʽʥʜʫʩʪʨʽʷ ʙʝʟʧʝʢʠ 

ʞʠʪʪʷ) ʤʘʻ ʩʫʪʪʻʚʦ ʩʧʨʠʷʪʠ ʝʢʦʥʦʤʽʯʥʦʤʫ ʟʨʦʩʪʘʥʥʶ ʽ ʟʘʡʥʷʪʦʩʪʽ ʫ ɭʚʨʦʧʽ, ʧʨʠ ʫʤʦʚʽ, ʱʦ ʤʠ ʟʘʣʠʰʠʤʦʩʷ 

ʢʦʥʢʫʨʝʥʪʦʟʜʘʪʥʠʤʠ ʥʘ ʛʣʦʙʘʣʴʥʦʤʫ ʨʽʚʥʽ. 

ʎʠʬʨʦʚʽ ʽ ʩʫʤʽʞʥʽ ʟ ʥʠʤʠ ʪʝʭʥʦʣʦʛʽʾ, ʱʦ ʰʚʠʜʢʦ ʨʦʟʚʠʚʘʶʪʴʩʷ, ʩʪʚʦʨʶʶʪʴ ʰʠʨʦʢʽ ʤʦʞʣʠʚʦʩʪʽ ʜʣʷ 

ʽʥʥʦʚʘʮʽʡ ʽ ʩʫʪʪʻʚʦ ʟʙʽʣʴʰʫʶʪʴ ʟʜʘʪʥʽʩʪʴ ʧʨʦʪʠʧʦʞʝʞʥʠʭ ʽ ʦʭʦʨʦʥʥʠʭ ʩʠʩʪʝʤ ʟʘʭʠʱʘʪʠ ʞʠʪʪʷ ʽ ʤʘʡʥʦ ʟ 

ʦʜʥʦʯʘʩʥʠʤ ʪʨʘʥʩʬʦʨʤʫʚʘʥʥʷʤ ʰʣʷʭʽʚ ʽʥʪʝʛʨʘʮʽʾ ʪʘ ʫʧʨʘʚʣʽʥʥʷ ʧʦʩʣʫʛʘʤʠ ʟ ʟʘʭʠʩʪʫ ʥʘʩʝʣʝʥʥʷ.   

ɿʜʘʪʥʽʩʪʴ ʻʚʨʦʧʝʡʩʴʢʠʭ ʢʦʤʧʘʥʽʡ ʨʠʥʢʫ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ (ʦʩʦʙʣʠʚʦ ʄʉʇ - ʤʘʣʠʭ ʪʘ 

ʩʝʨʝʜʥʽʭ ʧʽʜʧʨʠʻʤʩʪʚ) ʟʘʣʠʰʘʪʠʩʷ ʢʦʥʢʫʨʝʥʪʦʟʜʘʪʥʠʤʠ ʚ ʫʤʦʚʘʭ  ʽʥʪʝʥʩʠʚʥʦʾ ʽ ʟʨʦʩʪʘʶʯʦʾ ʛʣʦʙʘʣʴʥʦʾ 

ʢʦʥʢʫʨʝʥʮʽʾ ʟʘʣʝʞʘʪʠʤʝ, ʟʥʘʯʥʦʶ ʤʽʨʦʶ, ʚʽʜ ʧʦʜʦʣʘʥʥʷ ʫʢʦʨʽʥʝʥʦʾ ʬʨʘʛʤʝʥʪʘʮʽʾ ʚʥʫʪʨʽʰʥʴʦʛʦ ʻʚʨʦʧʝʡʩʴʢʦʛʦ 

ʨʠʥʢʫ. 

ʎʷ ɹʽʣʘ ʂʥʠʛʘ ʨʦʟʢʨʠʚʘʻ ʪʦʯʢʫ ʟʦʨʫ ɭʚʨʘʣʘʨʤ  ʥʘ ʧʨʽʦʨʠʪʝʪʠ  ʻʚʨʦʧʝʡʩʴʢʦʾ ʧʦʣʽʪʠʢʠ ʽ ʧʣʘʥ ʜʽʡ, 

ʥʝʦʙʭʽʜʥʠʭ ʜʣʷ ʟʤʽʮʥʝʥʥʷ ʙʝʟʧʝʢʠ ʻʚʨʦʧʝʡʩʴʢʠʭ ʛʨʦʤʘʜʷʥ, ʱʦ, ʫ ʩʚʦʶ ʯʝʨʛʫ, ʟʘʣʝʞʠʪʴ ʚʽʜ ʤʘʡʙʫʪʥʴʦʾ 

ʟʜʘʪʥʦʩʪʽ ʜʦ ʽʥʥʦʚʘʮʽʡ ʽ ʛʣʦʙʘʣʴʥʦʾ ʢʦʥʢʫʨʝʥʪʦʩʧʨʦʤʦʞʥʦʩʪʽ ʽʥʜʫʩʪʨʽʾ ʙʝʟʧʝʢʠ ʚ ɭʚʨʦʧʽ. 

ɿʦʢʨʝʤʘ, ʤʠ ʙʝʨʝʤʦ ʜʦ ʫʚʘʛʠ ʇʦʚʽʜʦʤʣʝʥʥʷ (Communication) ɭʚʨʦʢʦʤʽʩʽʾ çʇʣʘʥ ʜʽʡ ʜʣʷ ʽʥʥʦʚʘʮʽʡʥʦʾ ʽ 

ʢʦʥʢʫʨʝʥʪʦʟʜʘʪʥʦʾ ʽʥʜʫʩʪʨʽʾ ʙʝʟʧʝʢʠè
1 
, ʘ ʪʘʢʦʞ ʩʫʧʨʦʚʽʜʥʠʡ ʈʦʙʦʯʠʡ ʜʦʢʫʤʝʥʪ  (Staff Working Document), 

"ʦʩʥʦʚʥʘ ʤʝʪʘ ʷʢʦʛʦ ï ʟʙʽʣʴʰʠʪʠ ʟʨʦʩʪʘʥʥʷ ʽ ʟʘʡʥʷʪʽʩʪʴ ʚ  ʽʥʜʫʩʪʨʽʾ ʙʝʟʧʝʢʠ ɭʉ."
2
 ɭʚʨʘʣʘʨʤ  ʧʨʠʡʤʘʚ ʘʢʪʠʚʥʫ 

ʫʯʘʩʪʴ ʫ ʛʨʦʤʘʜʩʴʢʦʤʫ ʦʙʛʦʚʦʨʝʥʥʽ , ʷʢʝ ʧʝʨʝʜʫʚʘʣʦ ʧʽʜʛʦʪʦʚʮʽ ʮʴʦʛʦ ʇʦʚʽʜʦʤʣʝʥʥʷ ɭʚʨʦʢʦʤʽʩʽʾ. ʄʠ ʚʽʪʘʻʤʦ 

ʧʦʟʠʮʽʾ, ʷʢʽ ʤʽʩʪʷʪʴʩʷ ʫ ʥʴʦʤʫ, ʽ ʯʝʢʘʻʤʦ ʧʦʰʠʨʝʥʥʷ ʡʦʛʦ ʜʽʾ ʥʘ ʩʠʩʪʝʤʠ ʙʝʟʧʝʢʠ ʽ ʩʫʤʽʞʥʽ ʧʦʩʣʫʛʠ, ʱʦ 

ʧʽʜʧʘʜʘʶʪʴ ʧʽʜ ʨʝʛʫʣʶʚʘʥʥʷ ʉʝʨʚʽʩʥʦʾ ɼʠʨʝʢʪʠʚʠ. 

ʈʘʟʦʤ ʟ ʮʠʤ, ʤʠ ʥʘʜʘʻʤʦ ʦʩʦʙʣʠʚʦʛʦ ʟʥʘʯʝʥʥʷ ʪʚʝʨʝʟʽʡ ʦʮʽʥʮʽ ɭʚʨʦʢʦʤʽʩʽʾ ʱʦʜʦ 

ʢʦʥʢʫʨʝʥʪʦʩʧʨʦʤʦʞʥʦʩʪʽ ʻʚʨʦʧʝʡʩʴʢʠʭ ʢʦʤʧʘʥʽʡ ʛʘʣʫʟʽ ʪʝʭʥʽʯʥʠʭ ʟʘʩʦʙʽʚ ʦʭʦʨʦʥʠ ʪʘ ʙʝʟʧʝʢʠ ʽ ʾʭ ʟʜʘʪʥʦʩʪʽ 

ʩʢʦʨʠʩʪʘʪʠʩʷ ʟʨʦʩʪʘʶʯʠʤ ʛʣʦʙʘʣʴʥʠʤ ʧʦʧʠʪʦʤ: ç... ʨʠʥʢʦʚʘ ʜʦʣʷ ʢʦʤʧʘʥʽʡ ɭʉ ʫ ʩʝʢʪʦʨʽ ʙʝʟʧʝʢʠ ʤʦʞʝ 

ʩʢʦʨʦʪʠʪʠʩʴ ʥʘ ʦʜʥʫ ʧ'ʷʪʫ ʟ ʙʣʠʟʴʢʦ 25% ʩʚʽʪʦʚʦʛʦ ʨʠʥʢʫ ʫ 2010 ʨ. ʜʦ 20% ʫ 2020 ʨ., ʷʢʱʦ ʥʝ ʙʫʜʫʪʴ ʟʜʽʡʩʥʝʥʽ 

ʞʦʜʥʽ ʟʘʭʦʜʠ ʟ ʤʝʪʦʶ ʟʤʽʮʥʝʥʥʷ ʢʦʥʢʫʨʝʥʪʦʩʧʨʦʤʦʞʥʦʩʪʽ ʽʥʜʫʩʪʨʽʾ ʙʝʟʧʝʢʠ ɭʉè. 

ʅʘʰʘ ʤʝʪʘ ʪʫʪ [ʫ ɹʽʣʽʡ ʂʥʠʟʽ] - ʥʝ ʜʫʙʣʶʚʘʪʠ ʨʦʙʦʪʫ ɭʚʨʦʢʦʤʽʩʽʾ, ʘ, ʩʢʦʨʽʰʝ, ʜʦʧʦʚʥʠʪʠ ʾʾ ʽ, ʟʦʢʨʝʤʘ, 

ʚʠʜʽʣʠʪʠ ʪʽ ʧʨʦʙʣʝʤʠ ʽ ʜʽʾ, ʷʢʽ, ʥʘ ʥʘʰʝ ʧʝʨʝʢʦʥʘʥʥʷ, ʙʫʜʫʪʴ ʚʠʨʽʰʘʣʴʥʠʤʠ ʜʣʷ ʤʘʡʙʫʪʥʴʦʾ ʟʜʘʪʥʦʩʪʽ 

ʻʚʨʦʧʝʡʩʴʢʦʾ ʽʥʜʫʩʪʨʽʾ ʙʝʟʧʝʢʠ ʟʤʽʮʥʶʚʘʪʠ ʻʚʨʦʧʝʡʩʴʢʫ ʛʨʦʤʘʜʩʴʢʫ ʙʝʟʧʝʢʫ ʪʘ ʩʧʨʠʷʪʠ ʝʢʦʥʦʤʽʯʥʦʤʫ 

ʟʨʦʩʪʘʥʥʶ ʽ ʟʘʡʥʷʪʦʩʪʽ ʚ ɭʚʨʦʧʽ. 

ʅʝʦʙʭʽʜʥʽʩʪʴ ʧʦʣʽʪʠʯʥʦʾ ʟʤʽʥʠ ʢʫʨʩʫ 

"ʆʩʥʦʚʥʘ ʧʨʦʙʣʝʤʘ, ʟ ʷʢʦʶ ʩʪʠʢʘʻʪʴʩʷ ʽʥʜʫʩʪʨʽʷ ʙʝʟʧʝʢʠ ɭʉ, ʻ ʪʝ, ʱʦ ʧʦʣʽʪʠʢʘ ʫ ʩʬʝʨʽ ʙʝʟʧʝʢʠ ʚʩʝ ʱʝ 

ʬʦʨʤʫʻʪʴʩʷ ʥʘ ʥʘʮʽʦʥʘʣʴʥʦʤʫ ʨʽʚʥʽ, ʦʩʢʽʣʴʢʠ ʢʨʘʾʥʠ-ʯʣʝʥʠ ɭʉ ʜʝʣʝʛʫʶʪʴ ʦʙʤʝʞʝʥʫ ʢʽʣʴʢʽʩʪʴ ʧʦʚʥʦʚʘʞʝʥʴ ʜʦ 

ʥʘʜʥʘʮʽʦʥʘʣʴʥʠʭ ʩʪʨʫʢʪʫʨ. 

 

 

 

1) COM(2012) 417 ʚʽʜ 26 ʣʠʧʥʷ 2012 ʨʦʢʫ.  

2) http://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=COM:2012:0417:FIN:EN:PD  ʪʘ  

http://ec.europa.eu/enterprise/policies/security/files/commission_staff_working_paper_-_security_industrial_policy_-

_com(2012)_417_final_en.pdf 

 

http://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=COM:2012:0417:FIN:EN:PD
http://ec.europa.eu/enterprise/policies/security/files/commission_staff_working_paper_-_security_industrial_policy_-_com(2012)_417_final_en.pdf
http://ec.europa.eu/enterprise/policies/security/files/commission_staff_working_paper_-_security_industrial_policy_-_com(2012)_417_final_en.pdf
http://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=COM:2012:0417:FIN:EN:PD
http://ec.europa.eu/enterprise/policies/security/files/commission_staff_working_paper_-_security_industrial_policy_-_com(2012)_417_final_en.pdf
http://ec.europa.eu/enterprise/policies/security/files/commission_staff_working_paper_-_security_industrial_policy_-_com(2012)_417_final_en.pdf
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This is emphasized even further by the diverging threat perceptions and assessments in the EU Member States. 

Each Member State has its own specific cultural and geopolitical background, which directly influences its security 

priorities. Some countries have to deal more often with natural disasters like earthquakes or large forest fires, while 

others have repeatedly been the victims of terrorist attacks."  

European Commission Staff Working Document 
3 

Euralarm agrees entirely with this political assessment (as do over 86% of public and private sector participants 

in the Commission's consultation), which largely explains the entrenched fragmentation of the European market and 

the resulting erosion of our global competitiveness. 

Continued market fragmentation will inevitably and increasingly compromise the widespread diffusion and 

uptake on competitive terms in Europe of leading-edge innovation and best practice essential for the protection of life 

and property in an increasingly complex and uncertain world. 

Progress at the practical policy level addressed in this White Paper therefore depends first and foremost on the 

shared recognition by EU member state governments and public authorities responsible for security that national (and 

often sub-national) security policies and practices alone no longer best serve the public interest. Rather, a European 

and international view is necessary and urgent. 

The costs of insecurity 

In these times of economic stress, investments in security risks are being seen as an unaffordable luxury. This 

perception takes no account of the direct and indirect costs of insecurity. 

2009 high-end estimates cited by the Commission put the total size of European markets for security products 

and services at ú36.5 billion
4
, of which Euralarm membersô sectors (electronic security equipment) are estimated at 

ú16.4 billion.   

Even assuming that this understates the case, these levels pale in comparison with the increasing costs of 

insecurity. One estimate
5
 puts such direct costs at some ú1,100 billion per annum, or 6% of Europe-27 GDP (not 

including re-lated safety costs or the loss of life). 

Moreover such estimates cannot possibly capture the true value to European society of the largely unconscious 

shared assumption that we live and work in safe surroundings. 

The SME dimension 

The European fire and security industry is characterized by a high proportion of Small and Medium Sized 

Enterprises spread across Europe. They typically rely on highly targeted innovation to remain competitive, and must 

be able to exploit first-mover advantage in bringing such innovation rapidly to market. Failure to do so compromises 

their ability to compete and grow. 

The complexities, costs and time required for compliance with differing member state regulations, standards 

and practices too often confine such SMEs to their national home markets, denying them the opportunity to exploit 

their innovations throughout what is potentially the world's largest integrated security market. This puts them at a 

particular disadvantage compared with larger multinational competitors able to organize and finance multi-

jurisdictional compliance for innovative offerings. 

 

 

 

 

 

3) Page7: http://ec.europa.eu/enterprise/policies/security/files/commission_staff_working_paper_-_security_industrial_policy_-

_com(2012)_417_final_en.pdf 

4) Ibid. Page 9. 

5) Ibid. Page 4, this estimate includes both electronic security and costs associated with crime, terrorism, illegal activities, 

violence and disasters. 

ʑʝ ʙʽʣʴʰʦʶ ʤʽʨʦʶ ʮʝ ʧʦʤʽʪʥʦ ʯʝʨʝʟ ʨʽʟʥʝ ʩʧʨʠʡʥʷʪʪʷ ʪʘ ʦʮʽʥʢʫ ʟʘʛʨʦʟ ʢʨʘʾʥʘʤʠ-ʯʣʝʥʘʤʠ ɭʉ. ʂʦʞʥʘ 

ʢʨʘʾʥʘ-ʯʣʝʥ ʤʘʻ ʩʚʦʾ ʚʣʘʩʥʽ ʦʩʦʙʣʠʚʽ ʢʫʣʴʪʫʨʥʽ ʽ ʛʝʦʧʦʣʽʪʠʯʥʽ ʧʝʨʝʜʫʤʦʚʠ, ʷʢʽ ʙʝʟʧʦʩʝʨʝʜʥʴʦ ʚʧʣʠʚʘʶʪʴ ʥʘ 

ʧʨʽʦʨʠʪʝʪʠ ʫ ʩʬʝʨʽ ʙʝʟʧʝʢʠ. ɼʝʷʢʠʤ ʢʨʘʾʥʘʤ ʜʦʚʦʜʠʪʴʩʷ ʤʘʪʠ ʩʧʨʘʚʫ ʯʘʩʪʽʰʝ ʟ ʪʘʢʠʤʠ ʧʨʠʨʦʜʥʠʤʠ 

ʢʘʪʘʩʪʨʦʬʘʤʠ ʷʢ ʟʝʤʣʝʪʨʫʩʠ ʘʙʦ ʚʝʣʠʢʽ ʣʽʩʦʚʽ ʧʦʞʝʞʽ, ʫ ʪʦʡ ʯʘʩ,  ʷʢ ʽʥʰʽ ʥʝʦʜʥʦʨʘʟʦʚʦ ʩʪʘʚʘʣʠ ʞʝʨʪʚʘʤʠ 

ʪʝʨʦʨʠʩʪʠʯʥʠʭ ʥʘʧʘʜʽʚ". 

ʈʦʙʦʯʠʡ ʜʦʢʫʤʝʥʪ  ɭʚʨʦʧʝʡʩʴʢʦʾ ʂʦʤʽʩʽʾ 
3 

ɭʚʨʘʣʘʨʤ  ʧʦʚʥʽʩʪʶ ʧʦʛʦʜʞʫʻʪʴʩʷ ʟ ʮʽʻʶ ʧʦʣʽʪʠʯʥʦʶ ʦʮʽʥʢʦʶ (ʷʢ ʽ ʧʦʥʘʜ 86%  ʧʨʝʜʩʪʘʚʥʠʢʽʚ 

ʜʝʨʞʘʚʥʠʭ/ʢʦʤʫʥʘʣʴʥʠʭ ʦʨʛʘʥʽʚ ʪʘ ʙʽʟʥʝʩʫ, ʱʦ ʧʨʠʡʥʷʣʠ ʫʯʘʩʪʴ ʫ ʢʦʥʩʫʣʴʪʘʮʽʷʭ ɭʚʨʦʢʦʤʽʩʽʾ ʟ 

ʛʨʦʤʘʜʩʴʢʽʩʪʶ), ʷʢʘ ʟʥʘʯʥʦʶ ʤʽʨʦʶ ʧʦʷʩʥʶʻ ʫʢʦʨʽʥʝʥʫ ʬʨʘʛʤʝʥʪʘʮʽʶ ʨʠʥʢʫ ɭʚʨʦʧʠ ʽ ʾʾ ʥʝʛʘʪʠʚʥʠʡ ʚʧʣʠʚ ʥʘ 

ʥʘʰʫ ʛʣʦʙʘʣʴʥʫ ʢʦʥʢʫʨʝʥʪʦʩʧʨʦʤʦʞʥʽʩʪʴ. 

ʇʦʜʘʣʴʰʝ ʽʩʥʫʚʘʥʥʷ ʬʨʘʛʤʝʥʪʦʚʘʥʦʛʦ ʨʠʥʢʫ ʙʫʜʝ ʥʝʤʠʥʫʯʝ ʽ ʚʩʝ ʙʽʣʴʰʦʶ ʤʽʨʦʶ ʧʝʨʝʰʢʦʜʞʘʪʠ 

ʰʠʨʦʢʦʤʫ ʨʦʟʧʦʚʩʶʜʞʝʥʥʶ ʽ ʧʝʨʝʡʤʘʥʥʶ ʚ ʫʤʦʚʘʭ ʢʦʥʢʫʨʝʥʮʽʾ ʧʝʨʝʜʦʚʠʭ ʽʥʥʦʚʘʮʽʡ ʽ ʫʩʪʘʣʝʥʠʭ ʧʨʘʢʪʠʢ ʫ 

ʩʬʝʨʽ ʟʘʭʠʩʪʫ ʞʠʪʪʷ ʽ ʤʘʡʥʘ, ʥʝʦʙʭʽʜʥʠʭ ʫ ʚʩʝ ʙʽʣʴʰ ʩʢʣʘʜʥʦʤʫ ʽ ʥʝʩʪʘʙʽʣʴʥʦʤʫ ʩʚʽʪʽ. 

ʇʨʦʛʨʝʩ ʥʘ ʨʽʚʥʽ ʧʨʘʢʪʠʯʥʦʾ ʧʦʣʽʪʠʢʠ, ʜʣʷ ʜʦʩʷʛʥʝʥʥʷ ʷʢʦʛʦ ʩʧʨʷʤʦʚʘʥʦ ʮʶ ɹʽʣʫ ʂʥʠʛʫ, ʟʘʣʝʞʠʪʴ, 

ʧʝʨʝʜʫʩʽʤ, ʚʽʜ ʟʘʛʘʣʴʥʦʛʦ ʨʦʟʫʤʽʥʥʷ ʫʨʷʜʘʤʠ ʢʨʘʾʥ-ʯʣʝʥʽʚ ɭʉ ʽ ʦʨʛʘʥʘʤʠ ʚʣʘʜʠ, ʚʽʜʧʦʚʽʜʘʣʴʥʠʤʠ ʟʘ ʙʝʟʧʝʢʫ, 

ʱʦ ʥʘʮʽʦʥʘʣʴʥʽ (ʘ, ʥʝʨʽʜʢʦ, ʽ ʩʫʙ-ʥʘʮʽʦʥʘʣʴʥʽ) ʧʦʣʽʪʠʢʠ ʽ ʧʨʘʢʪʠʢʠ ʙʝʟʧʝʢʠ ʙʽʣʴʰʝ ʥʝ ʤʦʞʫʪʴ ʟʘʙʝʟʧʝʯʫʚʘʪʠ 

ʽʥʪʝʨʝʩʠ ʩʫʩʧʽʣʴʩʪʚʘ. ʊʝʨʤʽʥʦʚʦ ʥʝʦʙʭʽʜʥʽ ʟʘʛʘʣʴʥʦʻʚʨʦʧʝʡʩʴʢʽ ʽ ʤʽʞʥʘʨʦʜʥʽ ʧʽʜʭʦʜʠ. 

ʎʽʥʘ ʥʝʜʦʩʪʘʪʥʴʦʾ ʙʝʟʧʝʢʠ 

ʋ ʮʽ ʯʘʩʠ ʝʢʦʥʦʤʽʯʥʦʾ ʥʘʧʨʫʛʠ ʽʥʚʝʩʪʠʮʽʾ ʚ ʙʝʟʧʝʢʫ ʨʦʟʛʣʷʜʘʶʪʴʩʷ ʷʢ ʨʦʟʢʽʰ, ʷʢʫ ʥʝ ʤʦʞʥʘ ʩʦʙʽ 

ʜʦʟʚʦʣʠʪʠ. ʎʝʡ ʧʽʜʭʽʜ ʥʝ ʙʝʨʝ ʜʦ ʫʚʘʛʠ ʧʨʷʤʠʭ ʽ ʥʝʧʨʷʤʠʭ ʚʠʪʨʘʪ ʚʽʜ ʚʽʜʩʫʪʥʦʩʪʽ ʙʝʟʧʝʢʠ. 

ɿʘ ʨʝʟʫʣʴʪʘʪʘʤʠ 2009 ʨ. ʤʘʢʩʠʤʘʣʴʥʽ ʦʮʽʥʢʠ ɭʚʨʦʢʦʤʽʩʽʾ ʱʦʜʦ ʟʘʛʘʣʴʥʦʛʦ ʦʙôʻʤʫ ʨʠʥʢʫ ʧʨʦʜʫʢʮʽʾ 

ʙʝʟʧʝʢʠ ʽ ʧʦʩʣʫʛ ʩʪʘʥʦʚʠʣʠ 36.5 ʤʣʨʜ. ʚ̒ʨʦ
4
, ʟ ʷʢʠʭ ʯʘʩʪʢʘ ʩʝʢʪʦʨʽʚ ʯʣʝʥʽʚ ɭʚʨʘʣʘʨʤ  (ʝʣʝʢʪʨʦʥʥʠʭ ʟʘʩʦʙʽʚ 

ʙʝʟʧʝʢʠ) ʦʮʽʥʶʻʪʴʩʷ ʫ 16.4 ʤʣʨʜ. ɭʚʨʦ. 

ʅʘʚʽʪʴ ʷʢʱʦ ʧʨʠʧʫʩʪʠʪʠ, ʱʦ ʮʽ ʜʘʥʽ ʟʘʥʠʞʝʥʽ, ʾʭ ʨʽʚʝʥʴ ʪʴʤʷʥʽʻ ʧʦʨʷʜ ʟ ʦʮʽʥʢʘʤʠ ʟʨʦʩʪʘʶʯʠʭ ʚʠʪʨʘʪ, 

ʩʧʨʠʯʠʥʝʥʠʭ ʥʝʜʦʩʪʘʪʥʴʦʶ ʙʝʟʧʝʢʦʶ.  ʆʜʥʝ ʜʦʩʣʽʜʞʝʥʥʷ ʦʮʽʥʶʻ ʪʘʢʽ ʧʨʷʤʽ ʚʠʪʨʘʪʠ
5
 ʫ ʧʨʠʙʣʠʟʥʦ ú1,100 

ʤʣʨʜ. ʫ ʨʽʢ, ʘʙʦ 6% ɺɺʇ ɭʉ (27 ʢʨʘʾʥ) (ʙʝʟ ʫʨʘʭʫʚʘʥʥʷ ʚʠʪʨʘʪ ʥʘ ʜʦʧʦʤʽʞʥʽ ʟʘʭʦʜʠ ʙʝʟʧʝʢʠ ʘʙʦ ʚʪʨʘʪʠ 

ʞʠʪʪʷ). 

ʆʢʨʽʤ ʪʦʛʦ, ʪʘʢʽ ʦʮʽʥʢʠ ʥʝ ʤʦʞʫʪʴ ʦʭʦʧʠʪʠ ʨʝʘʣʴʥʫ ʮʽʥʥʽʩʪʴ ʧʽʜʩʚʽʜʦʤʦʾ ʚʧʝʚʥʝʥʦʩʪʽ ʙʽʣʴʰʦʩʪʽ 

ʻʚʨʦʧʝʡʩʴʢʦʛʦ ʩʫʩʧʽʣʴʩʪʚʘ ʫ ʪʦʤʫ, ʱʦ ʤʠ ʤʝʰʢʘʻʤʦ ʽ ʧʨʘʮʶʻʤʦ ʫ ʙʝʟʧʝʯʥʦʤʫ ʦʪʦʯʝʥʥʽ. 

ʆʩʦʙʣʠʚʦʩʪʽ ʤʘʣʦʛʦ ʽ ʩʝʨʝʜʥʴʦʛʦ ʙʽʟʥʝʩʫ 

ɭʚʨʦʧʝʡʩʴʢʘ ʽʥʜʫʩʪʨʽʷ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ ʭʘʨʘʢʪʝʨʠʟʫʻʪʴʩʷ ʟʥʘʯʥʦʶ ʯʘʩʪʢʦʶ ʤʘʣʠʭ ʽ 

ʩʝʨʝʜʥʽʭ ʧʽʜʧʨʠʻʤʩʪʚ ʚ ʫʩʽʭ ʨʝʛʽʦʥʘʭ ɭʚʨʦʧʠ. ʑʦʙ ʟʘʣʠʰʘʪʠʩʴ ʢʦʥʢʫʨʝʥʪʦʟʜʘʪʥʠʤʠ, ʚʦʥʠ, ʟʘʟʚʠʯʘʡ, ʨʦʙʣʷʪʴ 

ʩʪʘʚʢʫ ʥʘ ʽʥʥʦʚʘʮʽʷʭ, ʧʨʠʟʥʘʯʝʥʠʭ ʜʣʷ ʢʦʥʢʨʝʪʥʠʭ ʩʧʦʞʠʚʘʯʽʚ, ʽ ʤʘʶʪʴ ʟʙʝʨʽʛʘʪʠ ʮʶ ʧʝʨʝʚʘʛʫ 

çʧʝʨʰʦʧʨʦʭʽʜʮʽʚè ʫ ʰʚʠʜʢʦʤʫ ʚʠʚʝʜʝʥʥʽ ʽʥʥʦʚʘʮʽʡ ʥʘ ʨʠʥʦʢ. ɺʪʨʘʪʘ ʤʦʞʣʠʚʦʩʪʽ ʜʽʷʪʠ ʫ ʪʘʢʠʡ ʩʧʦʩʽʙ ʩʪʘʚʠʪʴ 

ʧʽʜ ʟʘʛʨʦʟʫ ʾʭ ʟʜʘʪʥʽʩʪʴ ʢʦʥʢʫʨʫʚʘʪʠ ʽ ʨʦʟʚʠʚʘʪʠʩʴ. 

ʇʦʜʦʣʘʥʥʷ ʩʢʣʘʜʥʦʩʪʝʡ, ʚʠʪʨʘʪʠ ʽ ʯʘʩ, ʥʝʦʙʭʽʜʥʽ ʜʣʷ ʪʦʛʦ, ʱʦʙ ʚʠʢʦʥʘʪʠ ʚʠʤʦʛʠ ʟʘʢʦʥʦʜʘʚʩʪʚʘ, 

ʩʪʘʥʜʘʨʪʽʚ ʪʘ ʧʨʘʢʪʠʢ ʨʽʟʥʠʭ ʢʨʘʾʥ-ʯʣʝʥʽʚ, ʟʘʥʘʜʪʦ ʯʘʩʪʦ ʦʙʤʝʞʫʶʪʴ ʪʘʢʽ ʄʉʇ ʾʭ ʥʘʮʽʦʥʘʣʴʥʠʤʠ ʨʠʥʢʘʤʠ, 

ʙʣʦʢʫʶʯʠ ʾʤ ʤʦʞʣʠʚʽʩʪʴ ʩʢʦʨʠʩʪʘʪʠʩʷ ʾʭ ʽʥʥʦʚʘʮʽʷʤʠ ʚʩʶʜʠ ʫ ɭʚʨʦʧʽ, ʱʦ ʻ ʧʦʪʝʥʮʽʡʥʦ ʥʘʡʙʽʣʴʰʠʤ ʫ ʩʚʽʪʽ 

ʽʥʪʝʛʨʦʚʘʥʠʤ ʨʠʥʢʦʤ ʙʝʟʧʝʢʠ. ʎʝ ʩʪʘʚʠʪʴ ʄʉʇ ʫ ʥʝʨʽʚʥʽ ʫʤʦʚʠ ʧʦʨʽʚʥʷʥʦ ʟ ʚʝʣʠʢʠʤʠ ʤʽʞʥʘʨʦʜʥʠʤʠ 

ʢʦʨʧʦʨʘʮʽʷʤʠ-ʢʦʥʢʫʨʝʥʪʘʤʠ, ʟʜʘʪʥʠʤʠ ʦʨʛʘʥʽʟʦʚʫʚʘʪʠ ʽ ʬʽʥʘʥʩʫʚʘʪʠ ʚʠʢʦʥʘʥʥʷ ʚʠʤʦʛ ʨʽʟʥʠʭ ʢʨʘʾʥ ʧʽʜ ʯʘʩ 

ʧʨʦʩʫʚʘʥʥʷ ʽʥʥʦʚʘʮʽʡʥʠʭ ʧʨʦʧʦʟʠʮʽʡ. 

3) ʉʪʦʨʽʥʢʘ 7: http://ec.europa.eu/enterprise/policies/security/files/commission_staff_working_paper_-

_security_industrial_policy_-_com(2012)_417_final_en.pdf 

4) ʊʘʤ ʩʘʤʦ, ʩʪʦʨʽʥʢʘ 9. 

5) ʊʘʤ ʩʘʤʦ. ʉʪʦʨʽʥʢʘ 4, ʮʷ ʦʮʽʥʢʘ ʚʢʣʶʯʘʻ ʷʢ ʝʣʝʢʪʨʦʥʥʫ ʙʝʟʧʝʢʫ, ʪʘʢ ʽ ʚʠʪʨʘʪʠ ʧʦʚ'ʷʟʘʥʽ ʽʟ ʟʣʦʯʠʥʘʤʠ, ʪʝʨʦʨʠʟʤʦʤ, 

ʥʝʣʝʛʘʣʴʥʦʶ ʜʽʷʣʴʥʽʩʪʶ, ʥʘʩʠʣʴʩʪʚʦʤ ʽ ʢʘʪʘʩʪʨʦʬʘʤʠ. 

http://ec.europa.eu/enterprise/policies/security/files/commission_staff_working_paper_-_security_industrial_policy_-_com(2012)_417_final_en.pdf
http://ec.europa.eu/enterprise/policies/security/files/commission_staff_working_paper_-_security_industrial_policy_-_com(2012)_417_final_en.pdf
http://ec.europa.eu/enterprise/policies/security/files/commission_staff_working_paper_-_security_industrial_policy_-_com(2012)_417_final_en.pdf
http://ec.europa.eu/enterprise/policies/security/files/commission_staff_working_paper_-_security_industrial_policy_-_com(2012)_417_final_en.pdf
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An EU wide certification system would give access to a larger market for SMEs making them more 

competitive and would save the European security industry as a whole a conservative estimate of ú29 million per year 

in direct certification cost, without considering the significantly higher cost caused by delayed market access. 

Legal basis for EU action 

All action at EU level must find its legal basis in the Treaties. In its Staff Working Document accompanying its 

Action Plan for an Innovative and Competitive Security Industry, the Commission has set out what it considers to be 

the "EU right to act" - in other words the treaty basis - for each of the problems it proposes to address
6
: 

Å Security as a national prerogative; 

Å The fragmentation of the EU security markets; 

Å The gap between research and market; and 

Å The uncertainty of societal acceptance for security technologies. 

The conclusion we draw from this analysis is simple: there is ample legal basis for the necessary EU-level 

policy actions. What is missing is the recognition by member state governments and competent authorities (at all 

levels) that public security will be best served in the future through increased joint action within the EU treaty 

framework. We also believe that there is sufficient basis regarding security systems related services, such as 

installation, maintenance and remote monitoring of systems. 

At the same time the Commission has been careful to make clear that its Communication will not be followed 

by any immediate legislative proposal. Any possible future legislative policy measure on the Security Industry will be 

preceded by a dedicated Impact Assessment as well as thorough stakeholder consultations. 

Euralarm well recognizes the need for caution and clarity when considering EU legislation placing legal 

obligations on member states. This said, we urge European governments and policy makers not to dismiss such 

legislation out-of-hand where it is clearly shown to be the best way to ensure that treaty objectives are met. 

 

 

 

 

 

 

 

 

 

 

6)Ibid. Pag  33. 

 

ɿʘʛʘʣʴʥʦʻʚʨʦʧʝʡʩʴʢʘ ʩʠʩʪʝʤʘ ʩʝʨʪʠʬʽʢʘʮʽʾ ʥʘʜʘʣʘ ʙ ʜʦʩʪʫʧ ʄʉʇ ʜʦ ʙʽʣʴʰʦʛʦ ʨʠʥʢʫ ʰʣʷʭʦʤ 

ʧʽʜʚʠʱʝʥʥʷ ʾʭ ʢʦʥʢʫʨʝʥʪʦʟʜʘʪʥʦʩʪʽ ʽ ʜʦʟʚʦʣʠʣʘ ʙ ʻʚʨʦʧʝʡʩʴʢʽʡ ʽʥʜʫʩʪʨʽʾ ʙʝʟʧʝʢʠ ʟʘʦʱʘʜʞʫʚʘʪʠ, ʚ ʮʽʣʦʤʫ, 

ʱʦʨʽʯʥʦ ʱʦʥʘʡʤʝʥʰʝ ú29 ʤʣʥ. ʣʠʰʝ ʧʨʷʤʠʭ ʚʠʪʨʘʪ  ʥʘ ʩʝʨʪʠʬʽʢʘʮʽʶ ʙʝʟ ʫʨʘʭʫʚʘʥʥʷ ʟʥʘʯʥʦ ʙʽʣʴʰʠʭ ʚʪʨʘʪ, 

ʱʦ ʚʠʥʠʢʘʶʪʴ ʚʥʘʩʣʽʜʦʢ ʫʧʦʚʽʣʴʥʝʥʦʛʦ  ʜʦʩʪʫʧʫ ʜʦ ʨʠʥʢʫ. 

ɿʘʢʦʥʦʜʘʚʯʘ ʙʘʟʘ ʜʣʷ ʜʽʡ ɭʉ 

ʋʩʽ ʜʽʾ ʥʘ ʨʽʚʥʽ ɭʉ ʧʦʚʠʥʥʽ ˇʨʫʥʪʫʚʘʪʠʩʴ ʥʘ ʦʩʥʦʚʽ ʧʦʣʦʞʝʥʴ, ʚʽʜʦʙʨʘʞʝʥʠʭ ʚ ʋʛʦʜʘʭ ɭʉ. ʋ ʈʦʙʦʯʦʤʫ 

ʜʦʢʫʤʝʥʪʽ (Staff Working Document) ʜʦ çʇʣʘʥʫ ʜʽʡ ʜʣʷ ʽʥʥʦʚʘʮʽʡʥʦʾ ʽ ʢʦʥʢʫʨʝʥʪʦʟʜʘʪʥʦʾ ʽʥʜʫʩʪʨʽʾ ʙʝʟʧʝʢʠè 

(Action Plan for an Innovative and Competitive Security Industry) ɭʚʨʦʢʦʤʽʩʽʷ ʚʩʪʘʥʦʚʠʣʘ, ʱʦ ʧʦʚʠʥʥʦ ʩʪʘʪʠ 

"ʄʘʥʜʘʪʦʤ ɭʉ ʥʘ ʚʠʢʦʥʘʥʥʷ ʜʽʡ", ʘʙʦ, ʽʥʰʠʤʠ ʩʣʦʚʘʤʠ, - ʜʦʛʦʚʽʨʥʦʶ ʦʩʥʦʚʦʶ ʜʣʷ ʢʦʞʥʦʾ ʟ ʧʨʦʙʣʝʤ, ʷʢʠʭ ʮʝ 

ʩʪʦʩʫʻʪʴʩʷ
6
: 

- ʙʝʟʧʝʢʘ ʷʢ ʥʘʮʽʦʥʘʣʴʥʘ ʧʨʝʨʦʛʘʪʠʚʘ; 

- ʬʨʘʛʤʝʥʪʦʚʘʥʽʩʪʴ ʨʠʥʢʽʚ ʙʝʟʧʝʢʠ ʢʨʘʾʥ ɭʉ; 

- ʙʨʘʢ ʟʚôʷʟʢʽʚ ʤʽʞ ʥʘʫʢʦʚʦ-ʜʦʩʣʽʜʥʠʤʠ ʨʦʙʦʪʘʤʠ ʽ ʨʠʥʢʦʤ; ʪʘ 

- ʥʝʚʠʟʥʘʯʝʥʽʩʪʴ ʩʦʮʽʘʣʴʥʦʛʦ ʩʧʨʠʡʥʷʪʪʷ ʪʝʭʥʦʣʦʛʽʡ ʙʝʟʧʝʢʠ. 

ɺʠʩʥʦʚʦʢ, ʷʢʠʡ ʤʠ ʨʦʙʠʤʦ ʟ ʮʴʦʛʦ ʘʥʘʣʽʟʫ, ʧʨʦʩʪʠʡ: ʻ ʜʦʩʪʘʪʥʷ ʶʨʠʜʠʯʥʘ ʦʩʥʦʚʘ ʜʣʷ ʥʝʦʙʭʽʜʥʠʭ 

ʧʦʣʽʪʠʯʥʠʭ ʜʽʡ ʥʘ ʨʽʚʥʽ ɭʉ. ɹʨʘʢʫʻ ʫʩʚʽʜʦʤʣʝʥʥʷ ʫʨʷʜʘʤʠ ʽ ʢʦʤʧʝʪʝʥʪʥʠʤʠ ʦʨʛʘʥʘʤʠ (ʥʘ ʫʩʽʭ ʨʽʚʥʷʭ), ʱʦ 

ʛʨʦʤʘʜʩʴʢʘ ʙʝʟʧʝʢʘ ʛʘʨʘʥʪʫʚʘʪʠʤʝʪʴʩʷ ʥʘʡʢʨʘʱʠʤ ʯʠʥʦʤ ʫ ʤʘʡʙʫʪʥʴʦʤʫ ʰʣʷʭʦʤ ʦʙôʻʜʥʘʥʠʭ ʜʽʡ ʫ ʨʘʤʢʘʭ 

ʜʦʛʦʚʽʨʥʦʾ ʙʘʟʠ ɭʉ. ʄʠ ʪʘʢʦʞ ʚʚʘʞʘʻʤʦ, ʱʦ ʻ ʜʦʩʪʘʪʥʷ ʙʘʟʘ ʚʽʜʥʦʩʥʦ ʧʦʩʣʫʛ,  ʧʦʚ'ʷʟʘʥʠʭ ʽʟ ʩʠʩʪʝʤʘʤʠ 

ʙʝʟʧʝʢʠ, ʷʢ, ʥʘʧʨʠʢʣʘʜ, ʤʦʥʪʘʞ, ʦʙʩʣʫʛʦʚʫʚʘʥʥʷ ʽ ʜʠʩʪʘʥʮʽʡʥʠʡ ʤʦʥʽʪʦʨʠʥʛ ʩʠʩʪʝʤ. 

ʈʘʟʦʤ ʟ ʮʠʤ ʟʚʝʨʪʘʻʤʦ ʫʚʘʛʫ ʥʘ ʧʦʷʩʥʝʥʥʷ ɭʚʨʦʢʦʤʽʩʽʾ ʧʨʦ ʪʝ, ʱʦ ʾʾ ʇʦʚʽʜʦʤʣʝʥʥʷ ʥʝ ʙʫʜʝ ʥʝʛʘʡʥʦ 

ʩʫʧʨʦʚʦʜʞʫʚʘʪʠʩʴ  ʷʢʦʶʩʴ ʟʘʢʦʥʦʜʘʚʯʦʶ ʧʨʦʧʦʟʠʮʽʻʶ. ɺʠʟʥʘʯʝʥʥʶ ʙʫʜʴ-ʷʢʦʾ ʤʦʞʣʠʚʦʾ ʤʘʡʙʫʪʥʴʦʾ 

ʟʘʢʦʥʦʜʘʚʯʦʾ ʧʦʣʽʪʠʢʠ ʱʦʜʦ ʽʥʜʫʩʪʨʽʾ ʙʝʟʧʝʢʠ ʙʫʜʝ ʧʝʨʝʜʫʚʘʪʠ ʩʧʝʮʽʘʣʴʥʝ ʦʮʽʥʶʚʘʥʥʷ ʚʧʣʠʚʫ, ʘ ʪʘʢʦʞ 

ʧʨʦʚʝʜʝʥʥʷ ʢʦʥʩʫʣʴʪʘʮʽʡ ʽʟ ʟʘʮʽʢʘʚʣʝʥʠʤʠ ʩʪʦʨʦʥʘʤʠ. 

ɭʚʨʘʣʘʨʤ ʜʦʙʨʝ ʫʩʚʽʜʦʤʣʶʻ ʥʝʦʙʭʽʜʥʽʩʪʴ ʜʽʷʪʠ ʦʙʝʨʝʞʥʦ ʽ ʧʨʦʟʦʨʦ ʫ ʧʨʠʡʥʷʪʪʽ ʟʘʢʦʥʦʜʘʚʩʪʚʘ ɭʉ, ʱʦ 

ʥʘʢʣʘʜʘʻ ʟʦʙʦʚ'ʷʟʘʥʥʷ ʥʘ ʢʨʘʾʥʠ-ʯʣʝʥʠ. ʋ ʟʚôʷʟʢʫ ʟ ʮʠʤ ʤʠ ʧʝʨʝʢʦʥʫʻʤʦ ʧʦʣʽʪʠʢʽʚ ʪʘ ʫʨʷʜʠ ʻʚʨʦʧʝʡʩʴʢʠʭ 

ʢʨʘʾʥ ʫ ʥʝʦʙʭʽʜʥʦʩʪʽ ʥʝ ʚʪʨʘʯʘʪʠ ʟ ʧʦʣʷ ʟʦʨʫ ʪʘʢʽ ʟʘʢʦʥʦʜʘʚʯʽ ʽʥʽʮʽʘʪʠʚʠ, ʫ ʷʢʠʭ ʷʩʥʦ ʧʨʦʩʪʝʞʫʻʪʴʩʷ, ʱʦ ʮʝ 

ʥʘʡʢʨʘʱʠʡ ʰʣʷʭ ʛʘʨʘʥʪʫʚʘʪʠ ʜʦʩʷʛʥʝʥʥʷ ʮʽʣʝʡ ʻʚʨʦʧʝʡʩʴʢʠʭ ʫʛʦʜ. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

6) ʊʘʤ ʩʘʤʦ, ʩʪʦʨʽʥʢʘ 33.  
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2. Qverview Highest Priority a Functioning Internal 

European Market 
Establishing a functioning internal European market is Euralarm's highest priority and the essential condition to 

allow the European security industry to fulfil its potential to contribute to European economic growth and 

employment and its ability to compete successfully in our home and global markets. 

In its July 2012 Communication, the Commission asserts that its primary aim is to establish a better functioning 

Internal European market for security technologies. Euralarm entirely endorses this policy priority for our market 

sectors. Three elements are necessary to achieve this objective: 

Å A coherent, efficient and comprehensive standardisation framework for electronic fire and security products, 

systems and services. 

Å A legally binding pan-European certification scheme for electronic fire and security products and services 

Å Full implementation of the Services Directive for electronic fire and security services and related activities 

Moreover, the Commission is quite right to stress our competitive disadvantage in the fast-growing third 

markets of the future for lack of an "EU brand", notably in competition with US companies benefiting from a clearly 

recognised and distinguishable US brand founded on a robust internal home market and harmonised legal framework. 

A. A coherent, efficient and comprehensive standardisation framework for electronic fire and security 

products, systems and services. 

Differing national standards are the primary cause of internal market fragmentation in Euralarm sectors, and 

thus our priority for policy reform. The Commission Staff Working Document well summarises the current situation
7
: 

Å A patchwork of European standards rather than standards being developed with an overall design in mind for 

what the standardisation landscape should look like; 

Å Uneven national certification/conformity assessment procedures with no mutual recognition; 

Å Presence in some but not all member states of certification procedures for the same product. 

As noted, this situation is particularly limiting for SMEs, which cannot afford to adapt their offerings to 

differing regulatory or de facto requirements outside their home markets. But even the largest industry players devote 

large portions of their R&D budgets only to ensuring multiple market compliance. 

Therefore, Euralarm fully endorses the Commission's call for "an overall design for what the standardisation 

landscape should look like" for our sectors. We look forward to concrete action on Mandate 487
8
  and are prepared to 

contribute to the success of this work. We also applaud its intention to "instigate an end-user driven standardisation 

based on a careful identification of existing, national, European and international standards, via Commission 

mandates to European Standardisation Organisations (ESOs)." 

Product standards are largely in place but systems-level standards and standards in the field of services 

are needed. 

 

 

 

 

 

 

 

 

 

7)Ibid. Page 31. 

8) Programming mandate addressed to CEN, CENELEC AND ETSI to establish the definition of European   Standards in 

the area of civil security.  http://www.etsi.org/images/files/ECMandates/m487.pdf 

 

2. ʆʛʣʷʜ ʥʘʡʚʠʱʦʛʦ ʧʨʽʦʨʠʪʝʪʫ ï ʬʫʥʢʮʽʦʥʫʚʘʥ-

ʥʷ  ʚʥʫʪʨʽʰʥʴʦʛʦ ʻʚʨʦʧʝʡʩʴʢʦʛʦ ʨʠʥʢʫ 
ʉʪʘʥʦʚʣʝʥʥʷ ʬʫʥʢʮʽʦʥʫʚʘʥʥʷ ʚʥʫʪʨʽʰʥʴʦʛʦ ʻʚʨʦʧʝʡʩʴʢʦʛʦ ʨʠʥʢʫ - ʥʘʡʚʠʱʠʡ ʧʨʽʦʨʠʪʝʪ ɭʚʨʘʣʘʨʤ ʡ 

ʽʩʪʦʪʥʘ ʫʤʦʚʘ, ʱʦʙ ʜʦʟʚʦʣʠʪʠ  ʻʚʨʦʧʝʡʩʴʢʽʡ ʽʥʜʫʩʪʨʽʾ ʙʝʟʧʝʢʠ ʨʝʘʣʽʟʫʚʘʪʠ ʾʾ ʧʦʪʝʥʮʽʘʣ ʩʧʨʠʷʥʥʷ   

ʝʢʦʥʦʤʽʯʥʦʤʫ ʟʨʦʩʪʘʥʥʶ ʡ ʟʘʡʥʷʪʦʩʪʽ ʫ ɭʚʨʦʧʽ , ʘ ʪʘʢʦʞ ʾʾ ʟʜʘʪʥʦʩʪʽ ʫʩʧʽʰʥʦ ʢʦʥʢʫʨʫʚʘʪʠ ʥʘ ʥʘʰʦʤʫ  

ʚʥʫʪʨʽʰʥʴʦʤʫ  ʽ ʛʣʦʙʘʣʴʥʦʤʫ ʨʠʥʢʘʭ. 

ʋ ʩʚʦʻʤʫ  ʣʠʧʥʝʚʦʤʫ 2012 ʨ. ʇʦʚʽʜʦʤʣʝʥʥʽ ɭʚʨʦʢʦʤʽʩʽʷ ʟʘʷʚʠʣʘ, ʱʦ ʾʾ ʛʦʣʦʚʥʘ ʤʝʪʘ - ʩʪʚʦʨʠʪʠ 

ʚʜʦʩʢʦʥʘʣʝʥʠʡ  ʚʥʫʪʨʽʰʥʽʡ ʻʚʨʦʧʝʡʩʴʢʠʡ ʨʠʥʦʢ ʪʝʭʥʦʣʦʛʽʡ ʙʝʟʧʝʢʠ. ɭʚʨʘʣʘʨʤ ʧʦʚʥʽʩʪʶ ʧʽʜʪʚʝʨʜʞʫʻ ʮʝʡ  

ʧʨʽʦʨʠʪʝʪ ʜʣʷ ʧʦʣʽʪʠʢʠ ʥʘ ʥʘʰʦʤʫ ʨʠʥʢʫ. ʇʦʪʨʽʙʥʘ ʨʦʙʦʪʘ ʫ ʪʨʴʦʭ ʥʘʧʨʷʤʢʘʭ, ʱʦʙ ʜʦʩʷʛʪʠ ʮʽʻʾ ʤʝʪʠ: 

Å ʇʦʩʣʽʜʦʚʥʘ, ʝʬʝʢʪʠʚʥʘ ʽ ʚʩʝʦʭʦʧʣʶʶʯʘ ʧʨʦʛʨʘʤʘ ʩʪʘʥʜʘʨʪʠʟʘʮʽʾ ʜʣʷ ʧʨʦʜʫʢʮʽʾ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʽ 

ʦʭʦʨʦʥʠ, ʩʠʩʪʝʤ ʽ ʧʦʩʣʫʛ. 

Å ʆʙʦʚ'ʷʟʢʦʚʘ ʜʦ ʚʠʢʦʥʘʥʥʷ ʟʘʛʘʣʴʥʦʻʚʨʦʧʝʡʩʴʢʘ ʩʠʩʪʝʤʘ  ʩʝʨʪʠʬʽʢʘʮʽʾ ʧʨʦʜʫʢʮʽʾ ʽ ʧʦʩʣʫʛ ʫ ʩʬʝʨʽ 

ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ. 

Å ʇʦʚʥʝ ʚʧʨʦʚʘʜʞʝʥʥʷ ʉʝʨʚʽʩʥʦʾ ɼʠʨʝʢʪʠʚʠ ʫ ʩʬʝʨʽ ʧʦʩʣʫʛ ʱʦʜʦ ʪʝʭʥʽʯʥʠʭ ʟʘʩʦʙʽʚ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ 

ʪʘ ʦʭʦʨʦʥʠ, ʘ ʪʘʢʦʞ ʩʫʤʽʞʥʠʭ ʚʠʜʽʚ ʜʽʷʣʴʥʦʩʪʽ. 

ʆʢʨʽʤ ʪʦʛʦ, ɭʚʨʦʢʦʤʽʩʽʷ ʩʧʨʘʚʝʜʣʠʚʦ ʧʽʜʢʨʝʩʣʶʻ ʥʘʰ ʢʦʥʢʫʨʝʥʪʥʠʡ ʥʝʜʦʣʽʢ ʥʘ ʰʚʠʜʢʦ ʟʨʦʩʪʘʶʯʠʭ 

ʤʘʡʙʫʪʥʽʭ ʨʠʥʢʘʭ ʪʨʝʪʽʭ ʢʨʘʾʥ ʯʝʨʝʟ ʚʽʜʩʫʪʥʽʩʪʴ "ʙʨʝʥʜʫ ɭʉ", ʦʩʦʙʣʠʚʦ ʫ ʢʦʥʢʫʨʝʥʮʽʾ  ʟ ʢʦʤʧʘʥʽʷʤʠ ʉʐɸ, ʱʦ 

ʦʪʨʠʤʫʶʪʴ ʧʝʨʝʚʘʛʫ ʯʝʨʝʟ ʥʘʷʚʥʽʩʪʴ ʯʽʪʢʦ ʚʠʟʥʘʥʦʛʦ ʪʘ ʨʦʟʧʽʟʥʘʚʘʥʦʛʦ ʙʨʝʥʜʫ ʉʐɸ, ʷʢʠʡ ʙʘʟʫʻʪʴʩʷ ʥʘ  

ʥʘʜʽʡʥʦʤʫ ʚʥʫʪʨʽʰʥʴʦʤʫ ʨʠʥʢʫ ʽ ʛʘʨʤʦʥʽʟʦʚʘʥʠʡ  ʧʨʘʚʦʚʽʡ ʙʘʟʽ . 

A. ʇʦʩʣʽʜʦʚʥʘ, ʝʬʝʢʪʠʚʥʘ ʽ ʚʩʝʦʭʦʧʣʶʶʯʘ  ʧʨʦʛʨʘʤʘ ʩʪʘʥʜʘʨʪʠʟʘʮʽʾ ʜʣʷ ʧʨʦʜʫʢʮʽʾ ʧʦʞʝʞʥʦʾ 

ʙʝʟʧʝʢʠ ʽ ʦʭʦʨʦʥʠ, ʩʠʩʪʝʤ ʽ ʧʦʩʣʫʛ. 

ɺʽʜʤʽʥʥʦʩʪʽ ʫ ʥʘʮʽʦʥʘʣʴʥʠʭ ʩʪʘʥʜʘʨʪʘʭ - ʧʝʨʰʦʧʨʠʯʠʥʘ ʬʨʘʛʤʝʥʪʘʮʽʾ ʚʥʫʪʨʽʰʥʴʦʛʦ ʨʠʥʢʫ ʫ ʩʝʢʪʦʨʘʭ, 

ʜʝ ʜʽʶʪʴ ʯʣʝʥʠ ɭʚʨʘʣʘʨʤ, ʽ, ʦʪʞʝ, ʥʘʰ ʧʨʽʦʨʠʪʝʪ ʜʣʷ ʨʝʬʦʨʤʫʚʘʥʥʷ ʧʦʣʽʪʠʢʠ. ʈʦʙʦʯʠʡ ʜʦʢʫʤʝʥʪ ɭʚʨʦʢʦʤʽʩʽʾ 

ʜʦʙʨʝ ʧʽʜʩʫʤʦʚʫʻ ʧʦʪʦʯʥʫ ʩʠʪʫʘʮʽʶ
7
: 

- ʤʽʰʘʥʠʥʘ ʻʚʨʦʧʝʡʩʴʢʠʭ ʩʪʘʥʜʘʨʪʽʚ ʟʘʤʽʩʪʴ ʩʪʘʥʜʘʨʪʽʚ, ʱʦ ʨʦʟʨʦʙʣʷʶʪʴʩʷ ʟ ʫʨʘʭʫʚʘʥʥʷʤ ʟʘʛʘʣʴʥʦʛʦ 

ʧʨʦʝʢʪʫʚʘʥʥʷ ʟ ʨʦʟʫʤʽʥʥʷʤ, ʷʢ ʧʦʚʠʥʥʘ ʚʠʛʣʷʜʘʪʠ ʚʩʷ ʧʘʥʦʨʘʤʘ ʩʪʘʥʜʘʨʪʽʚ; 

- ʚʽʜʤʽʥʥʽ ʥʘʮʽʦʥʘʣʴʥʽ ʧʨʦʮʝʜʫʨʠ ʩʝʨʪʠʬʽʢʘʮʽʾ /ʦʮʽʥʢʠ ʚʽʜʧʦʚʽʜʥʦʩʪʽ/ ʙʝʟ ʚʟʘʻʤʥʦʛʦ ʚʠʟʥʘʥʥʷ; 

- ʥʘʷʚʥʽʩʪʴ ʫ ʜʝʷʢʠʭ ʢʨʘʾʥʘʭ ʧʨʦʮʝʜʫʨ ʧʦʚʪʦʨʥʦʾ ʩʝʨʪʠʬʽʢʘʮʽʾ ʪʦʛʦ ʩʘʤʦʛʦ ʧʨʦʜʫʢʪʫ. 

ʗʢ ʚʞʝ ʛʦʚʦʨʠʣʦʩʴ, ʮʷ ʩʠʪʫʘʮʽʷ ʦʩʦʙʣʠʚʦ ʦʙʤʝʞʫʻ ʤʘʣʽ ʪʘ ʩʝʨʝʜʥʽ  ʧʽʜʧʨʠʻʤʩʪʚʘ, ʷʢʽ ʥʝ ʚ ʟʤʦʟʽ 

ʘʜʘʧʪʫʚʘʪʠ ʩʚʦʾ ʧʨʦʧʦʟʠʮʽʾ ʜʦ ʨʽʟʥʦʤʘʥʽʪʥʦʛʦ ʨʝʛʫʣʶʚʘʥʥʷ ʘʙʦ, ʜʝ ʬʘʢʪʦ, ʚʠʤʦʛ ʟʘ ʤʝʞʘʤʠ ʾʭ ʜʦʤʘʰʥʽʭ 

ʨʠʥʢʽʚ. ɸʣʝ ʥʘʚʽʪʴ ʥʘʡʙʽʣʴʰʽ ʧʨʦʤʠʩʣʦʚʽ ʛʨʘʚʮʽ ʧʨʠʟʥʘʯʘʶʪʴ ʟʥʘʯʥʫ ʯʘʩʪʢʫ ʩʚʦʾʭ ʙʶʜʞʝʪʽʚ ʜʦʩʣʽʜʥʦ-

ʢʦʥʩʪʨʫʢʪʦʨʩʴʢʠʭ ʨʦʙʽʪ ʪʽʣʴʢʠ ʥʘ ʟʘʙʝʟʧʝʯʝʥʥʷ ʚʽʜʧʦʚʽʜʥʦʩʪʽ  ʥʘ ʨʽʟʥʠʭ ʨʠʥʢʘʭ. 

ʊʦʤʫ ɭʚʨʘʣʘʨʤ  ʧʦʚʥʽʩʪʶ ʧʽʜʪʨʠʤʫʻ ʟʘʢʣʠʢ ɭʚʨʦʢʦʤʽʩʽʾ ʜʦ "ʟʘʛʘʣʴʥʦʛʦ ʧʨʦʝʢʪʫʚʘʥʥʷ ʩʪʘʥʜʘʨʪʽʚ ʟ 

ʨʦʟʫʤʽʥʥʷʤ, ʷʢ ʧʦʚʠʥʥʘ ʚʠʛʣʷʜʘʪʠ ʚʩʷ ʧʘʥʦʨʘʤʘ ʩʪʘʥʜʘʨʪʽʚè" ʜʣʷ ʥʘʰʠʭ ʩʝʛʤʝʥʪʽʚ ʨʠʥʢʫ. ʄʠ ʯʝʢʘʻʤʦ ʟ 

ʥʝʪʝʨʧʽʥʥʷʤ ʢʦʥʢʨʝʪʥʠʭ ʜʽʡ ʟʘ ʄʘʥʜʘʪʦʤ 487
8
 ʽ ʛʦʪʦʚʽ ʩʧʨʠʷʪʠ ʫʩʧʽʭʫ ʮʽʻʾ ʨʦʙʦʪʠ. ʄʠ ʪʘʢʦʞ ʚʽʪʘʻʤʦ ʥʘʤʽʨ 

ɭʚʨʦʢʦʤʽʩʽʾ "ʩʧʨʠʷʪʠ ʢʝʨʦʚʘʥʽʡ ʢʽʥʮʝʚʠʤ ʩʧʦʞʠʚʘʯʝʤ ʩʪʘʥʜʘʨʪʠʟʘʮʽʾ ʥʘ ʦʩʥʦʚʽ  ʨʝʪʝʣʴʥʦʛʦ ʦʩʤʠʩʣʝʥʥʷ 

ʽʩʥʫʶʯʠʭ ʥʘʮʽʦʥʘʣʴʥʠʭ, ʻʚʨʦʧʝʡʩʴʢʠʭ ʽ ʤʽʞʥʘʨʦʜʥʠʭ ʩʪʘʥʜʘʨʪʽʚ ʯʝʨʝʟ ʥʘʜʘʥʥʷ ɭʚʨʦʢʦʤʽʩʽʻʶ ʤʘʥʜʘʪʽʚ 

ɭʚʨʦʧʝʡʩʴʢʠʤ ʦʨʛʘʥʽʟʘʮʽʷʤ ʟʽ ʩʪʘʥʜʘʨʪʠʟʘʮʽʾ."  

ʉʪʘʥʜʘʨʪʽʚ ʥʘ ʧʨʦʜʫʢʮʽʶ, ʫ ʙʽʣʴʰʦʩʪʽ ʚʠʧʘʜʢʽʚ,  ʚʠʩʪʘʯʘʻ. ɹʨʘʢʫʻ  ʩʪʘʥʜʘʨʪʽʚ ʜʣʷ ʩʠʩʪʝʤ ʽ ʩʬʝʨʠ 

ʧʦʩʣʫʛ. 

 

7) ʊʘʤ ʩʘʤʦ ʩʪ.31. 

8) ʇʨʦʛʨʘʤʥʠʡ ʤʘʥʜʘʪ, ʱʦ ʙʫʚ ʥʘʜʘʥʠʡɭʂʉ (CEN), ɭʂɽʉ (CENELEC) ʪʘ ɭɯʊʉ (ETSI) ʟ ʤʝʪʦʶ ʩʪʚʦʨʝʥʥʷ ʦʧʠʩʫ 

ʻʚʨʦʧʝʡʩʴʢʠʭ ʩʪʘʥʜʘʨʪʽʚ ʫ ʛʘʣʫʟʽ ʛʨʦʤʘʜʩʴʢʦʾ ʙʝʟʧʝʢʠ  http://www.etsi.org/images/files/ECMandates/m487.pdf 

 

http://www.etsi.org/images/files/ECMandates/m487.pdf
http://www.etsi.org/images/files/ECMandates/m487.pdf
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The necessary European standards (ENs) duly developed and adopted by the European Standards Organisations 

(CEN/CENELEC/ETSI) for the component products of fire alarm and security systems are largely in place. These 

include both "Harmonised Standards" as covered by the CPR
9 
 for fire safety, and non-binding technical performance 

benchmarks of various kinds responding to market demand e.g. in security. 

However, beyond the urgent need to ensure the effective implementation of product ENs already adopted or 

under development, European performance standards at the systems and systems integration levels are also necessary 

to overcome the actual situation of a strongly fragmented European Security market as deplored by the European 

Commission in their "Security Industrial Policy". 

In this context we take particular note of the recent changes in the EU standardisation framework, which 

entered into force in January 2013, and specifically endorse: 

Å The extension of the scope of EU standardisation to include services; and 

Å The overall objective of enhancing the effectiveness and efficiency of standards and standardisation, in 

particular with regard to the much-needed reduction of the overall development time for standards. 

Together these two amendments open the way for efficiently extending European-level standardisation in the 

fire and security sectors to the systems, systems integration and performance levels. 

Nevertheless Euralarm is concerned that looking into the future of rapidly evolving digital and related 

technologies even the new EU Standardisation framework may not be able to keep up with the pace of technological 

change. Without an additional, more radical change of the standardisation process, Europe will lose additional ground 

versus the more flexible, industry driven standardisation process of other major markets. In order to meet this 

challenge, Euralarm encourages the Commission to require the ESO to develop an expedited process with the relevant 

industry associations of the security sector as an example for the standardisation in general. 

Euralarm applauds the Commission for taking steps to promote pan-European standardisation for Critical 

Infrastructures such as: 

Å  Data and telecommunications centres 

Å Power plants & power distribution facilities (notably nuclear plants) 

Å Airports 

Å Transport infrastructures (ports/stations/ tunnels/bridges) 

Å Water supply 

This is particularly necessary, since in modern societies sudden failure of certain infrastructures could produce 

wide-scale harm and panic. Their critical character in turn makes them inviting targets for those seeking to produce 

such harm and panic. 

However it should also be noted that beside the necessary effort for the protection of Critical Infrastructures, 

the safety and security of the wider population in commercial, public & private premises has to be considered by the 

European Commission in order to enhance societal resilience. A number of purpose-defined categories stand out for 

priority attention, for which no pan-European regulations exist: 

 

 

 

 

 

 

 

 

 

 

9) Regulation (EU) No 305/2011 (Construction Products Regulation). 

 

ɭʚʨʦʧʝʡʩʴʢʽ ʩʪʘʥʜʘʨʪʠ (EN) ʥʘ ʩʢʣʘʜʥʠʢʠ ʩʠʩʪʝʤ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ, ʥʘʣʝʞʥʠʤ ʯʠʥʦʤ 

ʨʦʟʨʦʙʣʝʥʽ ʽ ʧʨʠʡʥʷʪʽ ʻʚʨʦʧʝʡʩʴʢʠʤʠ ʦʨʛʘʥʽʟʘʮʽʷʤʠ ʟʽ ʩʪʘʥʜʘʨʪʠʟʘʮʽʾ (CEN/CENELEC/ETSI), ʻ, ʛʦʣʦʚʥʠʤ 

ʯʠʥʦʤ, ʫ ʥʘʷʚʥʦʩʪʽ . ʎʝ ʩʪʦʩʫʻʪʴʩʷ ʷʢ "ʛʘʨʤʦʥʽʟʦʚʘʥʠʭ ʩʪʘʥʜʘʨʪʽʚ" ʟ  ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ, ʚʢʣʶʯʝʥʠʭ ʜʦ 

ɹʫʜʽʚʝʣʴʥʦʛʦ ʈʝʛʣʘʤʝʥʪʫ ɭʉ
9
, ʪʘʢ ʽ ʥʝ ʦʙʦʚ'ʷʟʢʦʚʠʭ ʜʦ ʟʘʩʪʦʩʫʚʘʥʥʷ ʪʘ ʧʨʠʟʥʘʯʝʥʠʭ ʜʣʷ ʟʘʜʦʚʦʣʝʥʥʷ 

ʨʠʥʢʦʚʠʭ ʧʦʪʨʝʙ ʨʽʟʥʠʭ ʩʪʘʥʜʘʨʪʽʚ ʥʘ ʪʝʭʥʽʯʥʽ ʭʘʨʘʢʪʝʨʠʩʪʠʢʠ ʫ ʩʬʝʨʽ ʦʭʦʨʦʥʠ. 

ʇʨʦʪʝ, ʜʣʷ ʧʦʜʦʣʘʥʥʷ ʩʠʣʴʥʦʾ ʬʨʘʛʤʝʥʪʘʮʽʾ ʻʚʨʦʧʝʡʩʴʢʦʛʦ ʨʠʥʢʫ ʙʝʟʧʝʢʠ, ʦʢʨʽʤ ʪʝʨʤʽʥʦʚʦʾ 

ʥʝʦʙʭʽʜʥʦʩʪʽ ʛʘʨʘʥʪʫʚʘʥʥʷ ʝʬʝʢʪʠʚʥʦʛʦ ʚʧʨʦʚʘʜʞʝʥʥʷ ʚʞʝ ʧʨʠʡʥʷʪʠʭ, ʘʙʦ ʪʠʭ, ʱʦ ʨʦʟʨʦʙʣʷʶʪʴʩʷ, 

ʻʚʨʦʧʝʡʩʴʢʠʭ EN - ʩʪʘʥʜʘʨʪʽʚ ʥʘ ʧʨʦʜʫʢʮʽʶ, ʧʦʪʨʽʙʥʽ ʻʚʨʦʧʝʡʩʴʢʽ ʩʪʘʥʜʘʨʪʠ ʥʘ ʪʝʭʥʽʯʥʽ ʭʘʨʘʢʪʝʨʠʩʪʠʢʠ ʨʽʚʥʷ 

ʩʠʩʪʝʤ ʪʘ ʩʠʩʪʝʤʥʦʾ ʽʥʪʝʛʨʘʮʽʾ , ʷʢ ʚʢʘʟʫʻ ɭʚʨʦʢʦʤʽʩʽʷ ʫ ʩʚʦʻʤʫ ʜʦʢʫʤʝʥʪʽ ñʇʦʣʽʪʠʢʘ ʽʥʜʫʩʪʨʽʾ ʙʝʟʧʝʢʠò. 

ʋ ʮʴʦʤʫ ʢʦʥʪʝʢʩʪʽ ʤʠ ʙʝʨʝʤʦ ʜʦ ʫʚʘʛʠ ʥʝʜʘʚʥʽ ʟʤʽʥʠ ʚ ʩʪʨʫʢʪʫʨʽ ʻʚʨʦʧʝʡʩʴʢʦʾ ʩʠʩʪʝʤʠ ʩʪʘʥʜʘʨʪʠʟʘʮʽʾ, 

ʷʢʽ ʥʘʙʫʣʠ ʯʠʥʥʦʩʪʽ ʫ ʩʽʯʥʽ 2013 ʨ., ʽ, ʟʦʢʨʝʤʘ, ʧʽʜʪʨʠʤʫʻʤʦ: 

- ɺʢʣʶʯʝʥʥʷ ʧʦʩʣʫʛ ʜʦ ʩʬʝʨʠ ʟʘʩʪʦʩʫʚʘʥʥʷ ʻʚʨʦʧʝʡʩʴʢʠʭ ʩʪʘʥʜʘʨʪʽʚ;   

- ɿʘʛʘʣʴʥʫ ʤʝʪʫ ʱʦʜʦ ʟʙʽʣʴʰʝʥʥʷ ʝʬʝʢʪʠʚʥʦʩʪʽ ʽ ʜʽʻʚʦʩʪʽ ʩʪʘʥʜʘʨʪʽʚ ʽ ʩʪʘʥʜʘʨʪʠʟʘʮʽʾ, ʟʦʢʨʝʤʘ, ʚ ʯʘʩʪʠʥʽ 

ʜʫʞʝ ʥʝʦʙʭʽʜʥʦʛʦ ʟʥʠʞʝʥʥʷ ʟʘʛʘʣʴʥʦʾ ʪʨʠʚʘʣʦʩʪʽ ʧʨʦʮʝʩʫ ʨʦʟʨʦʙʣʝʥʥʷ ʩʪʘʥʜʘʨʪʽʚ. 

ʈʘʟʦʤ ʮʽ ʜʚʽ ʧʦʧʨʘʚʢʠ ʚʽʜʢʨʠʚʘʶʪʴ ʰʣʷʭ ʜʦ ʝʬʝʢʪʠʚʥʦʛʦ  ʧʦʰʠʨʝʥʥʷ ʻʚʨʦʧʝʡʩʴʢʦʾ ʩʪʘʥʜʘʨʪʠʟʘʮʽʾ ʫ 

ʩʬʝʨʽ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ ʥʘ ʨʽʚʝʥʴ ʩʠʩʪʝʤ, ʩʠʩʪʝʤʥʦʾ ʽʥʪʝʛʨʘʮʽʾ ʽ ʪʝʭʥʽʯʥʠʭ ʭʘʨʘʢʪʝʨʠʩʪʠʢ. 

ɯ ʚʩʝ ʞ ɭʚʨʘʣʘʨʤ ʩʪʫʨʙʦʚʘʥʠʡ ʪʠʤ, ʱʦ ʥʘʚʽʪʴ ʥʦʚʘ ʧʨʦʛʨʘʤʘ ʩʪʘʥʜʘʨʪʠʟʘʮʽʾ ɭʉ, ʤʦʞʣʠʚʦ, ʥʝ ʟʤʦʞʝ 

ʚʠʪʨʠʤʘʪʠ ʪʝʤʧ ʪʝʭʥʦʣʦʛʽʯʥʠʭ ʟʤʽʥ ʟ ʦʛʣʷʜʫ ʥʘ ʤʘʡʙʫʪʥʻ ʮʠʬʨʦʚʠʭ ʽ ʩʫʤʽʞʥʠʭ ʟ ʥʠʤʠ ʪʝʭʥʦʣʦʛʽʡ, ʱʦ ʰʚʠʜʢʦ 

ʨʦʟʚʠʚʘʶʪʴʩʷ.  ɹʝʟ ʜʦʜʘʪʢʦʚʠʭ, ʱʝ ʨʘʜʠʢʘʣʴʥʽʰʠʭ ʟʤʽʥ ʧʨʦʮʝʩʫ ʩʪʘʥʜʘʨʪʠʟʘʮʽʾ ɭʚʨʦʧʘ ʚʪʨʘʪʠʪʴ ʜʦʜʘʪʢʦʚʽ 

ʧʦʟʠʮʽʾ ʧʦ ʚʽʜʥʦʰʝʥʥʶ ʜʦ ʽʥʰʠʭ ʛʦʣʦʚʥʠʭ ʨʠʥʢʽʚ, ʱʦ ʤʘʶʪʴ  ʛʥʫʯʢʽʰʽ, ʢʝʨʦʚʘʥʽ ʧʨʦʤʠʩʣʦʚʽʩʪʶ ʧʨʦʮʝʩʠ 

ʩʪʘʥʜʘʨʪʠʟʘʮʽʾ. ɼʣʷ ʪʦʛʦ, ʱʦʙ ʩʧʨʘʚʠʪʠʩʴ ʟ  ʮʠʤ ʚʠʢʣʠʢʦʤ, ɭʚʨʘʣʘʨʤ ʟʘʢʣʠʢʘʻ ɭʚʨʦʢʦʤʽʩʽʶ ʧʦʩʪʘʚʠʪʠ ʧʝʨʝʜ 

ʻʚʨʦʧʝʡʩʴʢʠʤʠ ʦʨʛʘʥʽʟʘʮʽʷʤʠ ʟʽ ʩʪʘʥʜʘʨʪʠʟʘʮʽʾ ʟʘʚʜʘʥʥʷ  ʨʦʟʨʦʙʠʪʠ ʨʘʟʦʤ ʟ ʚʽʜʧʦʚʽʜʥʠʤʠ ʧʨʦʬʝʩʽʡʥʠʤʠ 

ʘʩʦʮʽʘʮʽʷʤʠ ʨʠʥʢʫ ʙʝʟʧʝʢʠ ʧʨʠʩʢʦʨʝʥʠʡ ʧʨʦʮʝʩ, ʥʘʧʨʠʢʣʘʜ, ʜʣʷ ʩʪʘʥʜʘʨʪʠʟʘʮʽʾ ʚ ʮʽʣʦʤʫ. 

ɭʚʨʘʣʘʨʤ ʩʭʚʘʣʶʻ ʢʨʦʢʠ ɭʚʨʦʢʦʤʽʩʽʾ ʟ ʧʨʦʩʫʚʘʥʥʷ ʟʘʛʘʣʴʥʦʻʚʨʦʧʝʡʩʴʢʦʾ ʩʪʘʥʜʘʨʪʠʟʘʮʽʾ ʫ ʩʬʝʨʽ  

ʟʘʭʠʩʪʫ ʢʨʠʪʠʯʥʦʾ ʽʥʬʨʘʩʪʨʫʢʪʫʨʠ, ʥʘʧʨʠʢʣʘʜ: 

- ɯʥʬʦʨʤʘʮʽʡʥʠʭ ʽ ʪʝʣʝʢʦʤʫʥʽʢʘʮʽʡʥʠʭ ʮʝʥʪʨʽʚ 

- ɽʣʝʢʪʨʦʩʪʘʥʮʽʡ ʪʘ ʦʙôʻʢʪʽʚ ʩʠʩʪʝʤʠ ʝʥʝʨʛʦʧʦʩʪʘʯʘʥʥʷ (ʦʩʦʙʣʠʚʦ ʷʜʝʨʥʠʭ ʝʣʝʢʪʨʦʩʪʘʥʮʽʡ)  

- ɸʝʨʦʧʦʨʪʽʚ 

- ʊʨʘʥʩʧʦʨʪʥʦʾ ʽʥʬʨʘʩʪʨʫʢʪʫʨʠ (ʧʦʨʪʽʚ/ʩʪʘʥʮʽʡ/ʪʫʥʝʣʽʚ/ ʤʦʩʪʽʚ) 

- ʄʝʨʝʞ ʚʦʜʦʧʦʩʪʘʯʘʥʥʷ. 

ʎʝ ʦʩʦʙʣʠʚʦ ʥʝʦʙʭʽʜʥʦ, ʦʩʢʽʣʴʢʠ ʚ ʩʫʯʘʩʥʦʤʫ ʩʫʩʧʽʣʴʩʪʚʽ ʨʘʧʪʦʚʘ ʚʽʜʤʦʚʘ ʧʝʚʥʠʭ ʽʥʬʨʘʩʪʨʫʢʪʫʨ ʤʦʞʝ 

ʧʨʠʟʚʝʩʪʠ ʜʦ ʚʝʣʠʢʦʤʘʩʰʪʘʙʥʠʭ ʚʪʨʘʪ ʽ ʧʘʥʽʢʠ. ʂʨʠʪʠʯʥʠʡ ʭʘʨʘʢʪʝʨ, ʫ ʩʚʦʶ ʯʝʨʛʫ, ʨʦʙʠʪʴ ʪʘʢʽ 

ʽʥʬʨʘʩʪʨʫʢʪʫʨʠ ʙʘʞʘʥʦʶ ʮʽʣʣʶ ʜʣʷ ʪʠʭ, ʭʪʦ ʧʨʘʛʥʝ ʟʘʚʜʘʪʠ ʪʘʢʦʾ ʰʢʦʜʠ ʽ ʩʧʨʠʯʠʥʠʪʠ ʧʘʥʽʢʫ. 

ʇʨʦʪʝ,  ʪʨʝʙʘ ʪʘʢʦʞ ʚʽʜʤʽʪʠʪʠ, ʱʦ ʧʦʨʷʜ ʟ ʥʝʦʙʭʽʜʥʠʤʠ ʟʫʩʠʣʣʷʤʠ ʱʦʜʦ ʟʘʭʠʩʪʫ ʢʨʠʪʠʯʥʠʭ 

ʽʥʬʨʘʩʪʨʫʢʪʫʨ, ɭʚʨʦʢʦʤʽʩʽʾ ʧʦʪʨʽʙʥʦ ʙʨʘʪʠ ʜʦ ʫʚʘʛʠ  ʙʝʟʧʝʢʫ ʥʘʩʝʣʝʥʥʷ ʫ ʢʦʤʝʨʮʽʡʥʠʭ, ʛʨʦʤʘʜʩʴʢʠʭ ʪʘ 

ʧʨʠʚʘʪʥʠʭ ʙʫʜʽʚʣʷʭ ʟ ʤʝʪʦʶ ʫʢʨʽʧʣʝʥʥʷ ʟʜʘʪʥʦʩʪʽ ʩʫʩʧʽʣʴʩʪʚʘ ʜʦ ʧʦʜʦʣʘʥʥʷ ʥʘʩʣʽʜʢʽʚ. ʈʷʜ ʩʧʝʮʽʘʣʽʟʦʚʘʥʠʭ 

ʢʘʪʝʛʦʨʽʡ ʽʥʬʨʘʩʪʨʫʢʪʫʨʠ  ʚʠʜʽʣʷʶʪʴʩʷ ʜʣʷ ʧʨʽʦʨʠʪʝʪʥʦʾ ʫʚʘʛʠ, ʱʦʜʦ ʷʢʠʭ ʥʝ ʽʩʥʫʻ ʥʽʷʢʠʭ 

ʟʘʛʘʣʴʥʦʻʚʨʦʧʝʡʩʴʢʠʭ ʧʨʘʚʠʣ:  

 

 

 

 

 

 

 

9) ʈʝʛʣʘʤʝʥʪ (ɽʉ) ˉ  305/2011 (ʈʝʛʣʘʤʝʥʪ ɹʫʜʽʚʝʣʴʥʦʾ ʇʨʦʜʫʢʮʽʾ). 
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Å Medical facilities 

Å Universities, Schools & educational facilities 

Å Theatres 

Å Stadiums and similar event venues 

Å Hotels 

Å Commercial buildings 

Å Stores of a certain size (e.g. Shopping Centres) 

Å Private Homes 

Where there is no legal basis for European action, we encourage member states to review and consider 

regulatory action to improve safety levels in commercial, public & private premises. 

Legally binding requirements or market-driven standards? 

Looking in to the future, a fundamental policy choice going forward will be whether or not mandatory safety 

and security requirements at EU level for certain types of facilities or under certain circumstances will be needed to 

meet treaty objectives for public safety and security. In such cases, systems-level "harmonised standards" duly 

adopted by the European Standardisation Organisations will be needed to convey the presumption of compliance with 

such legal requirements. 

An example where legally binding requirements at EU level would bring great public safety benefits is hotel 

fire safety (see separate section). 

In cases where the policy choice may not be for binding EU level requirements on operators, the acceptance of 

systems-level performance standards by operators can be driven through market mechanisms, most notably by 

mandating the CEN/CENELEC/ETSI organisations to establish such EN-standards and by tying the observance of 

such standards to the eligibility of market operators to limit their third party liability (see section IV on UNLIMITED 

3rd PARTY LIABILITY).  

Political and policy-level support and encouragement for such approaches can be decisive in bringing public 

and private sector operators to see their own direct interest in developing and adopting pan European systems- level & 

performance standards. 

B. A legally binding pan-European certification scheme for electronic fire and security products and 

services 

Beyond the creation and adoption of the necessary standards themselves, the difficulties we confront which 

perpetuate internal market fragmentation are threefold: 

Å Uneven member-state level conformity assessment and certification; 

Å  Absence of mutual recognition of certification by EU member states; 

Å Failure of member state authorities to enforce the replacement of national or de facto local standards with 

duly adopted European Standards (ENs). 

In an effort to improve the assessment and certification of product conformity with ENs applicable in the fire 

and security sector, Euralarm has led the creation of CertAlarm, a private, independent, not-for-profit organisation 

(see www.certalarm.org). The CertAlarm Quality Mark guarantees compliance with any standard covered by the 

CertAlarm system, today including all ENs applicable to fire and security systems. 

However, as the Commission points out, "CertAlarm is privately run and authorities of Member States have no 

obligation to accept certificates established under the CertAlarm scheme. The potential for cost savings through the 

introduction of a harmonised EU wide certification scheme is therefore left untapped." 

 

 

 

 

 

 

- ʄʝʜʠʯʥʽ  ʫʩʪʘʥʦʚʠ 

- ʋʥʽʚʝʨʩʠʪʝʪʠ,  ʰʢʦʣʠ ʪʘ ʽʥʰʽ ʥʘʚʯʘʣʴʥʽ ʟʘʢʣʘʜʠ 

- ʊʝʘʪʨʠ 

-  ʉʪʘʜʽʦʥʠ ʪʘ ʽʥʰʽ ʦʙôʻʢʪʠ ʧʨʦʚʝʜʝʥʥʷ ʤʘʩʦʚʠʭ ʟʘʭʦʜʽʚ  

 - ɻʦʪʝʣʽ 

 - ʂʦʤʝʨʮʽʡʥʽ ʙʫʜʽʚʣʽ 

- ʄʘʛʘʟʠʥʠ ʧʝʚʥʦʛʦ ʨʦʟʤʽʨʫ (ʥʘʧʨʠʢʣʘʜ,  ʪʦʨʛʦʚʝʣʴʥʽ  ʮʝʥʪʨʠ) 

- ʇʨʠʚʘʪʥʽ ʙʫʜʠʥʢʠ 

ʊʘʤ, ʜʝ ʥʝʤʘʻ ʟʘʢʦʥʦʜʘʚʯʦʾ ʦʩʥʦʚʠ ʜʣʷ ɭʚʨʦʧʝʡʩʴʢʠʭ ʜʽʡ, ʤʠ ʟʘʢʣʠʢʘʻʤʦ  ʢʨʘʾʥʠ-ʯʣʝʥʠ ʧʝʨʝʛʣʷʥʫʪʠ 

ʩʪʘʥ ʨʝʛʫʣʶʚʘʥʥʷ ʪʘ ʧʨʠʡʥʷʪʠ ʚʽʜʧʦʚʽʜʥʽ ʨʽʰʝʥʥʷ ʜʣʷ ʧʦʢʨʘʱʝʥʥʷ ʨʽʚʥʷ ʟʘʭʠʩʪʫ ʫ ʢʦʤʝʨʮʽʡʥʠʭ, ʛʨʦʤʘʜʩʴʢʠʭ 

ʪʘ ʧʨʠʚʘʪʥʠʭ ʙʫʜʽʚʣʷʭ. 

ʆʙʦʚ'ʷʟʢʦʚʽ ʜʦ ʚʠʢʦʥʘʥʥʷ ʚʠʤʦʛʠ ʯʠ ʢʝʨʦʚʘʥʽ ʨʠʥʢʦʤ ʩʪʘʥʜʘʨʪʠ? 

ʋ ʤʘʡʙʫʪʥʴʦʤʫ ʧʦʪʨʽʙʥʦ ʙʫʜʝ ʟʨʦʙʠʪʠ ʬʫʥʜʘʤʝʥʪʘʣʴʥʠʡ ʧʦʣʽʪʠʯʥʠʡ ʚʠʙʽʨ ʱʦʜʦ ʥʝʦʙʭʽʜʥʦʩʪʽ 

ʚʠʢʦʥʘʥʥʷ ʦʙʦʚ'ʷʟʢʦʚʠʭ ʚʠʤʦʛ ʟ ʙʝʟʧʝʢʠ ʽ ʦʭʦʨʦʥʠ ʥʘ ʨʽʚʥʽ ɭʉ ʜʣʷ ʧʝʚʥʠʭ ʚʠʜʽʚ ʦʙôʻʢʪʽʚ ʘʙʦ ʜʦʩʷʛʥʝʥʥʷ, ʧʨʠ 

ʧʝʚʥʠʭ ʦʙʩʪʘʚʠʥʘʭ, ʚʠʟʥʘʯʝʥʠʭ ʜʦʛʦʚʦʨʘʤʠ ʮʽʣʝʡ ʱʦʜʦ ʛʨʦʤʘʜʩʴʢʦʾ ʙʝʟʧʝʢʠ ʽ ʦʭʦʨʦʥʠ. ʋ ʪʘʢʠʭ ʚʠʧʘʜʢʘʭ ʜʣʷ 

ʦʛʦʣʦʰʝʥʥʷ ʧʨʝʟʫʤʧʮʽʾ ʚʽʜʧʦʚʽʜʥʦʩʪʽ ʟ ʮʠʤʠ ʟʘʢʦʥʦʜʘʚʯʦ ʟʘʢʨʽʧʣʝʥʠʤʠ ʚʠʤʦʛʘʤʠ ʙʫʜʫʪʴ ʧʦʪʨʽʙʥʽ 

"ʛʘʨʤʦʥʽʟʦʚʘʥʽ ʩʪʘʥʜʘʨʪʠ"  ʨʽʚʥʷ ʩʠʩʪʝʤ, ʥʘʣʝʞʥʠʤ ʯʠʥʦʤ ʧʨʠʡʥʷʪʽ ʻʚʨʦʧʝʡʩʴʢʠʤʠ ʦʨʛʘʥʽʟʘʮʽʷʤʠ ʟʽ 

ʩʪʘʥʜʘʨʪʠʟʘʮʽʾ.   

ʇʨʠʢʣʘʜ, ʜʝ ʦʙʦʚ'ʷʟʢʦʚʽ ʜʦ ʚʠʢʦʥʘʥʥʷ ʚʠʤʦʛʠ ʥʘ ʨʽʚʥʽ ɭʉ ʧʨʠʥʝʩʣʠ ʙ ʚʝʣʠʢʫ ʢʦʨʠʩʪʴ ʛʨʦʤʘʜʩʴʢʽʡ  

ʙʝʟʧʝʮʽ ï ʧʦʞʝʞʥʘ ʙʝʟʧʝʢʘ ʛʦʪʝʣʽʚ (ʜʠʚ. ʥʠʞʯʝ ʦʢʨʝʤʠʡ ʨʦʟʜʽʣ).  

ʊʘʤ, ʜʝ ʙʫʜʝ ʚʽʜʩʫʪʥʽʤ ʧʦʣʽʪʠʯʥʝ ʨʽʰʝʥʥʷ ʥʘ ʨʽʚʥʽ ɭʉ ʱʦʜʦ ʦʙʦʚ'ʷʟʢʦʚʠʭ ʚʠʤʦʛ ʜʦ ʦʧʝʨʘʪʦʨʽʚ, 

ʟʘʩʪʦʩʫʚʘʥʥʷ ʥʠʤʠ ʩʪʘʥʜʘʨʪʽʚ ʟ ʪʝʭʥʽʯʥʠʭ ʭʘʨʘʢʪʝʨʠʩʪʠʢ ʩʠʩʪʝʤ ʤʦʞʝ ʚʽʜʙʫʚʘʪʠʩʴ ʧʽʜ ʚʧʣʠʚʦʤ ʨʠʥʢʦʚʠʭ 

ʤʝʭʘʥʽʟʤʽʚ, ʥʘʡʙʽʣʴʰ ʚʽʨʦʛʽʜʥʦ, ʯʝʨʝʟ ʥʘʜʘʥʥʷ ʤʘʥʜʘʪʫ  ʦʨʛʘʥʽʟʘʮʽʷʤ CEN/CENELEC/ETSI ʥʘ  ʨʦʟʨʦʙʣʝʥʥʷ 

ʪʘʢʠʭ EN-ʩʪʘʥʜʘʨʪʽʚ ʽ ʧʦʚôʷʟʫʚʘʥʥʷ ʜʦʪʨʠʤʘʥʥʷ ʚʠʤʦʛ ʪʘʢʠʭ ʩʪʘʥʜʘʨʪʽʚ ʟ ʧʨʘʚʦʤ  ʨʠʥʢʦʚʠʭ ʦʧʝʨʘʪʦʨʽʚ ʥʘ 

ʦʙʤʝʞʝʥʥʷ ʚʽʜʧʦʚʽʜʘʣʴʥʦʩʪʽ ʧʝʨʝʜ ʪʨʝʪʴʦʶ ʩʪʦʨʦʥʦʶ (ʜʠʚ. ʨʦʟʜʽʣ IV ʱʦʜʦ ʥʝʦʙʤʝʞʝʥʦʾ ʚʽʜʧʦʚʽʜʘʣʴʥʦʩʪʽ 

ʧʝʨʝʜ ʪʨʝʪʴʦʶ ʩʪʦʨʦʥʦʶ). 

ʇʦʣʽʪʠʯʥʘ ʧʽʜʪʨʠʤʢʘ ʪʘ ʩʧʨʠʷʥʥʷ ʨʝʘʣʽʟʘʮʽʾ ʪʘʢʠʭ ʧʽʜʭʦʜʽʚ  ʤʦʞʫʪʴ ʩʪʘʪʠ ʚʠʨʽʰʘʣʴʥʠʤʠ ʫ ʟʘʦʭʦʯʝʥʥʽ 

ʦʧʝʨʘʪʦʨʽʚ ʛʨʦʤʘʜʩʴʢʦʛʦ ʽ ʧʨʠʚʘʪʥʦʛʦ ʩʝʢʪʦʨʽʚ ʙʝʟʧʝʢʠ ʙʘʯʠʪʠ ʾʭ ʚʣʘʩʥʠʡ ʧʨʷʤʠʡ ʽʥʪʝʨʝʩ ʜʦ ʨʦʟʨʦʙʣʝʥʥʷ ʽ 

ʧʨʠʡʥʷʪʪʷ ʟʘʛʘʣʴʥʦ ʻʚʨʦʧʝʡʩʴʢʠʭ ʩʪʘʥʜʘʨʪʽʚ ʥʘ ʩʠʩʪʝʤʠ. 

B. ʆʙʦʚ'ʷʟʢʦʚʘ ʜʦ ʚʠʢʦʥʘʥʥʷ ʟʘʛʘʣʴʥʦʻʚʨʦʧʝʡʩʴʢʘ ʩʠʩʪʝʤʘ ʩʝʨʪʠʬʽʢʘʮʽʾ ʪʝʭʥʽʯʥʠʭ ʟʘʩʦʙʽʚ ʽ 

ʧʦʩʣʫʛ ʜʣʷ ʩʬʝʨʠ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ  

ʆʢʨʽʤ ʩʪʚʦʨʝʥʥʷ ʽ ʧʨʠʡʥʷʪʪʷ ʥʝʦʙʭʽʜʥʠʭ ʩʪʘʥʜʘʨʪʽʚ, ʻ ʽʥʰʽ ʪʨʫʜʥʦʱʽ, ʟ ʷʢʠʤʠ ʤʠ ʩʪʠʢʘʻʤʦʩʴ, ʽ ʷʢʽ 

ʧʦʛʣʠʙʣʶʶʪʴ ʚʥʫʪʨʽʰʥʶ ʨʠʥʢʦʚʫ ʬʨʘʛʤʝʥʪʘʮʽʶ: 

- ʅʝʦʜʥʘʢʦʚʘ ʦʮʽʥʢʘ ʚʽʜʧʦʚʽʜʥʦʩʪʽ ʪʘ ʩʝʨʪʠʬʽʢʘʮʽʷ ʫ ʨʽʟʥʠʭ ʢʨʘʾʥʘʭ; 

- ɺʽʜʩʫʪʥʽʩʪʴ ʚʟʘʻʤʥʦʛʦ ʚʠʟʥʘʥʥʷ ʩʝʨʪʠʬʽʢʘʮʽʾ ʢʨʘʾʥʘʤʠ-ʯʣʝʥʘʤʠ ɭʉ; 

- ʅʝʟʜʘʪʥʽʩʪʴ ʜʝʨʞʘʚʥʠʭ ʦʨʛʘʥʽʚ  ʢʨʘʾʥ-ʯʣʝʥʽʚ ʟʘʙʝʟʧʝʯʠʪʠ ʟʘʤʽʥʫ ʥʘʮʽʦʥʘʣʴʥʠʭ ʘʙʦ, ʜʝ-ʬʘʢʪʦ, ʤʽʩʮʝʚʠʭ 

ʩʪʘʥʜʘʨʪʽʚ ʧʨʠʡʥʷʪʠʤʠ ʥʘʣʝʞʥʠʤ ʯʠʥʦʤ ʻʚʨʦʧʝʡʩʴʢʠʤʠ ʩʪʘʥʜʘʨʪʘʤʠ. 

ɿ ʤʝʪʦʶ ʫʜʦʩʢʦʥʘʣʠʪʠ ʦʮʽʥʢʫ ʚʽʜʧʦʚʽʜʥʦʩʪʽ ʻʚʨʦʧʝʡʩʴʢʠʤ ʩʪʘʥʜʘʨʪʘʤ ʽ ʩʝʨʪʠʬʽʢʘʮʽʶ ʧʨʦʜʫʢʮʽʾ 

ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʽ ʦʭʦʨʦʥʠ Euralarm ʽʥʽʮʽʶʚʘʚ ʩʪʚʦʨʝʥʥʷ ʉʝʨʪɸʣʘʨʤ (CertAlarm) - ʧʨʠʚʘʪʥʦʾ, ʥʝʟʘʣʝʞʥʦʾ, 

ʥʝʧʨʠʙʫʪʢʦʚʦʾ ʦʨʛʘʥʽʟʘʮʽʾ (ʜʠʚ. www.certalarm.org). ɿʥʘʢ ʷʢʦʩʪʽ ʉʝʨʪɸʣʘʨʤ ʛʘʨʘʥʪʫʻ ʚʽʜʧʦʚʽʜʥʽʩʪʴ ʙʫʜʴ-ʷʢʠʤ  

ʩʪʘʥʜʘʨʪʘʤ, ʦʭʦʧʣʝʥʠʤ ʩʠʩʪʝʤʦʶ ʉʝʨʪɸʣʘʨʤ , ʱʦ ʩʴʦʛʦʜʥʽ ʩʪʦʩʫʻʪʴʩʷ ʫʩʽʭ EN-ʩʪʘʥʜʘʨʪʽʚ ʫ ʩʬʝʨʽ ʧʦʞʝʞʥʦʾ 

ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ.   

ʇʨʦʪʝ, ɭʚʨʦʢʦʤʽʩʽʷ ʧʽʜʢʨʝʩʣʶʻ:"ʏʝʨʝʟ ʧʨʠʚʘʪʥʠʡ ʩʪʘʪʫʩ ʉʝʨʪɸʣʘʨʤ ʚʣʘʜʘ ʢʨʘʾʥ-ʯʣʝʥʽʚ ʥʝ ʤʘʻ ʥʽʷʢʠʭ 

ʟʦʙʦʚ'ʷʟʘʥʴ ʚʠʟʥʘʚʘʪʠ ʩʝʨʪʠʬʽʢʘʪʠ, ʚʠʜʘʥʽ ʫ ʩʠʩʪʝʤʽ ʉʝʨʪɸʣʘʨʤ. ʊʦʤʫ ʤʦʞʣʠʚʦʩʪʽ ʜʣʷ ʝʢʦʥʦʤʽʾ ʚʠʪʨʘʪ ʯʝʨʝʟ 

ʚʚʝʜʝʥʥʷ ʛʘʨʤʦʥʽʟʦʚʘʥʦʾ ʟʘʛʘʣʴʥʦʾ ʜʣʷ ɭʉ ʩʠʩʪʝʤʠ ʩʝʨʪʠʬʽʢʘʮʽʾ ʟʘʣʠʰʘʶʪʴʩʷ ʥʝʨʝʘʣʽʟʦʚʘʥʠʤʠ". 
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The Commission proposes to address this issue by "announcing the drafting of a legislative proposal setting up 

an EU-wide conformity assessment scheme for alarm systems. Such a legislative proposal would evidently be 

preceded by a dedicated Impact Assessment."  

We encourage the Commission to take a broad view on the definition of "alarms" to include social, carbon 

monoxide and other critical technical alarms. 

As technology deâvelops and society gets older expectations regarding what is expected from life safety 

products evolve. Being the first mover in these emerging applications will contribute to a European industry that can 

compete globally and lead in these applications. 

Euralarm endorses the Commission's view of the need for a legislative instrument introducing an EU-wide 

conformity assessment scheme for alarm systems, and believes it should go further. An eventual EU instrument 

should reinforce the obligation of member states as CEN members to implement ENs in the fire and security sector as 

national standards without any modification and to withdraw any unjustified national standards and/ or technical 

regulations. 

Euralarm deplores the fact that some Member States, while withdrawing conflicting national standards, 

continue to support the adoption of country-specific additional requirements that impede cross-border trade of 

security products and systems. It should likewise obligate CEN member governments to ensure the rigorous 

application of the agreed CEN procedure
10

  for cases where the scope of an EN does not fully cover the scope of 

existing national standards. Without such discipline the original objective of EN standards and in turn its benefits will 

not be fully realized. 

We urge EU member state governments and competent authorities to consider as a high priority the merits of 

this approach for both public safety and security and the future global competitiveness of the industry. In order to 

determine how EN standards have been transposed by CEN members including the extent of "gold plating," we 

suggest conducting a study to evaluate and identify the barriers that remain to a functioning EN standard regime for 

the security sector. 

C. Full implementation of the Services Directive for electronic fire and security services and related 

activities 

As the European security market evolves from component products towards the provision of fire alarm and 

security systems, and the further integration of multiple systems, the services component grows in both value and 

importance for competitive differentiation. We estimate that services may already account for some 70% of turnover 

in this sector. It is notable that products are only as good as the quality of the installation and European industry is a 

global leader in high-quality security services. 

Such services may or may not be provided together with the product components comprising the technical 

installation, and may include: 

Å Systems design 

Å Systems installation & commissioning 

Å Technical Service & Maintenance (on site or remote) 

Å Alarm Receiving Centres (ARCs) 

Å System operation on behalf of the end user 

 

 

 

 

 

 

 

10)http://www.cen.eu/boss/supporting/Guidance%20documents/implementation_not%20corresponding%20one%20to%20

one/Pages/default.aspx 

ɭʚʨʦʢʦʤʽʩʽʷ ʧʨʦʧʦʥʫʻ ʚʠʨʽʰʠʪʠ ʮʝ ʧʠʪʘʥʥʷ ʰʣʷʭʦʤ "ʦʛʦʣʦʰʝʥʥʷ ʧʽʜʛʦʪʦʚʢʠ ʟʘʢʦʥʦʧʨʦʝʢʪʫ ʧʨʦ 

ʩʪʚʦʨʝʥʥʷ ʟʘʛʘʣʴʥʦʾ ʜʣʷ ɭʉ ʩʠʩʪʝʤʠ  ʦʮʽʥʢʠ ʚʽʜʧʦʚʽʜʥʦʩʪʽ ʩʠʩʪʝʤ ʪʨʠʚʦʞʥʦʾ ʩʠʛʥʘʣʽʟʘʮʽʾ. ʇʦʷʚʽ ʮʴʦʛʦ 

ʥʦʨʤʘʪʠʚʥʦʛʦ ʘʢʪʫ, ʦʯʝʚʠʜʥʦ, ʧʦʚʠʥʥʘ ʧʝʨʝʜʫʚʘʪʠ ʮʽʣʴʦʚʘ ʦʮʽʥʢʘ ʚʧʣʠʚʫ.  

ʄʠ ʟʘʢʣʠʢʘʻʤʦ ɭʚʨʦʢʦʤʽʩʽʶ ʚʢʣʶʯʠʪʠ ʜʦ  ʚʠʟʥʘʯʝʥʥʷ "ʪʨʠʚʦʛ" ʧʦʥʷʪʪʷ çʩʦʮʽʘʣʴʥʘè, çʯʘʜʥʠʡ ʛʘʟè ʡ 

ʽʥʰʽ ʢʨʠʪʠʯʥʽ ʪʝʭʥʦʛʝʥʥʽ ʪʨʠʚʦʛʠ. 

ʈʘʟʦʤ ʟ ʨʦʟʚʠʪʢʦʤ ʪʝʭʥʦʣʦʛʽʡ ʪʘ ʩʪʘʨʽʥʥʷʤ ʥʘʩʝʣʝʥʥʷ ʟʤʽʥʶʶʪʴʩʷ  ʡ ʦʯʽʢʫʚʘʥʥʷ ʩʫʩʧʽʣʴʩʪʚʘ ʱʦʜʦ 

ʬʫʥʢʮʽʡ, ʷʢʽ ʤʘʶʪʴ ʚʠʢʦʥʫʚʘʪʠʩʴ  ʪʝʭʥʽʯʥʠʤʠ ʟʘʩʦʙʘʤʠ ʙʝʟʧʝʢʠ. ʗʢ ʨʫʰʽʡʥʘ ʩʠʣʘ ʫ ʟʨʦʩʪʘʶʯʽʡ ʩʬʝʨʽ ʙʝʟʧʝʢʠ 

ʞʠʪʪʷ ʛʘʣʫʟʴ ʪʝʭʥʽʯʥʠʭ ʟʘʩʦʙʽʚ ʙʝʟʧʝʢʠ ʩʧʨʠʷʪʠʤʝ ʨʦʟʚʠʪʢʫ ʻʚʨʦʧʝʡʩʴʢʦʾ ʧʨʦʤʠʩʣʦʚʦʩʪʽ ʪʘ ʾʾ ʟʜʘʪʥʦʩʪʽ ʜʦ 

ʛʣʦʙʘʣʴʥʦʾ ʢʦʥʢʫʨʝʥʮʽʾ ʽ ʣʽʜʝʨʩʪʚʘ ʫ ʮʽʡ ʩʬʝʨʽ. 

ɭʚʨʘʣʘʨʤ ʩʭʚʘʣʶʻ ʧʦʛʣʷʜʠ ɭʚʨʦʢʦʤʽʩʽʾ ʱʦʜʦ ʧʦʪʨʝʙʠ ʫ ʟʘʢʦʥʦʜʘʚʯʦʤʫ ʘʢʪʽ ʜʣʷ ʚʧʨʦʚʘʜʞʝʥʥʷ  

ʟʘʛʘʣʴʥʦʾ  ʜʣʷ ɭʉ ʩʠʩʪʝʤʠ ʦʮʽʥʢʠ ʚʽʜʧʦʚʽʜʥʦʩʪʽ ʜʣʷ ʩʠʩʪʝʤ ʪʨʠʚʦʞʥʦʾ ʩʠʛʥʘʣʽʟʘʮʽʾ, ʽ ʚʚʘʞʘʻ, ʱʦ  ʡʦʛʦ 

ʧʦʪʨʽʙʥʦ ʧʦʯʘʪʠ ʛʦʪʫʚʘʪʠ. ʊʘʢʠʡ ʟʘʢʦʥʦʧʨʦʝʢʪ ʧʦʚʠʥʝʥ ʟʤʽʮʥʶʚʘʪʠ ʟʦʙʦʚ'ʷʟʘʥʥʷ ʢʨʘʾʥ-ʯʣʝʥʽʚ ɭʉ, ʷʢ ʯʣʝʥʽʚ 

[ʻʚʨʦʧʝʡʩʴʢʦʾ ʦʨʛʘʥʽʟʘʮʽʾ ʟʘ ʩʪʘʥʜʘʨʪʠʟʘʮʽʾ] CEN, ʚʧʨʦʚʘʜʞʫʚʘʪʠ EN-ʩʪʘʥʜʘʨʪʠ ʫ ʩʬʝʨʽ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʽ 

ʦʭʦʨʦʥʠ ʫ ʷʢʦʩʪʽ ʥʘʮʽʦʥʘʣʴʥʠʭ ʩʪʘʥʜʘʨʪʽʚ ʙʝʟ ʙʫʜʴ-ʷʢʠʭ ʤʦʜʠʬʽʢʘʮʽʡ, ʘ ʪʘʢʦʞ ʩʢʘʩʫʚʘʪʠ ʙʫʜʴ-ʷʢʽ ʥʝ 

ʛʘʨʤʦʥʽʟʦʚʘʥʽ ʥʘʮʽʦʥʘʣʴʥʽ ʩʪʘʥʜʘʨʪʠ ʪʘ/ʘʙʦ ʪʝʭʥʽʯʥʽ ʧʨʘʚʠʣʘ. 

ɭʚʨʘʣʘʨʤ ʚʚʘʞʘʻ ʥʝʧʨʠʡʥʷʪʥʠʤ ʪʝ, ʱʦ ʜʝʷʢʽ ʢʨʘʾʥʠ-ʯʣʝʥʠ ɭʉ, ʩʢʘʩʦʚʫʶʯʠ ʥʘʮʽʦʥʘʣʴʥʽ ʩʪʘʥʜʘʨʪʠ, ʱʦ 

ʩʫʧʝʨʝʯʘʪʴ ʻʚʨʦʧʝʡʩʴʢʠʤ, ʧʨʦʜʦʚʞʫʶʪʴ ʦʜʥʦʯʘʩʥʦ ʧʽʜʪʨʠʤʫʚʘʪʠ ʧʨʠʡʥʷʪʪʷ  ʜʦʜʘʪʢʦʚʠʭ ʚʠʤʦʛ ʥʘʮʽʦʥʘʣʴʥʦʛʦ 

ʨʽʚʥʷ, ʷʢʽ ʧʝʨʝʰʢʦʜʞʘʶʪʴ ʤʽʞʥʘʨʦʜʥʽʡ ʪʦʨʛʽʚʣʽ ʧʨʦʜʫʢʮʽʻʶ ʽ ʩʠʩʪʝʤʘʤʠ ʙʝʟʧʝʢʠ. ʇʦʪʨʽʙʥʦ ʟʦʙʦʚ'ʷʟʘʪʠ ʫʨʷʜʠ 

ʢʨʘʾʥ-ʯʣʝʥʽʚ CEN ʛʘʨʘʥʪʫʚʘʪʠ ʩʫʚʦʨʝ ʜʦʪʨʠʤʘʥʥʷ ʧʦʛʦʜʞʝʥʦʾ ʧʨʦʮʝʜʫʨʠ CEN
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 ʜʣʷ ʚʠʧʘʜʢʽʚ, ʜʝ ʩʬʝʨʘ 

ʟʘʩʪʦʩʫʚʘʥʥʷ ʩʪʘʥʜʘʨʪʽʚ EN ʥʝ ʧʦʚʥʽʩʪʶ ʧʦʢʨʠʚʘʻ ʩʬʝʨʫ ʟʘʩʪʦʩʫʚʘʥʥʷ ʯʠʥʥʠʭ ʥʘʮʽʦʥʘʣʴʥʠʭ ʩʪʘʥʜʘʨʪʽʚ. ɹʝʟ 

ʪʘʢʦʾ ʜʠʩʮʠʧʣʽʥʠ ʛʦʣʦʚʥʘ ʤʝʪʘ ʩʪʘʥʜʘʨʪʽʚ EN ʽ ʾʭ ʧʝʨʝʚʘʛʠ ʥʝ ʤʦʞʫʪʴ ʙʫʪʠ ʨʝʘʣʽʟʦʚʘʥʠʤʠ. 

ʄʠ ʟʘʢʣʠʢʘʻʤʦ ʫʨʷʜʠ ʢʨʘʾʥ-ʯʣʝʥʽʚ ɭʉ ʽ ʾʭ ʢʦʤʧʝʪʝʥʪʥʽ ʦʨʛʘʥʠ  ʚʩʪʘʥʦʚʠʪʠ ʚʠʩʦʢʠʡ ʧʨʽʦʨʠʪʝʪ ʜʣʷ ʮʴʦʛʦ 

ʧʽʜʭʦʜʫ ʟ ʦʛʣʷʜʫ ʥʘ ʡʦʛʦ ʚʧʣʠʚ ʷʢ ʥʘ ʩʬʝʨʫ ʛʨʦʤʘʜʩʴʢʦʾ ʙʝʟʧʝʢʠ, ʪʘʢ ʽ ʥʘ ʤʘʡʙʫʪʥʶ ʛʣʦʙʘʣʴʥʫ 

ʢʦʥʢʫʨʝʥʪʦʟʜʘʪʥʽʩʪʴ ʛʘʣʫʟʽ. ɼʣʷ ʪʦʛʦ, ʱʦʙ ʚʠʟʥʘʯʠʪʠ, ʷʢ [ʢʨʘʾʥʠ-] ʯʣʝʥʠ CEN ʟʘʩʪʦʩʦʚʫʶʪʴ ʩʪʘʥʜʘʨʪʠ EN, ʤʠ 

ʧʨʦʧʦʥʫʻʤʦ ʧʨʦʚʝʩʪʠ ʜʦʩʣʽʜʞʝʥʥʷ  ʟ ʤʝʪʦʶ ʦʮʽʥʠʪʠ ʽ ʽʜʝʥʪʠʬʽʢʫʚʘʪʠ ʙʘʨ'ʻʨʠ, ʷʢʽ ʟʘʣʠʰʘʶʪʴʩʷ ʥʘ ʰʣʷʭʫ 

ʟʘʩʪʦʩʫʚʘʥʥʷ EN-ʩʪʘʥʜʘʨʪʽʚ  ʥʘ ʨʠʥʢʫ ʙʝʟʧʝʢʠ. 

ʉ. ʇʦʚʥʝ ʚʧʨʦʚʘʜʞʝʥʥʷ ʉʝʨʚʽʩʥʦʾ ɼʠʨʝʢʪʠʚʠ ʫ ʩʬʝʨʽ ʧʦʩʣʫʛ ʱʦʜʦ ʪʝʭʥʽʯʥʠʭ ʟʘʩʦʙʽʚ ʧʦʞʝʞʥʦʾ 

ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ, ʘ ʪʘʢʦʞ ʩʫʤʽʞʥʠʭ ʚʠʜʽʚ ʜʽʷʣʴʥʦʩʪʽ 

ʆʩʢʽʣʴʢʠ ʻʚʨʦʧʝʡʩʴʢʠʡ ʨʠʥʦʢ ʙʝʟʧʝʢʠ ʦʭʦʧʣʶʻ  ʷʢ ʢʦʤʧʦʥʝʥʪʠ ʧʨʦʜʫʢʮʽʾ, ʪʘʢ ʽ ʢʦʤʧʣʝʢʩʥʽ ʩʠʩʪʝʤʠ 

ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ, ʷʢʽ, ʫ ʩʚʦʶ ʯʝʨʛʫ, ʽʥʪʝʛʨʫʶʪʴʩʷ ʟ ʨʽʟʥʠʤʠ ʽʥʰʠʤʠ ʩʠʩʪʝʤʘʤʠ , ʪʦ ʢʦʤʧʦʥʝʥʪʘ 

ʧʦʩʣʫʛ ʟʨʦʩʪʘʻ ʷʢ ʫ ʚʘʨʪʽʩʥʦʤʫ ʟʥʘʯʝʥʥʽ, ʪʘʢ ʽ ʱʦʜʦ ʟʘʙʝʟʧʝʯʝʥʥʷ ʢʦʥʢʫʨʝʥʪʥʦʾ ʜʠʬʝʨʝʥʮʽʘʮʽʾ. ɿʘ ʥʘʰʠʤʠ 

ʦʮʽʥʢʘʤʠ, ʩʬʝʨʘ ʧʦʩʣʫʛ ʚʞʝ ʩʢʣʘʜʘʻ ʙʽʣʷ 70% ʦʙʩʷʛʫ ʨʝʘʣʽʟʘʮʽʾ ʥʘ ʮʴʦʤʫ ʨʠʥʢʫ. ɺʽʜʦʤʦ, ʱʦ ʷʢʽʩʪʴ ʧʨʦʜʫʢʮʽʾ 

ʟʘʣʝʞʠʪʴ ʽ ʚʽʜ ʷʢʽʩʥʦʛʦ ʚʩʪʘʥʦʚʣʝʥʥʷ, ʘ ʻʚʨʦʧʝʡʩʴʢʘ ʛʘʣʫʟʴ ï ʩʚʽʪʦʚʠʡ ʣʽʜʝʨ ʟ ʥʘʜʘʥʥʷ ʚʠʩʦʢʦʛʦ ʨʽʚʥʷ ʧʦʩʣʫʛ ʫ 

ʩʬʝʨʽ ʙʝʟʧʝʢʠ. 

ʊʘʢʠʤʠ ʧʦʩʣʫʛʘʤʠ, ʱʦ ʤʦʞʫʪʴ ʥʘʜʘʚʘʪʠʩʴ ʦʢʨʝʤʦ ʘʙʦ ʨʘʟʦʤ ʟ ʧʦʩʪʘʯʘʥʥʷʤ ʧʨʦʜʫʢʮʽʾ, ʚʢʣʶʯʥʦ ʟ ʾʾ 

ʚʩʪʘʥʦʚʣʝʥʥʷʤ, ʻ: 

¶ ʇʨʦʝʢʪʫʚʘʥʥʷ ʩʠʩʪʝʤ 

¶ ɺʩʪʘʥʦʚʣʝʥʥʷ ʪʘ ʚʚʝʜʝʥʥʷ ʩʠʩʪʝʤ ʚ ʝʢʩʧʣʫʘʪʘʮʽʶ 

¶ ʊʝʭʥʽʯʥʝ ʦʙʩʣʫʛʦʚʫʚʘʥʥʷ (ʥʘ ʦʙôʻʢʪʽ ʘʙʦ ʜʠʩʪʘʥʮʽʡʥʦ) 

¶ ʎʝʥʪʨʠ ʧʨʠʡʤʘʥʥʷ ʪʨʠʚʦʞʥʠʭ ʩʧʦʚʽʱʝʥʴ  

¶ ʋʧʨʘʚʣʽʥʥʷ ʩʠʩʪʝʤʠ ʟʘ ʜʦʨʫʯʝʥʥʷʤ ʢʽʥʮʝʚʦʛʦ ʢʦʨʠʩʪʫʚʘʯʘ 

 

 

 

 

10)http://www.cen.eu/boss/supporting/Guidance%20documents/implementation_not%20corresponding%20one%20to%20

one/Pages/default.aspx 
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Companies seeking to provide such services in EU member states other than their home country continue to 

confront barriers notwithstanding the Article 49 treaty prohibition of restrictions for EU nationals to provide services 

anywhere within the Community. Removing these barriers will require consistent application byall member states of 

secondary EU legislation implementing this prohibition, most notably the EU Services Directive
11

. 

Enforcement of the EU Services Directive in the field of electronic fire and security 

Euralarm supports the full application of the principles and objectives of the Services Directive to facilitate the 

cross-border provision of electronic fire and security services within the single European Market. 

The Services Directive applies to all services not explicitly excluded from it. In its 2007 Handbook on the 

Application of the Services Directive
12

, the Commission has stated that the exclusion of "private security services" in 

Article 2(2)(k) of the Directive covers services such as surveillance of property and premises, protection of persons 

(bodyguards), security patrols or supervision of buildings as well as the depositing, safekeeping, transport and 

distribution of cash and valuables; while services which are not "security services" as such, for instance the sale, 

delivery, installation and maintenance of technical security devices, are not covered by the exclusion, and therefore 

are covered by the Directive. The importance of European Service Standards, such as those considered by 

CEN/CLC/TC
13

  4 will ensure that quality is clearly defined, enforced and promoted throughout Europe. 

Furthermore, the Services Directive Frequently Asked Questions (FAQ) clarifies the distinction between the 

types of security services under its ambit of application and those that are not. We support the distinctions made in the 

FAQ in as much that services are "the manned monitoring of property or persons from a distance through electronic 

devices are coveredò
14 

. This should however also include the remote maintenance of safety and security systems. 

Unfortunately, these cross-border services are not allowed uniformly across Europe. Failure to do so should be 

considered in opposition to the "Zero Tolerance" policy the Commission has established in its Action Plan to fully 

implement the Services Directive. Euralarm urges the Commission to evaluate member states transposition of the 

Services Directive for the installation, maintenance, and remote monitoring of security systems. This includes other 

ancillary factors that contribute to a fragmented market for such services (e.g. insurance and public authority 

response). 

At the same time, we recognise the need to maintain and ensure the high quality of services provided to and 

expected from citizens and public authorities. We therefore actively work to establish European-level service 

standards using existing national standards and best practices as a baseline. 

In this regard we also support implementation initiatives pursuant to Article 26 of the Services Directive, which 

provides for a framework for voluntary quality-enhancing measures, which have to be encouraged by member states 

in cooperation with the Commission. There are different methods of fostering the quality of services and transparency 

for recipients. Article 26 refers in particular to certification or assessment of service providers' activities by 

independent or accredited bodies and the development of quality charters or labels by professional bodies as well as 

voluntary European standards. 

 

 

 

 

 

 

 

 

11) Directive 2006/123/EC. 

12) http://ec.europa.eu/internal_market/services/docs/services-dir/guides/handbook_en.pdf 

13) The Project Committee to develop a basic standard for services for fire safety and security systems. This includes 

quality of services supplied by companies   and the competencies of their involved staff charged with the planning and design, 

engineering, installation and hand over, maintenance and repair of fire  safety and/or security systems. 

14) http://ec.europa.eu/internal_market/services/services-dir/faq_en.htm#8 

ʂʦʤʧʘʥʽʾ, ʷʢʽ ʧʨʘʛʥʫʪʴ ʥʘʜʘʚʘʪʠ ʧʦʜʽʙʥʽ ʧʦʩʣʫʛʠ ʥʝ ʣʠʰʝ ʫ ʩʚʦʾʭ ʢʨʘʾʥʘʭ, ʘ ʡ ʚ ʽʥʰʠʭ ʢʨʘʾʥʘʭ-ʯʣʝʥʘʭ 

ɭʉ, ʧʨʦʜʦʚʞʫʶʪʴ ʩʪʠʢʘʪʠʩʷ ʟ ʧʝʨʝʰʢʦʜʘʤʠ, ʥʝʟʚʘʞʘʶʯʠ ʥʘ ʉʪʘʪʪʶ 49 ʋʛʦʜʠ, ʱʦ ʟʘʙʦʨʦʥʷʻ ʦʙʤʝʞʝʥʥʷ 

ʤʦʞʣʠʚʦʩʪʽ ʛʨʦʤʘʜʷʥ ɭʉ ʥʘʜʘʚʘʪʠ ʧʦʩʣʫʛʠ ʙʫʜʴ-ʜʝ ʫ ɭʚʨʦʧʝʡʩʴʢʦʤʫ ʩʧʽʚʪʦʚʘʨʠʩʪʚʽ. ɼʣʷ ʧʦʜʦʣʘʥʥʷ ʮʠʭ 

ʙʘʨôʻʨʽʚ ʥʝʦʙʭʽʜʥʦ ʧʦʩʣʽʜʦʚʥʝ ʟʘʩʪʦʩʫʚʘʥʥʷ ʫʩʽʤʘ ʢʨʘʾʥʘʤʠ-ʯʣʝʥʘʤʠ  ʚʪʦʨʠʥʥʦʛʦ ʟʘʢʦʥʦʜʘʚʩʪʚʘ ɭʉ ʱʦʜʦ 

ʚʧʨʦʚʘʜʞʝʥʥʷ ʮʽʻʾ ʟʘʙʦʨʦʥʠ, ʫ ʧʝʨʰʫ ʯʝʨʛʫ - ʉʝʚʽʩʥʦʾ ɼʠʨʝʢʪʠʚʠ ɭʉ
11

. 

ɿʘʙʝʟʧʝʯʝʥʥʷ ʨʝʘʣʽʟʘʮʽʾ  ʧʦʣʦʞʝʥʴ ʉʝʨʚʽʩʥʦʾ ɼʠʨʝʢʪʠʚʠ ʫ ʩʝʢʪʦʨʽ ʪʝʭʥʽʯʥʠʭ ʟʘʩʦʙʽʚ ʧʦʞʝʞʥʦʾ 

ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ 

ɭʚʨʘʣʘʨʤ ʧʽʜʪʨʠʤʫʻ ʧʦʚʥʝ ʟʘʩʪʦʩʫʚʘʥʥʷ ʧʨʠʥʮʠʧʽʚ ʪʘ ʮʽʣʝʡ ʉʝʨʚʽʩʥʦʾ ɼʠʨʝʢʪʠʚʠ ʟʘʜʣʷ ʩʧʨʠʷʥʥʷ 

ʪʨʘʥʩʢʦʨʜʦʥʥʦʤʫ ʥʘʜʘʥʥʶ ʧʦʩʣʫʛ ʫ ʩʬʝʨʽ ʪʝʭʥʽʯʥʠʭ ʟʘʩʦʙʽʚ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ ʚ ʤʝʞʘʭ ʻʜʠʥʦʛʦ 

ʻʚʨʦʧʝʡʩʴʢʦʛʦ ʨʠʥʢʫ.  

ʏʠʥʥʽʩʪʴ ʉʝʨʚʽʩʥʦʾ ɼʠʨʝʢʪʠʚʠ ʧʦʰʠʨʶʻʪʴʩʷ ʥʘ ʚʩʽ ʧʦʩʣʫʛʠ, ʦʢʨʽʤ ʪʠʭ, ʱʦ ʯʽʪʢʦ ʚʠʢʣʶʯʝʥʽ ʟ ʥʝʾ. ʋ 

ʜʦʚʽʜʥʠʢʫ ʟʘ 2007 ʨ. ʟ ʧʠʪʘʥʴ ʟʘʩʪʦʩʫʚʘʥʥʷ ʉʝʨʚʽʩʥʦʾ ɼʠʨʝʢʪʠʚʠ
12

 ɭʚʨʦʢʦʤʽʩʽʷ ʥʘʛʦʣʦʩʠʣʘ, ʱʦ ʚʠʢʣʶʯʝʥʥʷ 

çʧʦʩʣʫʛ ʟ ʧʨʠʚʘʪʥʦʾ ʦʭʦʨʦʥʠè ʟʽ ʩʪʘʪʪʽ 2(2)(k) ɼʠʨʝʢʪʠʚʠ ʦʭʦʧʣʶʻ ʪʘʢʽ ʧʦʩʣʫʛʠ, ʷʢ ʥʘʛʣʷʜ ʟʘ ʤʘʡʥʦʤ ʪʘ 

ʥʝʨʫʭʦʤʽʩʪʶ, ʦʭʦʨʦʥʘ  ʣʶʜʝʡ ( ʧʦʩʣʫʛʠ ʪʽʣʦʦʭʦʨʦʥʮʽʚ), ʧʘʪʨʫʣʶʚʘʥʥʷ ʘʙʦ ʦʭʦʨʦʥʘ ʙʫʜʽʚʝʣʴ, ʘ ʪʘʢʦʞ 

ʜʝʧʦʥʫʚʘʥʥʷ, ʟʙʝʨʽʛʘʥʥʷ, ʪʨʘʥʩʧʦʨʪʫʚʘʥʥʷ ʪʘ ʜʦʩʪʘʚʢʘ  ʛʦʪʽʚʢʠ ʪʘ ʮʽʥʥʦʩʪʝʡ; ʫ ʪʦʡ ʯʘʩ ʷʢ ʧʦʩʣʫʛʠ, ʱʦ ʥʝ ʻ 

ʧʦʩʣʫʛʘʤʠ ʟ ʙʝʟʧʝʢʠ, ʥʘʧʨʠʢʣʘʜ, ʧʨʦʜʘʞ, ʜʦʩʪʘʚʢʘ, ʚʩʪʘʥʦʚʣʝʥʥʷ ʪʘ ʦʙʩʣʫʛʦʚʫʚʘʥʥʷ ʪʝʭʥʽʯʥʠʭ ʟʘʩʦʙʽʚ 

ʙʝʟʧʝʢʠ, ʥʝ ʧʽʜʣʷʛʘʶʪʴ ʚʠʢʣʶʯʝʥʥʶ, ʘ, ʦʪʞʝ, ʧʽʜʧʘʜʘʶʪʴ ʧʽʜ ʜʽʶ ɼʠʨʝʢʪʠʚʠ. ɭʚʨʦʧʝʡʩʴʢʽ ʩʪʘʥʜʘʨʪʠ ʟ ʧʦʩʣʫʛ, 

ʨʦʟʨʦʙʣʝʥʥʷ ʷʢʠʭ ʙʫʣʦ ʜʦʨʫʯʝʥʦ ʪʝʭʥʽʯʥʦʤʫ ʢʦʤʽʪʝʪʫ ʟʽ ʩʪʘʥʜʘʨʪʠʟʘʮʽʾ CEN/CLC/TC
13

 4, ʙʫʜʫʪʴ ʛʘʨʘʥʪʫʚʘʪʠ 

ʯʽʪʢʝ ʚʠʟʥʘʯʝʥʥʷ ʭʘʨʘʢʪʝʨʠʩʪʠʢ ʷʢʦʩʪʽ, ʾʭ ʚʠʢʦʥʘʥʥʷ ʪʘ ʧʦʰʠʨʝʥʥʷ ʫ ʚʩʽʡ ɭʚʨʦʧʽ.   

ʂʨʽʤ ʪʦʛʦ, ʚʽʜʧʦʚʽʜʽ ʥʘ ʪʠʧʦʚʽ ʟʘʧʠʪʘʥʥʷ (FAQ) ʩʪʦʩʦʚʥʦ ʉʝʨʚʽʩʥʦʾ ɼʠʨʝʢʪʠʚʠ ʨʦʟôʷʩʥʶʶʪʴ 

ʨʦʟʤʝʞʫʚʘʥʥʷ ʤʽʞ ʪʠʤʠ ʚʠʜʘʤʠ ʧʦʩʣʫʛ ʟ ʙʝʟʧʝʢʠ, ʱʦ ʚʭʦʜʷʪʴ ʜʦ ʩʬʝʨʠ ʾʾ ʟʘʩʪʦʩʫʚʘʥʥʷ , ʪʘ ʽʥʰʠʤʠ, ʱʦ ʥʝ 

ʚʭʦʜʷʪʴ. ʄʠ ʟʛʦʜʥʽ ʟ ʚʢʘʟʘʥʠʤ ʫ ʚʽʜʧʦʚʽʜʷʭ ʨʦʟʤʝʞʫʚʘʥʥʷʤ, ʷʢʠʤ ʚʢʘʟʫʻʪʴʩʷ, ʱʦ ɼʠʨʝʢʪʠʚʦʶ ʦʭʦʧʣʶʶʪʴʩʷ 

çʢʝʨʦʚʘʥʽ ʧʝʨʩʦʥʘʣʦʤ ʧʦʩʣʫʛʠ  ʟ ʜʠʩʪʘʥʮʽʡʥʦʛʦ ʩʧʦʩʪʝʨʝʞʝʥʥʷ  ʟʘ ʤʘʡʥʦʤ ʪʘ ʣʶʜʴʤʠ ʟʘ ʜʦʧʦʤʦʛʦʶ 

ʝʣʝʢʪʨʦʥʥʠʭ ʧʨʠʩʪʨʦʾʚè
14
. ʆʜʥʘʢ, ʜʦ ʮʴʦʛʦ ʩʣʽʜ ʙʫʣʦ ʙ ʜʦʜʘʪʠ ʜʠʩʪʘʥʮʽʡʥʝ ʪʝʭʥʽʯʥʝ ʦʙʩʣʫʛʦʚʫʚʘʥʥʷ ʩʠʩʪʝʤ 

ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ. ʇʨʦʪʝ, ʥʘ ʞʘʣʴ, ʪʘʢʽ ʪʨʘʥʩʢʦʨʜʦʥʥʽ ʧʦʩʣʫʛʠ ʥʝ ʻ ʜʦʟʚʦʣʝʥʠʤʠ ʚ ʨʽʚʥʽʡ ʤʽʨʽ ʚ ʫʩʽʡ ɭʚʨʦʧʽ. 

ʅʝʤʦʞʣʠʚʽʩʪʴ ʟʘʙʝʟʧʝʯʝʥʥʷ ʮʴʦʛʦ ʩʣʽʜ ʨʦʟʛʣʷʜʘʪʠ  ʷʢ ʥʘʩʣʽʜʦʢ ʧʦʣʽʪʠʢʠ çʅʫʣʴʦʚʦʾ  ʪʦʣʝʨʘʥʪʥʦʩʪʽè, ʷʢʫ 

ʂʦʤʽʩʽʷ ʚʩʪʘʥʦʚʠʣʘ ʫ ʩʚʦʻʤʫ ʧʣʘʥʽ ʜʽʡ, ʩʧʨʷʤʦʚʘʥʦʤʫ ʥʘ ʧʦʚʥʝ  ʚʠʢʦʥʘʥʥʷ ʉʝʨʚʽʩʥʦʾ ɼʠʨʝʢʪʠʚʠ. ɭʚʨʘʣʘʨʤ 

ʟʘʢʣʠʢʘʻ ɭʚʨʦʢʦʤʽʩʽʶ ʧʨʠʡʥʷʪʠ ʨʽʰʝʥʥʷ ʱʦʜʦ ʧʦʰʠʨʝʥʥʷ ʜʽʾ ʉʝʨʚʽʩʥʦʾ ɼʠʨʝʢʪʠʚʠ ʫ ʢʨʘʾʥʘʭ-ʯʣʝʥʘʭ ʥʘ 

ʧʦʩʣʫʛʠ ʟ ʽʥʩʪʘʣʷʮʽʾ, ʪʝʭʥʽʯʥʦʛʦ ʦʙʩʣʫʛʦʚʫʚʘʥʥʷ ʪʘ ʜʠʩʪʘʥʮʽʡʥʦʛʦ ʤʦʥʽʪʦʨʠʥʛʫ ʟʘ ʩʪʘʥʦʤ ʩʠʩʪʝʤ ʙʝʟʧʝʢʠ. ʎʝ 

ʚʢʣʶʯʘʻ ʫ ʩʝʙʝ ʡ ʽʥʰʽ ʜʦʧʦʤʽʞʥʽ ʬʘʢʪʦʨʠ, ʱʦ ʧʦʟʠʪʠʚʥʦ ʚʧʣʠʚʘʶʪʴ ʥʘ ʬʨʘʛʤʝʥʪʦʚʘʥʠʡ ʨʠʥʦʢ ʪʘʢʠʭ ʧʦʩʣʫʛ 

(ʥʘʧʨ., ʩʪʨʘʭʫʚʘʥʥʷ ʪʘ ʨʝʘʛʫʚʘʥʥʷ ʦʨʛʘʥʽʚ ʜʝʨʞʘʚʥʦʾ ʚʣʘʜʠ). 

ʋ ʪʦʡ ʞʝ ʯʘʩ ʤʠ ʫʩʚʽʜʦʤʣʶʻʤʦ ʧʦʪʨʝʙʫ ʧʽʜʪʨʠʤʫʚʘʪʠ ʪʘ ʟʘʙʝʟʧʝʯʫʚʘʪʠ ʚʠʩʦʢʫ ʷʢʽʩʪʴ ʧʦʩʣʫʛ, ʷʢʽ ʤʠ 

ʥʘʜʘʻʤʦ, ʫ ʚʽʜʧʦʚʽʜʥʦʩʪʽ ʟ ʦʯʽʢʫʚʘʥʥʷʤʠ ʛʨʦʤʘʜʷʥ ʪʘ ʦʨʛʘʥʽʚ ʚʣʘʜʠ. ʊʦʤʫ ʤʠ ʘʢʪʠʚʥʦ ʧʨʘʮʶʻʤʦ ʥʘʜ 

ʟʘʧʨʦʚʘʜʞʝʥʥʷʤ ʻʚʨʦʧʝʡʩʴʢʠʭ ʩʪʘʥʜʘʨʪʽʚ ʥʘ ʧʦʩʣʫʛʫ, ʚʠʢʦʨʠʩʪʦʚʫʶʯʠ ʚ ʷʢʦʩʪʽ ʦʩʥʦʚʠ ʽʩʥʫʶʯʽ ʥʘʮʽʦʥʘʣʴʥʽ 

ʩʪʘʥʜʘʨʪʠ ʪʘ ʫʩʪʘʣʝʥʽ ʧʨʘʢʪʠʢʠ.  

ʋ ʮʴʦʤʫ ʚʽʜʥʦʰʝʥʥʽ ʤʠ ʪʘʢʦʞ ʧʽʜʪʨʠʤʫʻʤʦ ʽʥʽʮʽʘʪʠʚʠ, ʱʦ, ʚʽʜʧʦʚʽʜʥʦ ʜʦ ʉʪ. 26 ʉʝʨʚʽʩʥʦʾ ɼʠʨʝʢʪʠʚʠ, 

ʧʝʨʝʜʙʘʯʘʶʪʴ ʥʘʷʚʥʽʩʪʴ ʦʩʥʦʚʠ ʜʣʷ ʜʦʙʨʦʚʽʣʴʥʠʭ ʟʘʭʦʜʽʚ ʟ ʧʽʜʚʠʱʝʥʥʷ ʷʢʦʩʪʽ, ʽ ʷʢʽ ʤʘʶʪʴ ʟʘʦʭʦʯʫʚʘʪʠʩʷ 

ʢʨʘʾʥʘʤʠ-ʯʣʝʥʘʤʠ ʫ ʩʧʽʚʧʨʘʮʽ ʟ ɭʚʨʦʢʦʤʽʩʽʻʶ. ɯʩʥʫʶʪʴ ʨʽʟʥʽ ʤʝʪʦʜʠ ʩʧʨʠʷʥʥʷ ʧʦʢʨʘʱʝʥʥʶ ʷʢʦʩʪʽ ʪʘ 

ʧʨʦʟʦʨʦʩʪʽ  ʧʦʩʣʫʛ ʜʣʷ ʩʧʦʞʠʚʘʯʽʚ. ʉʪ. 26 ʩʪʦʩʫʻʪʴʩʷ ʟʦʢʨʝʤʘ ʩʝʨʪʠʬʽʢʘʮʽʾ ʘʙʦ ʦʮʽʥʶʚʘʥʥʷ ʚʽʜʧʦʚʽʜʥʦʩʪʽ 

ʜʽʷʣʴʥʦʩʪʽ ʧʨʦʚʘʡʜʝʨʽʚ ʧʦʩʣʫʛ ʥʝʟʘʣʝʞʥʠʤʠ ʯʠ ʘʢʨʝʜʠʪʦʚʘʥʠʤʠ ʦʨʛʘʥʘʤʠ, ʘ ʪʘʢʦʞ  ʨʦʟʨʦʙʣʝʥʥʷ 

ʧʨʦʬʝʩʽʡʥʠʤʠ ʦʨʛʘʥʽʟʘʮʽʷʤʠ ʭʘʨʪʽʡ ʘʙʦ ʟʥʘʢʽʚ ʷʢʦʩʪʽ ʪʘ ʜʦʙʨʦʚʽʣʴʥʠʭ ʻʚʨʦʧʝʡʩʴʢʠʭ ʩʪʘʥʜʘʨʪʽʚ. 

11) ɼʠʨʝʢʪʠʚʘ 2006/123/EC. 

12) http://ec.europa.eu/internal_market/services/docs/services-dir/guides/handbook_en.pdf 

13) ʇʨʦʝʢʪʥʠʡ ʂʦʤʽʪʝʪ ʟ ʨʦʟʨʦʙʣʝʥʥʷ ʙʘʟʦʚʦʛʦ ʩʪʘʥʜʘʨʪʫ ʜʣʷ ʧʦʩʣʫʛ ʫ ʩʬʝʨʽ ʩʠʩʪʝʤ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʪʘ 

ʦʭʦʨʦʥʠ. ʎʝʡ ʩʪʘʥʜʘʨʪ ʦʭʦʧʣʶʻ ʷʢʽʩʪʴ ʧʦʩʣʫʛ, ʱʦ ʥʘʜʘʶʪʴʩʷ ʢʦʤʧʘʥʽʷʤʠ, ʪʘ ʢʦʤʧʝʪʝʥʮʽʾ ʟʘʣʫʯʝʥʠʭ ʩʧʽʚʨʦʙʽʪʥʠʢʽʚ ʜʣʷ 

ʥʘʜʘʥʥʷ ʧʦʩʣʫʛ ʟ ʧʨʦʝʢʪʫʚʘʥʥʷ,  ʨʦʟʨʦʙʣʝʥʥʷ, ʚʩʪʘʥʦʚʣʝʥʥʷ, ʚʚʝʜʝʥʥʷ ʚ ʝʢʩʧʣʫʘʪʘʮʽʶ, ʪʝʭʥʽʯʥʦʛʦ ʦʙʩʣʫʛʦʚʫʚʘʥʥʷ ʪʘ 

ʨʝʤʦʥʪʫ ʩʠʩʪʝʤ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʪʘ/ ʘʙʦ ʦʭʦʨʦʥʠ. 

14) http://ec.europa.eu/internal_market/services/services-dir/faq_en.htm#8 

http://ec.europa.eu/internal_market/services/docs/services-dir/guides/handbook_en.pdf
http://ec.europa.eu/internal_market/services/services-dir/faq_en.htm#8
http://ec.europa.eu/internal_market/services/docs/services-dir/guides/handbook_en.pdf
http://ec.europa.eu/internal_market/services/services-dir/faq_en.htm#8
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3. Ensuring the Highest Levels of Security and Fire 

Safety for All 
The ultimate European public interest in fire and security products and services lies in the provision of reliable 

solutions, which protect life and property and in the ability for societal functioning and resilience they provide. In this 

regard, looking broadly at the current EU policy agenda outside the industrial policy for the security industry, 

Euralarm believes that there are several areas where there is a clear opportunity to improve the safety and security of 

EU citizens in the short term, notably: 

Å Public Alert and mass notification 

Å Hotel fire safety  

Å Energy efficiency and building refurbishment 

A. Leveraging security and fire systems for Public Alert and Mass Notification purposes to reach more 

citizens 

Major incidents putting at risk life and property on a large scale typically require the intervention of civil 

defence authorities, who in turn rely upon a range of public and private alert, communications and intervention 

services to effectively respond. Therefore Euralarm supports the EU Commission in its effort to install a pan-

European Public Alert System. 

The various research projects running under FP7 are highlighting the issues in alerting the population across 

wider areas if such an incident occurs, these are known as public alert systems, where the general population is 

informed by a variety of communications, traditionally broadcast media. 

The private and public sector have also installed mass notification systems, those that provide real-time 

information and instructions to people in a building, area, site, or installation using intelligible voice communications 

along with visible signals, text, and graphics. These can also be more reactive when situational feedback is received. 

Based on this long-term experience in alerting in and guiding the evacuation of persons out of the danger zones 

in buildings, the industry represented by Euralarm can make a major contribution to this important effort. 

Therefore Euralarm has engaged in cooperation with the FP7 project "Alert4AII" to prove the concept of the 

integration of safety & security systems as well as Mass Notification Systems in a Public Alert Concept. The 

Euralarm demonstration project PEARS (Public Emergency Alert & Response System) is planned to be demonstrated 

in Q4 2013 along with the "Alert4All" capability demonstration. Based on the experience in the United States, 

Euralarm is confident that the demonstration will prove to be successful. 

Today only very few European countries have adopted regulations in this field. Although demonstration and 

other projects have disseminated best practices and protocols, it can only take us so far. The time is ripe to adopt pan-

European standards towards a common and hence integrated solution for both mass notification and public alert 

systems. 

 

 

 

 

 

 

 

 

 

 

 

 

3. ɿʘʙʝʟʧʝʯʝʥʥʷ ʥʘʡʚʠʱʦʛʦ ʨʽʚʥʷ  ʦʭʦʨʦʥʠ ʪʘ 

ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʜʣʷ ʚʩʽʭ 
ɿʨʦʩʪʘʶʯʠʡ ʦʩʪʘʥʥʽʤ ʯʘʩʦʤ ʽʥʪʝʨʝʩ ʻʚʨʦʧʝʡʩʴʢʠʭ ʛʨʦʤʘʜʷʥ ʜʦ ʧʨʦʜʫʢʮʽʾ ʪʘ ʧʦʩʣʫʛ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʪʘ 

ʦʭʦʨʦʥʠ ʩʪʦʩʫʻʪʴʩʷ ʟʘʙʝʟʧʝʯʝʥʥʷ ʥʘʜʽʡʥʠʤʠ ʨʽʰʝʥʥʷʤʠ ʜʣʷ ʟʘʭʠʩʪʫ ʞʠʪʪʷ ʽ ʤʘʡʥʘ, ʘ ʪʘʢʦʞ ʟʜʘʪʥʦʩʪʽ 

ʟʘʙʝʟʧʝʯʠʪʠ ʬʫʥʢʮʽʦʥʫʚʘʥʥʷ ʽ ʩʪʽʡʢʽʩʪʴ ʫ ʩʫʩʧʽʣʴʥʦʤʫ ʦʪʦʯʝʥʥʽ. ʉʪʦʩʦʚʥʦ ʮʴʦʛʦ, ʷʢʱʦ ʟʘʛʘʣʦʤ ʧʦʛʣʷʥʫʪʠ ʥʘ 

ʥʠʥʽʰʥʽʡ ʧʦʨʷʜʦʢ ʜʝʥʥʠʡ ʜʽʷʣʴʥʦʩʪʽ ɭʉ ʧʦʟʘ ʤʝʞʘʤʠ ʧʦʣʽʪʠʢʠ ʜʣʷ ʽʥʜʫʩʪʨʽʾ ʙʝʟʧʝʢʠ, ɭʚʨʘʣʘʨʤ ʚʚʘʞʘʻ, ʱʦ 

ʽʩʥʫʻ ʜʝʢʽʣʴʢʘ ʥʘʧʨʷʤʢʽʚ, ʜʝ ʧʨʦʩʣʽʜʢʦʚʫʻʪʴʩʷ ʯʽʪʢʘ ʤʦʞʣʠʚʽʩʪʴ ʟʘ ʢʦʨʦʪʢʠʡ ʪʝʨʤʽʥ ʧʽʜʚʠʱʠʪʠ ʨʽʚʝʥʴ ʙʝʟʧʝʢʠ 

ʛʨʦʤʘʜʷʥ ɭʉ, ʟʦʢʨʝʤʘ: 

ɻʨʦʤʘʜʩʴʢʝ ʦʧʦʚʽʱʝʥʥʷ  ʪʘ ʩʧʦʚʽʱʝʥʥʷ ʥʘʩʝʣʝʥʥʷ ʧʨʦ ʥʝʙʝʟʧʝʢʫ  

ʇʦʞʝʞʥʘ ʙʝʟʧʝʢʘ ʫ ʛʦʪʝʣʷʭ 

ɽʥʝʨʛʦʝʬʝʢʪʠʚʥʽʩʪʴ ʪʘ ʨʝʢʦʥʩʪʨʫʢʮʽʷ ʙʫʜʽʚʝʣʴ 

ɸ. ɺʠʢʦʨʠʩʪʘʥʥʷ ʩʠʩʪʝʤ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ  ʜʣʷ ʛʨʦʤʘʜʩʴʢʦʛʦ ʦʧʦʚʽʱʝʥʥʷ ʪʘ 

ʩʧʦʚʽʱʝʥʥʷ ʥʘʩʝʣʝʥʥʷ  ʧʨʦ ʥʝʙʝʟʧʝʢʫ ʟ ʤʝʪʦʶ ʦʭʦʧʣʝʥʥʷ   ʰʠʨʰʦʛʦ ʢʦʣʘ ʛʨʦʤʘʜʷʥ 

ʉʝʨʡʦʟʥʽ ʽʥʮʠʜʝʥʪʠ, ʱʦ ʩʪʚʦʨʶʶʪʴ ʟʘʛʨʦʟʠ ʞʠʪʪʶ ʣʶʜʝʡ ʪʘ ʤʘʡʥʫ ʫ ʚʝʣʠʢʠʭ ʤʘʩʰʪʘʙʘʭ, ʟʘʟʚʠʯʘʡ 

ʧʦʪʨʝʙʫʶʪʴ ʚʪʨʫʯʘʥʥʷ ʦʨʛʘʥʽʚ ʮʠʚʽʣʴʥʦʾ ʦʙʦʨʦʥʠ, ʷʢʽ, ʫ ʩʚʦʶ ʯʝʨʛʫ, ʟʘʜʣʷ ʝʬʝʢʪʠʚʥʦʛʦ ʨʝʘʛʫʚʘʥʥʷ ʚʜʘʶʪʴʩʷ 

ʜʦ ʜʦʧʦʤʦʛʠ ʨʷʜʫ ʛʨʦʤʘʜʩʴʢʠʭ ʪʘ ʧʨʠʚʘʪʥʠʭ ʩʠʩʪʝʤ ʦʧʦʚʽʱʝʥʥʷ, ʟʚôʷʟʢʫ ʪʘ ʚʪʨʫʯʘʥʥʷ. ʊʦʤʫ ɭʚʨʘʣʘʨʤ 

ʧʽʜʪʨʠʤʫʻ ɭʚʨʦʢʦʤʽʩʽʶ ʚ ʾʾ ʟʫʩʠʣʣʷʭ ʱʦʜʦ ʩʪʚʦʨʝʥʥʷ ʟʘʛʘʣʴʥʦʻʚʨʦʧʝʡʩʴʢʦʾ ʩʠʩʪʝʤʠ ʛʨʦʤʘʜʩʴʢʦʛʦ 

ʦʧʦʚʽʱʝʥʥʷ ʧʨʦ ʥʝʙʝʟʧʝʢʫ. 

ʈʽʟʥʦʤʘʥʽʪʥʽ ʜʦʩʣʽʜʥʠʮʴʢʽ ʧʨʦʝʢʪʠ, ʱʦ ʧʨʦʭʦʜʷʪʴ ʧʽʜ ʝʛʽʜʦʶ ʉʴʦʤʦʾ ʈʘʤʢʦʚʦʾ ʇʨʦʛʨʘʤʠ (7ʈʇ), 

ʟʦʩʝʨʝʜʞʫʶʪʴʩʷ  ʥʘ ʧʨʦʙʣʝʤʘʪʠʮʽ ʩʧʦʚʽʱʝʥʥʷ ʥʘʩʝʣʝʥʥʷ ʥʘ ʚʝʣʠʢʠʭ ʪʝʨʠʪʦʨʽʷʭ, ʷʢʱʦ ʪʨʘʧʣʷʻʪʴʩʷ ʪʘʢʠʡ 

ʽʥʮʠʜʝʥʪ.  ɿʘʚʜʷʢʠ ʩʠʩʪʝʤʘʤ ʛʨʦʤʘʜʩʴʢʦʛʦ ʦʧʦʚʽʱʝʥʥʷ ʧʨʦ ʥʝʙʝʟʧʝʢʫ ʦʩʥʦʚʥʫ ʯʘʩʪʠʥʫ ʥʘʩʝʣʝʥʥʷ ʽʥʬʦʨʤʫʶʪʴ 

ʯʝʨʝʟ ʨʽʟʥʽ ʟʘʩʦʙʠ ʢʦʤʫʥʽʢʘʮʽʡ, ʟʘʟʚʠʯʘʡ ï ʨʘʜʽʦ ʪʘ ʪʝʣʝʙʘʯʝʥʥʷ.    

ʇʨʠʚʘʪʥʠʡ ʪʘ ʜʝʨʞʘʚʥʠʡ ʩʝʢʪʦʨʠ ʪʘʢʦʞ ʚʩʪʘʥʦʚʠʣʠ ʪʘʢʽ ʩʠʩʪʝʤʠ ʩʧʦʚʽʱʝʥʥʷ ʥʘʩʝʣʝʥʥʷ ʧʨʦ ʥʝʙʝʟʧʝʢʫ, 

ʱʦ ʫ ʨʝʘʣʴʥʦʤʫ ʨʝʞʠʤʽ ʯʘʩʫ ʽʥʬʦʨʤʫʶʪʴ ʪʘ ʽʥʩʪʨʫʢʪʫʶʪʴ ʣʶʜʝʡ ʫ ʙʫʜʽʚʣʷʭ ʪʘ ʩʧʦʨʫʜʘʭ, ʥʘ ʧʨʠʣʝʛʣʠʭ 

ʪʝʨʠʪʦʨʽʷʭ, ʚʠʢʦʨʠʩʪʦʚʫʶʯʠ ʯʽʪʢʽ ʛʦʣʦʩʦʚʽ ʧʦʚʽʜʦʤʣʝʥʥʷ  ʨʘʟʦʤ ʽʟ ʚʽʟʫʘʣʴʥʠʤʠ ʩʠʛʥʘʣʘʤʠ, ʪʝʢʩʪʦʤ ʪʘ 

ʛʨʘʬʽʢʦʶ. 

ʊʘʢʽ ʩʠʩʪʝʤʠ ʤʦʞʫʪʴ ʙʫʪʠ ʪʘʢʦʞ ʽʟ ʨʦʟʰʠʨʝʥʠʤ ʬʫʥʢʮʽʦʥʘʣʦʤ ʫ ʚʠʧʘʜʢʘʭ ʥʘʜʭʦʜʞʝʥʥʷ ʟʚʦʨʦʪʥʦʛʦ 

ʟʚôʷʟʢʫ. 

ɿʘʩʥʦʚʫʶʯʠʩʴ ʥʘ ʙʘʛʘʪʦʨʽʯʥʦʤʫ ʜʦʩʚʽʜʽ ʦʧʦʚʽʱʝʥʥʷ ʪʘ ʢʝʨʫʚʘʥʥʷ ʝʚʘʢʫʘʮʽʻʶ ʣʶʜʝʡ ʟ ʥʝʙʝʟʧʝʯʥʠʭ ʟʦʥ ʫ 

ʙʫʜʽʚʣʷʭ, ʛʘʣʫʟʴ, ʷʢʫ ʧʨʝʜʩʪʘʚʣʷʻ ɭʚʨʘʣʘʨʤ, ʤʦʞʝ ʟʨʦʙʠʪʠ ʟʥʘʯʥʠʡ ʚʥʝʩʦʢ ʫ ʮʶ ʚʘʞʣʠʚʫ ʩʧʨʘʚʫ. 

ʊʦʤʫ ɭʚʨʘʣʘʨʤ ʟʘʣʫʯʠʣʘʩʴ ʜʦ ʩʧʽʚʧʨʘʮʽ ʟ ʧʨʦʝʢʪʦʤ 7ʈʇ çʉʧʦʚʽʱʝʥʥʷ ʜʣʷ ʚʩʽʭè (ʘʥʛʣ. Alert4All), ʱʦʙ 

ʜʦʚʝʩʪʠ ʽʜʝʶ ʽʥʪʝʛʨʘʮʽʾ ʩʠʩʪʝʤ ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ, ʟ ʩʠʩʪʝʤʘʤʠ ʩʧʦʚʽʱʝʥʥʷ ʥʘʩʝʣʝʥʥʷ ʧʨʦ ʥʝʙʝʟʧʝʢʫ ʫ 

ʢʦʥʮʝʧʮʽʾ ɻʨʦʤʘʜʩʴʢʦʛʦ ʦʧʦʚʽʱʝʥʥʷ . ɼʝʤʦʥʩʪʨʘʮʽʡʥʠʡ  ʧʨʦʝʢʪ ɭʚʨʘʣʘʨʤ çʉʠʩʪʝʤʠ ʛʨʦʤʘʜʩʴʢʦʛʦ 

ʦʧʦʚʽʱʝʥʥʷ ʪʘ ʨʝʘʛʫʚʘʥʥʷ ʫ ʥʘʜʟʚʠʯʘʡʥʠʭ ʩʠʪʫʘʮʽʷʭè (ʘʥʛʣ. PEARS) ʧʣʘʥʫʶʪʴʩʷ ʙʫʪʠ ʧʨʝʜʩʪʘʚʣʝʥʠʤ ʫ IV ʢʚ. 

2013 ʨ. ʨʘʟʦʤ ʽʟ ʜʝʤʦʥʩʪʨʘʮʽʻʶ ʤʦʞʣʠʚʦʩʪʝʡ ʧʨʦʝʢʪʫ çʉʧʦʚʽʱʝʥʥʷ ʜʣʷ ʚʩʽʭè. ɿ ʫʨʘʭʫʚʘʥʥʷʤ ʜʦʩʚʽʜʫ ʨʦʙʦʪʠ ʫ 

ʉʧʦʣʫʯʝʥʠʭ ʐʪʘʪʘʭ, ɭʚʨʘʣʘʨʤ ʫʧʝʚʥʝʥʘ ʚ ʫʩʧʽʭʫ ʮʽʻʾ ʧʨʝʟʝʥʪʘʮʽʾ .  

ʅʘʨʘʟʽ ʟʦʚʩʽʤ ʤʘʣʘ ʢʽʣʴʢʽʩʪʴ ʻʚʨʦʧʝʡʩʴʢʠʭ ʢʨʘʾʥ  ʚʩʪʘʥʦʚʠʣʠ ʥʦʨʤʠ ʫ ʮʽʡ ʩʬʝʨʽ. ʍʦʯʘ ʧʨʝʟʝʥʪʘʮʽʷ ʪʘ 

ʽʥʰʽ ʧʨʦʝʢʪʠ ʨʦʟʧʦʚʩʶʜʠʣʠ ʫʩʪʘʣʝʥʽ  ʧʨʘʢʪʠʢʠ ʪʘ ʧʨʦʪʦʢʦʣʠ, ʥʘʤ ʱʝ ʙʘʛʘʪʦ ʥʘʣʝʞʠʪʴ ʟʨʦʙʠʪʠ. ʅʘʩʪʘʚ ʯʘʩ 

ʟʘʧʨʦʚʘʜʠʪʠ ʟʘʛʘʣʴʥʦʻʚʨʦʧʝʡʩʴʢʽ ʩʪʘʥʜʘʨʪʠ ʫ ʥʘʧʨʷʤʢʫ  ʪʠʧʦʚʦʛʦ, ʘ ʪʦʤʫ ʡ ʽʥʪʝʛʨʦʚʘʥʦʛʦ ʨʽʰʝʥʥʷ ʷʢ ʜʣʷ 

ʩʠʩʪʝʤ  ʩʧʦʚʽʱʝʥʥʷ, ʪʘʢ ʽ ʛʨʦʤʘʜʩʴʢʦʛʦ ʦʧʦʚʽʱʝʥʥʷ  ʧʨʦ ʥʝʙʝʟʧʝʢʫ. 
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B. Improving safety for millions of travellers through a EU Directive on Hotel Fire Safety 

The European Commission is currently reviewing the 1986 Council Recommendation on fire safety in existing 

hotels
15

. As it stands this instrument creates no binding legal obligations for member state governments or hotel 

owners/operators. But the Commission's consultation on its possible revision has generated a wide array of comments 

and views on the feasibility and desirability of a revision of the recommendations, which caused the European 

Commission to admit the absence of a consensus on the way forward to improve fire safety in hotels. In this situation 

the European Commission decided to extend the phase of consultation on hotel fire safety and to include fire safety in 

a planned Green Paper on the safety of services dated for 2013.
16 

Euralarm deplores the delay in providing safety of the vast travelling public within and throughout the 

European Union and is ready to work with the Commission and the other interested stakeholders to speed-up the 

process and come to satisfactory conclusions. 

Euralarm still believes that only the move to legally binding EU-level requirements will ensure an adequate 

level of safety in hotels. In this regard, Euralarm is also committed to actively supporting the development of the 

necessary standards to comply with a future legal instrument. For any such technical specifications, the 

standardisation bodies CEN and CENELEC would be best positioned to coordinate stakeholder input. 

 

 

 

 

 

15) Recommendation 86/666/EEC. 

16) EC communication: Follow-up on hotel fire safety of 19/10/12. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

ɺ.  ʇʽʜʚʠʱʝʥʥʷ ʨʽʚʥʷ ʙʝʟʧʝʢʠ ʤʽʣʴʡʦʥʽʚ ʪʫʨʠʩʪʽʚ ʟʘ ʜʦʧʦʤʦʛʦʶ ɼʠʨʝʢʪʠʚʠ ɭʉ ʧʨʦ ʧʦʞʝʞʥʫ 

ʙʝʟʧʝʢʫ ʫ ʛʦʪʝʣʷʭ 

ɭʚʨʦʧʝʡʩʴʢʘ ʂʦʤʽʩʽʷ ʥʘʨʘʟʽ ʧʝʨʝʛʣʷʜʘʻ ʈʝʢʦʤʝʥʜʘʮʽʾ ʈʘʜʠ ɭʚʨʦʧʠ ʟ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʫ ʛʦʪʝʣʷʭ ʚʽʜ 

1986 ʨ.
15

 ʋ ʡʦʛʦ ʥʠʥʽʰʥʴʦʤʫ ʚʠʛʣʷʜʽ ʮʝʡ ʜʦʢʫʤʝʥʪ ʥʝ ʩʪʚʦʨʶʻ ʧʨʠʤʫʩʦʚʠʭ ʧʨʘʚʦʚʠʭ ʟʦʙʦʚôʷʟʘʥʴ ʜʣʷ ʫʨʷʜʽʚ 

ʢʨʘʾʥ-ʯʣʝʥʽʚ ʘʙʦ ʚʣʘʩʥʠʢʽʚ/ʦʧʝʨʘʪʦʨʽʚ ʛʦʪʝʣʽʚ. ɸʣʝ ʛʨʦʤʘʜʩʴʢʝ ʦʙʛʦʚʦʨʝʥʥʷ  ɭʚʨʦʢʦʤʽʩʽʾ ʟ ʧʨʠʚʦʜʫ ʡʦʛʦ 

ʤʦʞʣʠʚʦʛʦ ʧʝʨʝʛʣʷʜʫ ʟʽʙʨʘʣʦ ʚʝʣʠʢʫ ʢʽʣʴʢʽʩʪʴ ʟʘʫʚʘʞʝʥʴ ʪʘ ʚʠʩʣʦʚʣʶʚʘʥʴ ʟ ʧʨʠʚʦʜʫ ʨʝʘʣʽʩʪʠʯʥʦʩʪʽ  ʪʘ 

ʙʘʞʘʥʦʩʪʽ ʧʝʨʝʛʣʷʜʫ ʈʝʢʦʤʝʥʜʘʮʽʡ, ʱʦ ʟʤʫʩʠʣʦ ɭʚʨʦʧʝʡʩʴʢʫ ʂʦʤʽʩʽʶ ʚʠʟʥʘʪʠ ʚʽʜʩʫʪʥʽʩʪʴ ʢʦʥʩʝʥʩʫʩʫ ʥʘ 

ʰʣʷʭʫ ʧʽʜʚʠʱʝʥʥʷ ʨʽʚʥʷ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʫ ʛʦʪʝʣʷʭ. ʋ ʮʽʡ ʩʠʪʫʘʮʽʾ ɭʚʨʦʧʝʡʩʴʢʘ ʂʦʤʽʩʽʷ ʧʨʠʡʥʷʣʘ ʨʽʰʝʥʥʷ 

ʧʨʦʜʦʚʞʠʪʠ ʬʘʟʫ ʦʙʛʦʚʦʨʝʥʥʷ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʫ ʛʦʪʝʣʷʭ ʪʘ ʚʢʣʶʯʠʪʠ ʧʦʞʝʞʥʫ ʙʝʟʧʝʢʫ ʫ ʛʦʪʝʣʷʭ ʜʦ 

ʟʘʧʣʘʥʦʚʘʥʦʾ ɿʝʣʝʥʦʾ ʂʥʠʛʠ ʟ ʧʠʪʘʥʴ ʙʝʟʧʝʢʠ ʫ ʩʬʝʨʽ ʧʦʩʣʫʛ, ʚʠʭʽʜ ʷʢʦʾ ʟʘʧʣʘʥʦʚʘʥʠʡ ʥʘ 2013ʨ.
16

  

ɭʚʨʘʣʘʨʤ ʚʠʩʣʦʚʣʶʻ ʞʘʣʴ ʟ ʧʨʠʚʦʜʫ ʟʘʪʨʠʤʢʠ ʫ ʛʘʨʘʥʪʫʚʘʥʥʽ  ʙʝʟʧʝʢʠ ʚʝʣʠʢʽʡ ʢʽʣʴʢʦʩʪʽ ʧʦʜʦʨʦʞʫʶʯʠʭ 

ʚʩʶʜʠ ʫ ʤʝʞʘʭ ɭʚʨʦʧʝʡʩʴʢʦʛʦ ʉʦʶʟʫ ʡ ʛʦʪʦʚʘ ʩʧʽʚʧʨʘʮʶʚʘʪʠ ʟ ɭʚʨʦʢʦʤʽʩʽʻʶ ʪʘ ʽʥʰʠʤʠ ʟʘʮʽʢʘʚʣʝʥʠʤʠ 

ʩʪʦʨʦʥʘʤʠ, ʱʦʙ ʧʨʠʩʢʦʨʠʪʠ ʧʨʦʮʝʩ ʪʘ ʜʦʩʷʛʪʠ ʟʘʜʦʚʽʣʴʥʠʭ ʨʝʟʫʣʴʪʘʪʽʚ. 

ɭʚʨʘʣʘʨʤ. ʷʢ ʽ ʨʘʥʽʰʝ, ʚʽʨʠʪʴ ʫ ʪʝ, ʱʦ ʪʽʣʴʢʠ ʨʫʭ ʫ ʥʘʧʨʷʤʢʫ ʦʙʦʚôʷʟʢʦʚʠʭ ʜʦ ʚʠʢʦʥʘʥʥʷ ʻʚʨʦʧʝʡʩʴʢʠʭ 

ʚʠʤʦʛ  ʟʘʙʝʟʧʝʯʠʪʴ ʜʦʩʪʘʪʥʽʡ ʨʽʚʝʥʴ ʙʝʟʧʝʢʠ ʫ ʛʦʪʝʣʷʭ. ʋ ʮʴʦʤʫ ʚʽʜʥʦʰʝʥʥʽ ɭʚʨʘʣʘʨʤ ʚʠʨʽʰʠʣʘ ʘʢʪʠʚʥʦ 

ʧʽʜʪʨʠʤʫʚʘʪʠ ʨʦʟʨʦʙʣʝʥʥʷ  ʥʝʦʙʭʽʜʥʠʭ ʩʪʘʥʜʘʨʪʽʚ, ʱʦ ʚʽʜʧʦʚʽʜʘʪʠʤʫʪʴ ʤʘʡʙʫʪʥʴʦʤʫ ʧʨʘʚʦʚʦʤʫ ʜʦʢʫʤʝʥʪʦʚʽ. 

ɼʣʷ ʨʦʟʨʦʙʣʝʥʥʷ ʙʫʜʴ-ʷʢʠʭ ʪʘʢʦʛʦ ʨʦʜʫ ʪʝʭʥʽʯʥʠʭ ʚʠʤʦʛ ʦʨʛʘʥʠ ʟʽ ʩʪʘʥʜʘʨʪʠʟʘʮʽʾ CEN ʪʘ CENELEC 

ʷʢʥʘʡʢʨʘʱʝ ʧʽʜʭʦʜʷʪʴ ʜʣʷ  ʢʦʦʨʜʠʥʫʚʘʥʥʷ ʫʯʘʩʪʽ ʟʘʮʽʢʘʚʣʝʥʠʭ ʩʪʦʨʽʥ. 

 

 

15) ʈʝʢʦʤʝʥʜʘʮʽʷ 86/666/EEC. 

16) ʈʝʢʦʤʝʥʜʘʮʽʷ ɭʉ: ʜʦʜʘʪʢʦʚʝ ʧʦʚʽʜʦʤʣʝʥʥʷ ʱʦʜʦ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʫ ʛʦʪʝʣʷʭ ʚʽʜ 19.10.12ʨ. 
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C. Building refurbishment: An opportunity to enhance security and fire protection 

Pursuant to the EU Energy Performance in Buildings Directive (EPBD/2010/31/EU) and the more recently 

adopted EU Energy Efficiency Directive (EED /2012/27/EU), a large number of buildings - many of them public - 

will be refurbished to improve energy efficiency. This creates opportunities for improvements in life safety and 

security. 

To comply with the requirements of EU legislation, building refurbishment should take into account fire safety 

and security needs in order to ensure the best protection possible. 

Å The nature of this work opens the possibility to also rethink safety strategies, and to simultaneously upgrade 

fire alarm and other systems at lower cost. 

Å On the other hand, such refurbishment cannot be allowed to result in the partial or total dismantling of legacy 

security systems with no replacement. 

In this context Euralarm expects from the policy-making authorities that today's level of protection in buildings 

will be maintained or improved, also in the case of an EPBD-refurbishment. 

In addition to the recommendations stated above, the following actions can further develop the fire and security 

industry. 

 

 

4. Unlimited 3rd Party Liability is a Threat t o 

Innovative Technology 
European Security companies experienced the issue of liability limitation in the US following the 9/11 terrorist 

attacks. Shortly after, government contractors became unable to accept the severe risk of deploying security 

technologies and to bid for related contracts, as it was potentially enterprise threatening for companies. In response, 

the US Government enacted the Safety Act
17

 (Support Anti-Terrorism by Fostering Effective Technologies). 

The Safety Act ensures that there is adequate insurance to compensate legitimate claims. This protection is not 

limited to US companies however it is only valid inside the US judicial system. The EU has not as yet addressed the 

issue. The lack of similar liability protection in Europe contributes to a weaker industrial base, hampers investment, 

and lowers deployment of new and innovative security technology and services in Europe. 

In this respect Euralarm welcomes the initiative of the Commission to find solutions to this gap in protection. 

As providers of security solutions, we have a vested interest in protecting citizens and society at the same time 

encouraging innovation and deployment of technologies that meet today's threats. Euralarm recommends to consider 

using observance of EN standards as a reference framework for evaluating litigation disputes and in the areas of i) 

third party liability, ii) responsibility for system interoperability, and iii) responsibility for system integrity. 

 

 

 

 

 

 

 

 

 

17) Further information is available at https://www.safetyact.gov/ The SAFETY Act limits the scope and type of damages 

recoverable by third parties against providers of anti-terrorism technologies (products or services) approved by the Department 

of Homeland Security, in the event of an act of terrorism. Over 200 anti-terrorism technologies are now covered by the Ac.t 

 

 

ʉ. ʈʝʢʦʥʩʪʨʫʢʮʽʷ  ʙʫʜʽʚʝʣʴ: ʤʦʞʣʠʚʽʩʪʴ ʧʽʜʚʠʱʠʪʠ ʨʽʚʝʥʴ ʦʭʦʨʦʥʠ ʪʘ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ 

ɺʽʜʧʦʚʽʜʥʦ ʜʦ çɼʠʨʝʢʪʠʚʠ ɭʉ ʱʦʜʦ ʝʥʝʨʛʝʪʠʯʥʠʭ ʭʘʨʘʢʪʝʨʠʩʪʠʢ ʙʫʜʽʚʝʣʴè (EPBD/2010/31/EU) ʪʘ 

ʥʝʱʦʜʘʚʥʦ ʟʘʪʚʝʨʜʞʝʥʦʾ çɼʠʨʝʢʪʠʚʠ ʧʨʦ ʝʥʝʨʛʝʪʠʯʥʫ ʝʬʝʢʪʠʚʥʽʩʪʴè (EED /2012/27/EU) ʚʝʣʠʢʘ ʢʽʣʴʢʽʩʪʴ 

ʙʫʜʽʚʝʣʴ, ʫ ʙʽʣʴʰʦʩʪʽ ï ʛʨʦʤʘʜʩʴʢʠʭ, ʙʫʜʫʪʴ ʨʝʢʦʥʩʪʨʫʡʦʚʘʥʽ  ʟ ʤʝʪʦʶ ʧʽʜʚʠʱʝʥʥʷ ʝʬʝʢʪʠʚʥʦʩʪʽ ʩʧʦʞʠʚʘʥʥʷ 

ʝʥʝʨʛʽʾ. ʎʝ ʩʪʚʦʨʶʻ ʧʝʨʩʧʝʢʪʠʚʠ ʜʣʷ ʧʦʣʽʧʰʝʥʥʷ ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ ʞʠʪʪʷ ʣʶʜʝʡ.  

ɼʣʷ ʜʦʪʨʠʤʘʥʥʷ ʚʠʤʦʛ  ʟʘʢʦʥʦʜʘʚʩʪʚʘ ɭʉ, ʨʝʢʦʥʩʪʨʫʢʮʽʷ  ʙʫʜʽʚʝʣʴ ʤʘʻ ʚʨʘʭʦʚʫʚʘʪʠ ʚʠʤʦʛʠ ʧʦʞʝʞʥʦʾ 

ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ ʟ ʤʝʪʦʶ ʛʘʨʘʥʪʫʚʘʥʥʷ ʷʢʦʤʦʛʘ ʢʨʘʱʦʛʦ ʟʘʭʠʩʪʫ. 

ʆʩʦʙʣʠʚʦʩʪʽ ʪʘʢʦʾ ʨʦʙʦʪʠ ʥʘʜʘʶʪʴ ʪʘʢʦʞ ʤʦʞʣʠʚʽʩʪʴ ʧʝʨʝʦʩʤʠʩʣʠʪʠ ʩʪʨʘʪʝʛʽʾ ʙʝʟʧʝʢʠ ʪʘ ʦʜʥʦʯʘʩʥʦ 

ʤʦʜʝʨʥʽʟʫʚʘʪʠ ʩʠʩʪʝʤʠ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʪʘ ʽʥʰʽ ʩʠʩʪʝʤʠ, ʚʠʪʨʘʯʘʶʯʠ ʤʝʥʰʝ ʢʦʰʪʽʚ. 

ɿ ʽʥʰʦʛʦ ʙʦʢʫ, ʚʥʘʩʣʽʜʦʢ ʪʘʢʦʾ ʨʝʢʦʥʩʪʨʫʢʮʽʾ ʥʝ ʤʦʞʝ ʙʫʪʠ ʜʦʟʚʦʣʝʥʠʤ  ʯʘʩʪʢʦʚʠʡ ʯʠ ʧʦʚʥʠʡ ʜʝʤʦʥʪʘʞ 

ʽʩʥʫʶʯʠʭ ʩʠʩʪʝʤ ʙʝʟʧʝʢʠ ʙʝʟ ʾʭ ʟʘʤʽʥʠ.  

ʋ ʮʴʦʤʫ ʢʦʥʪʝʢʩʪʽ ɭʚʨʘʣʘʨʤ ʦʯʽʢʫʻ ʚʽʜ ʦʨʛʘʥʽʚ, ʱʦ ʚʠʟʥʘʯʘʶʪʴ ʧʦʣʽʪʠʢʫ, ʛʘʨʘʥʪʫʚʘʥʥʷ ʟʙʝʨʝʞʝʥʥʷ ʘʙʦ 

ʚʜʦʩʢʦʥʘʣʝʥʥʷ ʥʠʥʽʰʥʴʦʛʦ ʨʽʚʥʷ ʟʘʭʠʩʪʫ ʫ ʙʫʜʽʚʣʷʭ, ʱʦ ʩʪʦʩʫʻʪʴʩʷ ʡ ʨʝʢʦʥʩʪʨʫʢʮʽʡ ʫ ʚʽʜʧʦʚʽʜʥʦʩʪʽ ʜʦ 

ɼʠʨʝʢʪʠʚʠ EPBD. 

ʅʘ ʜʦʜʘʪʦʢ ʜʦ ʚʢʘʟʘʥʠʭ ʚʠʱʝ ʨʝʢʦʤʝʥʜʘʮʽʡ, ʥʘʩʪʫʧʥʽ ʜʽʾ ʪʘʢʦʞ ʤʦʞʫʪʴ ʩʧʨʠʷʪʠ ʨʦʟʚʠʪʢʫ ʛʘʣʫʟʽ 

ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ. 

 

4. ʅʝʦʙʤʝʞʝʥʘ ʚʽʜʧʦʚʽʜʘʣʴʥʽʩʪʴ ʧʝʨʝʜ ʪʨʝʪʴʦʶ 

ʩʪʦʨʦʥʦʶ ʩʪʘʥʦʚʠʪʴ ʟʘʛʨʦʟʫ ʜʣʷ ʽʥʥʦʚʘʮʽʡʥʠʭ 

ʪʝʭʥʦʣʦʛʽʡ 
ɭʚʨʦʧʝʡʩʴʢʽ ʢʦʤʧʘʥʽʾ ʛʘʣʫʟʽ ʙʝʟʧʝʢʠ ʩʪʠʢʥʫʣʠʩʷ ʟ ʧʠʪʘʥʥʷʤ ʦʙʤʝʞʝʥʥʷ ʚʽʜʧʦʚʽʜʘʣʴʥʦʩʪʽ ʫ ʉʐɸ ʧʽʩʣʷ 

ʪʝʨʦʨʠʩʪʠʯʥʠʭ ʘʪʘʢ 11 ʚʝʨʝʩʥʷ. ʅʝʟʘʙʘʨʦʤ ʧʽʩʣʷ ʮʴʦʛʦ ʫʨʷʜʦʚʽ ʧʽʜʨʷʜʥʠʢʠ ʩʪʘʣʠ ʥʝ ʚ ʟʤʦʟʽ ʙʨʘʪʠ ʥʘ ʩʝʙʝ 

ʩʝʨʡʦʟʥʽ ʨʠʟʠʢʠ ʧʽʜ ʯʘʩ ʚʧʨʦʚʘʜʞʝʥʥʷ ʪʝʭʥʦʣʦʛʽʡ ʙʝʟʧʝʢʠ ʪʘ ʧʦʜʘʚʘʪʠ ʟʘʷʚʢʠ ʥʘ ʪʦʨʛʠ, ʦʩʢʽʣʴʢʠ ʮʝ ʙʫʣʦ 

ʧʦʪʝʥʮʽʡʥʦʶ ʟʘʛʨʦʟʦʶ ʜʣʷ ʽʩʥʫʚʘʥʥʷ ʧʽʜʧʨʠʻʤʩʪʚ. ɺʥʘʩʣʽʜʦʢ ʮʴʦʛʦ ʫʨʷʜ ʉʐɸ ʧʨʠʡʥʷʚ çɿʘʢʦʥ ʧʨʦ ʙʝʟʧʝʢʫè
17

  

(ʧʨʦ ʧʽʜʪʨʠʤʢʫ ʙʦʨʦʪʴʙʠ ʟ ʪʝʨʦʨʠʟʤʦʤ ʰʣʷʭʦʤ ʩʧʨʠʷʥʥʷ ʝʬʝʢʪʠʚʥʠʤ ʪʝʭʥʦʣʦʛʽʷʤ) 

çɿʘʢʦʥ ʧʨʦ ʙʝʟʧʝʢʫè  ʛʘʨʘʥʪʫʻ ʤʦʞʣʠʚʽʩʪʴ ʘʜʝʢʚʘʪʥʦʛʦ ʩʪʨʘʭʫʚʘʥʥʷ, ʱʦ ʚ ʜʦʩʪʘʪʥʽʡ ʤʽʨʽ ʢʦʤʧʝʥʩʫʻ 

ʦʙˇʨʫʥʪʦʚʘʥʽ ʟʙʠʪʢʠ. ʎʝʡ ʟʘʭʠʩʪ ʥʝ ʦʙʤʝʞʫʻʪʴʩʷ ʪʽʣʴʢʠ ʢʦʤʧʘʥʽʷʤʠ ʉʐɸ, ʭʦʯʘ ʻ ʜʽʡʩʥʠʤ ʣʠʰʝ  ʥʘ ʪʝʨʠʪʦʨʽʾ 

ʜʽʾ ʟʘʢʦʥʦʜʘʚʩʪʚʘ ʉʐɸ. ɭʉ ʱʝ ʥʝ ʨʦʟʛʣʷʜʘʚ ʮʽ ʧʠʪʘʥʥʷ. ʅʝʜʦʩʪʘʪʥʽʩʪʴ ʧʦʜʽʙʥʦʛʦ ʟʘʭʠʩʪʫ ʚʽʜʧʦʚʽʜʘʣʴʥʦʩʪʽ ʫ 

ɭʚʨʦʧʽ ʧʨʠʟʚʦʜʠʪʴ ʜʦ ʦʩʣʘʙʣʝʥʥʷ ʧʨʦʤʠʩʣʦʚʦʾ ʙʘʟʠ, ʫʩʢʣʘʜʥʝʥʥʷ  ʽʥʚʝʩʪʫʚʘʥʥʷ, ʥʠʞʯʦʛʦ ʨʽʚʥʷ ʚʠʢʦʨʠʩʪʘʥʥʷ 

ʥʦʚʠʭ ʪʘ ʽʥʥʦʚʘʮʽʡʥʠʭ ʪʝʭʥʦʣʦʛʽʡ ʽ ʧʦʩʣʫʛ ʟ ʙʝʟʧʝʢʠ ʚ ɭʚʨʦʧʽ. 

ʋ ʮʴʦʤʫ ʚʽʜʥʦʰʝʥʥʽ ɭʚʨʘʣʘʨʤ ʚʽʪʘʻ ʽʥʽʮʽʘʪʠʚʫ ɭʚʨʦʢʦʤʽʩʽʾ ʟʥʘʡʪʠ ʚʘʨʽʘʥʪʠ ʚʠʨʽʰʝʥʥʷ ʮʽʻʾ ʧʨʦʙʣʝʤʠ 

ʥʝʜʦʩʪʘʪʥʴʦʛʦ ʟʘʭʠʩʪʫ. ʗʢ ʧʨʦʚʘʡʜʝʨʠ ʨʽʰʝʥʴ ʫ ʛʘʣʫʟʽ ʙʝʟʧʝʢʠ, ʤʠ ʤʘʻʤʦ ʟʘʢʦʥʥʠʡ ʽʥʪʝʨʝʩ ʫ ʟʘʭʠʩʪʽ ʛʨʦʤʘʜʷʥ 

ʪʘ ʩʫʩʧʽʣʴʩʪʚʘ ʟ ʦʜʥʦʯʘʩʥʠʤ  ʩʧʨʠʷʥʥʷʤ ʽʥʥʦʚʘʮʽʡ ʪʘ ʟʘʧʨʦʚʘʜʞʝʥʥʷʤ ʪʝʭʥʦʣʦʛʽʡ, ʱʦ ʜʦʟʚʦʣʷʶʪʴ 

ʧʨʦʪʠʩʪʦʷʪʠ ʩʴʦʛʦʜʥʽʰʥʽʤ ʟʘʛʨʦʟʘʤ. ɭʚʨʘʣʘʨʤ ʨʝʢʦʤʝʥʜʫʻ ʨʦʟʛʣʷʥʫʪʠ ʮʝ ʧʠʪʘʥʥʷ ʥʘ ʦʩʥʦʚʽ ʚʠʤʦʛʠ 

ʜʦʪʨʠʤʘʥʥʷ ʩʪʘʥʜʘʨʪʽʚ EN, ʷʢ ʦʩʥʦʚʥʫ ʙʘʟʫ ʜʣʷ ʚʠʢʦʨʠʩʪʘʥʥʷ ʫ ʩʫʜʦʚʠʭ ʧʨʦʮʝʩʘʭ ʪʘ ʫ ʪʘʢʠʭ ʩʬʝʨʘʭ, ʷʢ:  ʽ) 

ʚʽʜʧʦʚʽʜʘʣʴʥʽʩʪʴ ʧʝʨʝʜ ʪʨʝʪʴʦʶ ʩʪʦʨʦʥʦʶ, ʽʽ) ʚʽʜʧʦʚʽʜʘʣʴʥʽʩʪʴ ʟʘ ʬʫʥʢʮʽʦʥʘʣʴʥʫ ʩʫʤʽʩʥʽʩʪʴ 

(ʽʥʪʝʨʦʧʝʨʘʙʝʣʴʥʽʩʪʴ) ʩʠʩʪʝʤ, ʽʽʽ) ʚʽʜʧʦʚʽʜʘʣʴʥʽʩʪʴ ʟʘ ʮʽʣʽʩʥʽʩʪʴ ʩʠʩʪʝʤʠ. 

 

 

 

17) ɼʦʜʘʪʢʦʚʫ ʽʥʬʦʨʤʘʮʽʶ ʤʦʞʥʘ ʦʪʨʠʤʘʪʠ ʟʘ ʧʦʩʠʣʘʥʥʷʤ https://www.safetyact.gov/ çɿʘʢʦʥ ʧʨʦ ʙʝʟʧʝʢʫè 

ʦʙʤʝʞʫʻ ʩʬʝʨʫ ʟʘʩʪʦʩʫʚʘʥʥʷ ʪʘ ʚʠʜʠ ʟʙʠʪʢʽʚ, ʱʦ ʧʽʜʣʷʛʘʶʪʴ ʚʽʜʰʢʦʜʫʚʘʥʥʶ ʪʨʝʪʽʤ ʩʪʦʨʦʥʘʤ ʚʽʜ ʧʦʩʪʘʯʘʣʴʥʠʢʽʚ 

ʘʥʪʠʪʝʨʦʨʠʩʪʠʯʥʠʭ ʪʝʭʥʦʣʦʛʽʡ (ʧʨʦʜʫʢʮʽʾ ʪʘ ʧʦʩʣʫʛ), ʩʭʚʘʣʝʥʠʭ ʤʽʥʽʩʪʝʨʩʪʚʦʤ ʚʥʫʪʨʽʰʥʴʦʾ ʙʝʟʧʝʢʠ ʉʐɸ, ʫ ʚʠʧʘʜʢʫ 

ʟʜʽʡʩʥʝʥʥʷ ʪʝʨʦʨʠʩʪʠʯʥʦʛʦ ʘʢʪʫ.ʉʴʦʛʦʜʥʽ ʜʽʷ ʟʘʢʦʥʫ ʨʦʟʧʦʚʩʶʜʞʫʻʪʴʩʷ ʥʘ ʙʽʣʴʰ ʥʽʞ 200 ʘʥʪʠʪʝʨʦʨʠʩʪʠʯʥʠʭ 

ʪʝʭʥʦʣʦʛʽʡ. 



 
 

15 
 

5. Trade Promotion of Life Safety Products and 

Services 
It is of vital importance to the development of a vibrant European security industry that the global security 

market remains open and accessible. Many of the major European players conduct a significant share of their business 

outside the EU. This diversification helps defray development costs and generates economies of scale for the 

companies concerned. The EU should, therefore, make full use of its trade policies to mainâtain and, wherever 

possible, enhance international market access through mutual openness, recognition and standardisation for products 

and all modes of services. 

Trade policy considerations: 

Å Reduction of tariffs on life safety products 

Å Promotion of EN standards internationally 

Å Require performance assessments in public procurement contracts so that equipment must meet criteria 

outlined in the solicitation 

Exporting the highest quality products and services in life safety will contribute to growth for the industry and 

jobs. 

 

 

6. The Way Forward 
As it's been stated in this White Paper, there is an urgent need for a change of course, from a national approach 

to security policies towards a European and international one. 

It is certainly only through action at EU level that we'll be able to tackle the endemic fragmentation which is 

currently undermining the growth potential and competitiveness of the European security industry. Addressing this 

issue will benefit the European society as a whole, taking into consideration the societal value of security products 

and services, which lies in the protection of life and property that they provide. 

The journey towards a real European Internal Market for Security and a truly globally competitive European 

security industry has just begun and there is much work to be done. Euralarm looks forward to contributing to this 

ambitious endeavour and working closely with all stakeholders to help lead the way. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

5. ʉʧʨʠʷʥʥʷ ʨʦʟʚʠʪʢʫ ʪʦʨʛʽʚʣʽ ʫ ʩʬʝʨʽ ʧʨʦʜʫʢʮʽʾ 

ʪʘ ʧʦʩʣʫʛ ʙʝʟʧʝʢʠ ʞʠʪʪʷ 
ɼʣʷ ʨʦʟʚʠʪʢʫ ʜʠʥʘʤʽʯʥʦʾ ʻʚʨʦʧʝʡʩʴʢʦʾ ʛʘʣʫʟʽ ʙʝʟʧʝʢʠ ʞʠʪʪʻʚʦ ʚʘʞʣʠʚʠʤ ʻ ʪʝ, ʱʦʙ ʩʚʽʪʦʚʠʡ ʨʠʥʦʢ 

ʙʝʟʧʝʢʠ ʟʘʣʠʰʘʚʩʷ ʚʽʜʢʨʠʪʠʤ ʪʘ ʜʦʩʪʫʧʥʠʤ. ɹʘʛʘʪʦ ʧʨʦʚʽʜʥʠʭ ʛʨʘʚʮʽʚ ʻʚʨʦʧʝʡʩʴʢʦʛʦ ʨʠʥʢʫ ʚʘʛʦʤʫ ʯʘʩʪʢʫ 

ʩʚʦʛʦ ʙʽʟʥʝʩʫ ʤʘʶʪʴ ʟʘ ʤʝʞʘʤʠ ɭʉ. ʊʘʢʘ ʜʠʚʝʨʩʠʬʽʢʘʮʽʷ ʜʦʧʦʤʘʛʘʻ ʩʧʣʘʯʫʚʘʪʠ ʚʠʪʨʘʪʠ, ʩʧʨʷʤʦʚʘʥʽ ʥʘ 

ʨʦʟʚʠʪʦʢ, ʪʘ ʟʘʦʱʘʜʞʫʚʘʪʠ ʟʘʚʜʷʢʠ ʟʙʽʣʴʰʝʥʥʶ ʤʘʩʰʪʘʙʽʚ ʚʠʨʦʙʥʠʮʪʚʘ ʢʦʤʧʘʥʽʡ, ʱʦ ʙʝʨʫʪʴ ʫ ʮʴʦʤʫ ʫʯʘʩʪʴ. 

ʊʦʤʫ ɭʉ ʙʘʞʘʥʦ ʧʦʚʥʦʶ ʤʽʨʦʶ ʢʦʨʠʩʪʫʚʘʪʠʩʷ ʩʚʦʻʶ ʪʦʨʛʦʚʦʶ ʧʦʣʽʪʠʢʦʶ ʟʘʜʣʷ ʧʽʜʪʨʠʤʘʥʥʷ ʪʘ, ʜʝ ʮʝ 

ʤʦʞʣʠʚʦ, ʨʦʟʰʠʨʝʥʥʷ ʜʦʩʪʫʧʫ ʜʦ ʤʽʞʥʘʨʦʜʥʦʛʦ ʨʠʥʢʫ ʰʣʷʭʦʤ ʚʧʨʦʚʘʜʞʝʥʥʷ ʚʟʘʻʤʥʦʾ ʚʽʜʢʨʠʪʦʩʪʽ,  ʚʠʟʥʘʥʥʷ 

ʪʘ ʩʪʘʥʜʘʨʪʠʟʘʮʽʾ ʧʨʦʜʫʢʮʽʾ ʡ ʫʩʽʭ ʚʠʜʽʚ ʧʦʩʣʫʛ.  

ʆʩʥʦʚʥʽ ʟʘʩʘʜʠ  ʪʦʨʛʽʚʝʣʴʥʦʾ ʧʦʣʽʪʠʢʠ: 

ɿʥʠʞʝʥʥʷ ʪʘʨʠʬʽʚ ʥʘ ʧʨʦʜʫʢʮʽʶ ʙʝʟʧʝʢʠ ʞʠʪʪʷ 

ʇʦʧʫʣʷʨʠʟʘʮʽʷ ʩʪʘʥʜʘʨʪʽʚ EN ʥʘ ʤʽʞʥʘʨʦʜʥʦʤʫ ʨʽʚʥʽ 

ɺʠʤʦʛʘ ʦʮʽʥʢʠ ʚʽʜʧʦʚʽʜʥʦʩʪʽ ʫ ʜʦʛʦʚʦʨʘʭ ʚ ʨʘʤʢʘʭ ʜʝʨʞʘʚʥʠʭ  ʟʘʢʫʧʽʚʝʣʴ, ʱʦʙ ʦʙʣʘʜʥʘʥʥʷ ʚʽʜʧʦʚʽʜʘʣʦ 

ʢʨʠʪʝʨʽʷʤ, ʚʢʘʟʘʥʠʤ ʫ ʟʘʧʠʪʽ ʥʘ ʧʨʦʧʦʟʠʮʽʶ 

ɽʢʩʧʦʨʪ ʧʨʦʜʫʢʮʽʾ ʪʘ ʧʦʩʣʫʛ ʥʘʡʚʠʱʦʾ ʷʢʦʩʪʽ ʫ ʩʬʝʨʽ ʙʝʟʧʝʢʠ ʞʠʪʪʷ ʩʧʨʠʷʪʠʤʝ ʟʨʦʩʪʘʥʥʶ ʛʘʣʫʟʽ ʪʘ 

ʟʙʽʣʴʰʝʥʥʶ ʢʽʣʴʢʦʩʪʽ ʨʦʙʦʯʠʭ ʤʽʩʮʴ.  

 

 

6. ʅʘʩʪʫʧʥʽ ʜʽʾ 
ʗʢ ʚʞʝ ʙʫʣʦ ʟʘʟʥʘʯʝʥʦ ʫ ʮʽʡ ɹʽʣʽʡ ʂʥʠʟʽ, ʽʩʥʫʻ ʪʝʨʤʽʥʦʚʘ ʥʝʦʙʭʽʜʥʽʩʪʴ ʟʤʽʥʠ ʢʫʨʩʫ ʚ ʧʠʪʘʥʥʷʭ ʧʦʣʽʪʠʢʠ 

ʙʝʟʧʝʢʠ: ʚʽʜ ʥʘʮʽʦʥʘʣʴʥʦʛʦ ʧʽʜʭʦʜʫ ʜʦ ʻʚʨʦʧʝʡʩʴʢʦʛʦ ʪʘ ʤʽʞʥʘʨʦʜʥʦʛʦ.   

ɹʝʟʧʝʨʝʯʥʦ, ʣʠʰʝ ʟʘ ʫʤʦʚʠ ʚʞʠʪʪʷ ʟʘʭʦʜʽʚ ʥʘ ʨʽʚʥʽ ɭʉ ʤʠ ʟʤʦʞʝʤʦ ʫʟʷʪʠʩʷ ʟʘ ʧʨʠʪʘʤʘʥʥʫ ʮʽʡ ʩʬʝʨʽ 

ʬʨʘʛʤʝʥʪʘʮʽʶ, ʷʢʘ ʥʘʨʘʟʽ ʩʪʨʠʤʫʻ  ʧʦʪʝʥʮʽʘʣ ʟʨʦʩʪʘʥʥʷ ʪʘ ʢʦʥʢʫʨʝʥʪʦʩʧʨʦʤʦʞʥʦʩʪʽ ʻʚʨʦʧʝʡʩʴʢʦʾ ʛʘʣʫʟʽ 

ʙʝʟʧʝʢʠ. ɺʠʨʽʰʝʥʥʷ ʮʴʦʛʦ ʧʠʪʘʥʥʷ ʧʨʠʥʝʩʝ ʢʦʨʠʩʪʴ ʻʚʨʦʧʝʡʩʴʢʽʡ ʩʧʽʣʴʥʦʪʽ ʫ ʮʽʣʦʤʫ, ʷʢʱʦ ʙʨʘʪʠ ʜʦ ʫʚʘʛʠ 

ʩʫʩʧʽʣʴʥʫ ʟʥʘʯʠʤʽʩʪʴ ʧʨʦʜʫʢʮʽʾ ʪʘ ʧʦʩʣʫʛ, ʱʦ ʧʦʣʷʛʘʻ ʫ ʟʘʙʝʟʧʝʯʝʥʥʽ ʟʘʭʠʩʪʫ ʞʠʪʪʷ ʪʘ ʤʘʡʥʘ.  

ʈʫʭ  ʫ ʥʘʧʨʷʤʢʫ ʧʦʙʫʜʦʚʠ ʩʧʨʘʚʞʥʴʦʛʦ ʚʥʫʪʨʽʰʥʴʦʛʦ ʻʚʨʦʧʝʡʩʴʢʦʛʦ ʨʠʥʢʫ ʙʝʟʧʝʢʠ ʪʘ ʜʽʡʩʥʦ 

ʢʦʥʢʫʨʝʥʪʦʩʧʨʦʤʦʞʥʦʾ ʻʚʨʦʧʝʡʩʴʢʦʾ ʛʘʣʫʟʽ ʙʝʟʧʝʢʠ ʣʠʰʝ ʨʦʟʧʦʯʘʪʦ, ʡ ʥʝʦʙʭʽʜʥʦ ʚʠʢʦʥʘʪʠ ʯʠʤʘʣʦ ʨʦʙʦʪʠ. 

ɭʚʨʘʣʘʨʤ ʱʠʨʦ ʩʧʦʜʽʚʘʻʪʴʩʷ ʟʨʦʙʠʪʠ ʩʚʽʡ ʚʥʝʩʦʢ ʫ ʜʦʩʷʛʥʝʥʥʷ ʮʽʻʾ ʘʤʙʽʪʥʦʾ ʮʽʣʽ ʪʘ ʧʣʽʜʥʦ ʧʦʧʨʘʮʶʚʘʪʠ ʟ 

ʫʩʽʤʘ ʟʘʮʽʢʘʚʣʝʥʠʤʠ ʩʪʦʨʦʥʘʤʠ  ʟʘʜʣʷ ʚʠʟʥʘʯʝʥʥʷ ʧʨʠʡʥʷʪʥʦʛʦ ʰʣʷʭʫ. 
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6. Annex 
 

Annex 1 

Overview of Euralarm and the European fire and security industry. A key market player 

Euralarm is the association of European manufacturers, installers and service providers of electronic fire and 

security systems. Founded in 1970, its members include national associations and individual companies across 16 

European countries. 

Overall Euralarm represents more than 2500 companies, operating within the European Electronic Fire Safety 

and Security market with a value of 16.4 Billion Euros. 

Activities and objectives 

Euralarm is primarily concerned with increasing the safety and security of European citizens and operates in a 

number of fields. More specifically, it is active in the following areas: 

(i) fire safety, including detection, annunciation, alarming, evacuation and extinguishing 

(ii) intruder alarms, including detection, annunciation and alarming 

(iii) access control 

(iv) video surveillance 

(v) alarm transmission 

(vi) alarm receiving centres 

The association's main objectives are to provide technical and market expertise for policy making and 

standardisation work in the field of security and fire safety. To this end, it works with a number of committees 

dedicated to standardisation and certification, such as CEN, CENELEC, ETSI, as well as ISO and IEC. Euralarm 

pursues an open European market based on quality standards supported by a one stop, third party testing and 

certification. 

 

Our mission is to increase the level of safety and security for Europe 

and its citizens by supporting the growth and development of our industry. 
 

www.euralarm.org 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

6. ɼʦʜʘʪʦʢ 
 

ɼʦʜʘʪʦʢ 1 

ʇʨʦ ɭʚʨʘʣʘʨʤ ʪʘ ʻʚʨʦʧʝʡʩʴʢʠʡ ʨʠʥʦʢ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʽ ʦʭʦʨʦʥʠ. ʂʣʶʯʦʚʠʡ ʛʨʘʚʝʮʴ ʨʠʥʢʫ 

ɭʚʨʣʘʨʤ ʻ ʘʩʦʮʽʘʮʽʻʶ ʻʚʨʦʧʝʡʩʴʢʠʭ ʚʠʨʦʙʥʠʢʽʚ, ʽʥʩʪʘʣʷʪʦʨʽʚ ʪʘ ʥʘʜʘʚʘʯʽʚ ʧʦʩʣʫʛ ʛʘʣʫʟʽ ʪʝʭʥʽʯʥʠʭ 

ʟʘʩʦʙʽʚ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ. ʆʨʛʘʥʽʟʘʮʽʶ ʙʫʣʦ ʟʘʩʥʦʚʘʥʦ ʫ 1970 ʨ. ɰʾ ʯʣʝʥʘʤʠ ʻ ʷʢ ʥʘʮʽʦʥʘʣʴʥʽ 

ʧʨʦʬʝʩʽʡʥʽ ʘʩʦʮʽʘʮʽʾ, ʪʘʢ ʽ ʦʢʨʝʤʽ ʢʦʤʧʘʥʽʾ ʟ 16 ʢʨʘʾʥ ɭʚʨʦʧʠ. 

ɿʘʛʘʣʦʤ ɭʚʨʘʣʘʨʤ ʧʨʝʜʩʪʘʚʣʷʻ ʙʽʣʴʰ ʥʽʞ 2500 ʧʽʜʧʨʠʻʤʩʪʚ, ʱʦ ʧʨʘʮʶʶʪʴ ʥʘ ʻʚʨʦʧʝʡʩʴʢʦʤʫ ʨʠʥʢʫ 

ʪʝʭʥʽʯʥʠʭ ʟʘʩʦʙʽʚ  ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ ʽʟ ʟʘʛʘʣʴʥʠʤ ʱʦʨʽʯʥʠʤ ʦʙʩʷʛʦʤ ʨʝʘʣʽʟʘʮʽʾ ʧʨʦʜʫʢʮʽʾ ʪʘ 

ʧʦʩʣʫʛ ʫ 16,4 ʤʣʨʜ. ʻʚʨʦ. 

ɼʽʷʣʴʥʽʩʪʴ ʪʘ ʮʽʣʽ 

ʋ ʧʝʨʰʫ ʯʝʨʛʫ ɭʚʨʘʣʘʨʤ ʦʧʽʢʫʻʪʴʩʷ  ʧʽʜʚʠʱʝʥʥʷʤ ʨʽʚʥʷ ʦʭʦʨʦʥʠ ʪʘ ʙʝʟʧʝʢʠ ʻʚʨʦʧʝʡʩʴʢʠʭ ʛʨʦʤʘʜʷʥ ʪʘ 

ʧʨʘʮʶʻ ʫ ʪʘʢʠʭ  ʩʝʛʤʝʥʪʘʭ: 

(ʽ) ʧʦʞʝʞʥʘ ʙʝʟʧʝʢʘ, ʱʦ ʦʭʦʧʣʶʻ ʚʠʷʚʣʝʥʥʷ, ʦʧʦʚʽʱʝʥʥʷ, ʧʝʨʝʜʘʚʘʥʥʷ ʪʨʠʚʦʞʥʠʭ ʩʧʦʚʽʱʝʥʴ, ʝʚʘʢʫʘʮʽʶ 

ʪʘ ʛʘʩʽʥʥʷ 

(ʽʽ) ʦʭʦʨʦʥʥʘ ʩʠʛʥʘʣʽʟʘʮʽʷ, ʫ ʪʦʤʫ ʯʠʩʣʽ ʚʠʷʚʣʝʥʥʷ, ʦʧʦʚʽʱʝʥʥʷ ʪʘ ʧʝʨʝʜʘʚʘʥʥʷ ʪʨʠʚʦʞʥʠʭ ʩʧʦʚʽʱʝʥʴ 

(ʽʽʽ) ʢʦʥʪʨʦʣʶʚʘʥʥʷ ʜʦʩʪʫʧʫ 

(ʽv) ʚʽʜʝʦʩʧʦʩʪʝʨʝʞʝʥʥʷ 

(v) ʧʝʨʝʜʘʚʘʥʥʷ ʪʨʠʚʦʞʥʠʭ ʩʧʦʚʽʱʝʥʴ 

(vi) ʮʝʥʪʨʠ ʧʨʠʡʤʘʥʥʷ ʪʨʠʚʦʞʥʠʭ ʩʧʦʚʽʱʝʥʴ 

ɻʦʣʦʚʥʠʤʠ ʮʽʣʷʤʠ ʘʩʦʮʽʘʮʽʾ ʻ ʥʘʜʘʥʥʷ ʪʝʭʥʽʯʥʦʾ ʪʘ ʤʘʨʢʝʪʠʥʛʦʚʦʾ ʝʢʩʧʝʨʪʥʦʾ ʽʥʬʦʨʤʘʮʽʾ ʜʣʷ 

ʨʦʟʨʦʙʣʝʥʥʷ ʧʦʣʽʪʠʢʠ ʪʘ ʩʪʘʥʜʘʨʪʠʟʘʮʽʾ ʫ ʩʝʢʪʦʨʽ ʦʭʦʨʦʥʠ ʪʘ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ. ɼʣʷ ʮʴʦʛʦ ʚʦʥʘ ʩʧʽʚʧʨʘʮʶʻ ʟ 

ʥʠʟʢʦʶ ʢʦʤʽʪʝʪʽʚ, ʱʦ ʟʘʡʤʘʶʪʴʩʷ ʩʪʘʥʜʘʨʪʠʟʘʮʽʻʶ ʪʘ ʩʝʨʪʠʬʽʢʘʮʽʶ, ʥʘʧʨʠʢʣʘʜ, CEN, CENELEC, ETSI, ʘ 

ʪʘʢʦʞ  ISO ʪʘ IEC. ɭʚʨʘʣʘʨʤ ʩʧʨʠʷʻ ʨʦʟʚʠʪʢʫ ʚʽʜʢʨʠʪʦʛʦ ʻʚʨʦʧʝʡʩʴʢʦʛʦ ʨʠʥʢʫ, ʚ ʦʩʥʦʚʽ ʷʢʦʛʦ ʟʘʢʣʘʜʝʥʽ 

ʩʪʘʥʜʘʨʪʠ ʷʢʦʩʪʽ, ʟ ʦʧʦʨʦʶ ʥʘ ʻʜʠʥʫ ʩʠʩʪʝʤʫ ʦʜʥʦʢʨʘʪʥʦʛʦ ʪʝʩʪʫʚʘʥʥʷ ʪʘ ʩʝʨʪʠʬʽʢʘʮʽʾ ʪʨʝʪʴʦʶ ʩʪʦʨʦʥʦʶ. 

 

ʅʘʰʘ ʤʽʩʽʷ ʧʦʣʷʛʘʻ ʫ ʧʽʜʚʠʱʝʥʽ ʨʽʚʥʷ ʙʝʟʧʝʢʠ ʜʣʷ ɭʚʨʦʧʠ ʪʘ ʾʾ 

ʛʨʦʤʘʜʷʥ ʰʣʷʭʦʤ ʧʽʜʪʨʠʤʢʠ ʟʨʦʩʪʘʥʥʷ ʪʘ ʨʦʟʚʠʪʢʫ ʥʘʰʦʾ ʛʘʣʫʟʽ. 
 

www.euralarm.org 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

http://www.euralarm.org/
http://www.euralarm.org/
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Euralarm Membership:  

National Associations: 

 

 
 

 

Companies: 
 

 

 
 

 

ʏʣʝʥʠ ɭʚʨʘʣʘʨʤ: 

ʅʘʮʽʦʥʘʣʴʥʽ ʧʨʦʬʝʩʽʡʥʽ ʘʩʦʮʽʘʮʽʾ 

 

 
 

ʂʦʤʧʘʥʽʾ: 
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Table 1. - European Market size: Sector breakdown 

 

EMEA Market for Fire and  Security Products and Services 

 

 

Product Revenues 

Access Control                                                        612 

Intruder Alarms                                                       720 

Video Surveillance                                                       1.933 

Fire Detection and Suppression                                    1.477 

 

Service Revenues: 

 

Fire Services                                                               3.633 

Security Services                                                         8.029 

TOTAL Market Revenues:                     16.404 

  
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

ʊʘʙʣʠʮʷ 1. - ʈʦʟʤʽʨ ʻʚʨʦʧʝʡʩʴʢʦʛʦ ʨʠʥʢʫ:  ʩʪʨʫʢʪʫʨʘ ʩʝʛʤʝʥʪʽʚ 

ʈʠʥʦʢ ʧʨʦʜʫʢʮʽʾ ʪʘ ʧʦʩʣʫʛ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ ʪʘ ʦʭʦʨʦʥʠ ʥʘ ʪʝʨʠʪʦʨʽʾ 

EMEA (ɭʚʨʦʧʘ, ɹʣʠʟʴʢʠʡ ʉʭʽʜ ʪʘ ɸʬʨʠʢʘ) 

ɼʦʭʽʜ ʚʽʜ ʧʨʦʜʘʞʫ ʧʨʦʜʫʢʮʽʾ: 

ʂʦʥʪʨʦʣʴ ʜʦʩʪʫʧʫ                                            612 

ʆʭʦʨʦʥʥʘ ʩʠʛʥʘʣʽʟʘʮʽʷ                                             720 

ɺ̔ ʜʝʦʩʧʦʩʪʝʨʝʞʝʥʥʷ                                        1.933 

ʇʦʞʝʞʥʘ ʩʠʛʥʘʣʽʟʘʮʽʷ ʪʘ ʧʦʞʝʞʦʛʘʩʽʥʥʷ              1.477 

 

ɼʦʭʽʜ ʚʽʜ ʥʘʜʘʥʥʷ ʧʦʩʣʫʛ  

 

ʇʦʩʣʫʛʠ ʟ ʧʦʞʝʞʥʦʾ ʙʝʟʧʝʢʠ                                 3.633 

ʇʦʩʣʫʛʠ ʟ ʦʭʦʨʦʥʠ                                          8.029 

ɿɸɻɸʃʔʅʀʁ ʜʦʭʽʜ ʨʠʥʢʫ                       16.404 
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